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S26HL256T, S26HL512T, S26HLO1GT Infineon
256Mb/512Mb/1Gb SEMPER™ Flash

HYPERBUS™ interface, 1.8V/3.0V

Features

CYPRESS™ 45-nm MIRRORBIT™ technology that stores two data bits in each memory array cell

Sector architecture options
- Uniform: Address space consists of all 256KB Sectors
- Hybrid
+ Configuration 1: Address space consists of thirty-two 4KB sectors grouped either on the top or the bottom
while the remaining sectors are all 256KB
+ Configuration 2: Address space consists of thirty-two 4KB sectors equally split between top and bottom
while the remaining sectors are all 256KB

Page Programming buffer of 256 or 512 bytes
OTP secure silicon region (SSR) of 1024 bytes (32 x 32 bytes)

HYPERBUS™ interface

- JEDEC eXpanded SPI (JESD251) compliant

- DDR option runs up to 400-MBps (200MHz clock speed)

- Supports data strobe (DS) to simplify the read data capture in high-speed systems

Legacy (x1) SPI (1S-15-1S)
- JEDEC eXpanded SPI (JESD251) compliant
- SDR option runs up to 21-MBps (166MHz clock speed)

SEMPER™ Flash with HYPERBUS™ interface devices support default boot in legacy SPI (x1) or HYPERBUS™
interface (x8)

Functional safety features

- Functional safety 1IS026262 ASIL B compliant and ASIL D ready

- Infineon® endurance flex architecture provides high-endurance and long retention partitions

- Interface CRC detects errors on communication interface between host controller and SEMPER™ Flash device

- Data integrity CRC detects errors in memory array

- SafeBoot reports device initialization failures, detects configuration corruption, and provides recovery
options

- Built-inerror correcting code (ECC) corrects Single-bit Error and detects Double-bit Error (SECDED) on memory
array data

- Sector erase status indicator for power loss during erase

Protection features
- Advanced sector protection for individual memory array sector based protection

AutoBoot enables immediate access to the memory array following power-on

Hardware reset through CS# signaling method (JEDEC) AND individual RESET# pin

Serial flash discoverable parameters (SFDP) describing device functions and features

Device identification, manufacturer identification and unique identification

Data integrity
- 256Mb devices
+ Minimum 640,000 program-erase cycles for the main array
- 512Mb devices
+ Minimum 1,280,000 program-erase cycles for the main array
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Performance summary

- 1Gb devices
+ Minimum 2,560,000 program-erase cycles for the main array
All devices
- Minimum 300,000 program-erase cycles for the 4KB sectors
- Minimum 25 years data retention

Supply voltage
- 1.7Vt0 2.0V (HS-T)
- 2.7Vt0 3.6V (HL-T)

Grade /temperature range

- Industrial (-40°C to +85°C)

- Industrial plus (-40°C to +105°C)

- Automotive AEC-Q100 grade 3 (—40°C to +85°C)
- Automotive AEC-Q100 grade 2 (—40°C to +105°C)
- Automotive AEC-Q100 grade 1 (—40°C to +125°C)

Packages
- 256Mb and 512Mb: 24-ball BGA 6 x 8 mm
- 1Gb: 24-ball BGA8 x 8 mm

Performance summary

Maximum read rates

Transaction Initial access latency (Cycles) Clock rate (MHz) MBps
SPI Read 0 50 6.25
SPI Fast Read 10 166 20.75
HYPERBUS™ Read DDR (HS-T) 16 200 400
HYPERBUS™ Read DDR (HL-T) 14 166 332
Typical Program and Erase rates
Operation KBps
256B Page Programming (4KB Sector / 256KB Sector) 595/533
512B Page Programming (4KB Sector / 256KB Sector) 753/898
256KB Sector Erase 331
4KB Sector Erase 95
Typical current consumption
Operation HL-T current (mA) HS-T current (mA)
SDR Read 50MHz 10 10
DDR Read (HYPERBUS™) 75 (166MHz) 156 (200MHz)
Program 50 50
Erase 50 50
Standby (HS-T) 0.014 0.011
Deep Power Down (HS-T) 0.0022 0.0013
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Data integrity

Data integrity

Program [ Erase (PE) endurance - high endurance (256KB sectors)

Sectors in partition Minimum PE cycles Minimum retention time Unit
512 (Default for 1Gb devices) 2,560,000
508 2,540,000
504 2,520,000
256 (Default for 512Mb devices) 1,280,000
252 1,260,000 2 Years
128 (Default for 256Mb devices) 640,000
28 140,000
24 120,000
20 100,000

Note Minimum cycles is for entire High Endurance Partition.

Program | Erase endurance - long retention partition (256KB sectors)

Minimum PE cycles Minimum retention time Unit
500 25 Years

Note Minimum cycles is for each sector.

Program [ Erase endurance 4KB sector and nonvolatile register array

Flash memory type Minimum cycles Unit Minimum retention Unit
500 25
300,000
Program/Erase cycles per 4KB sector Note It is required t_c restrict the power
loss events to 300 times per sector during 2
program or erase operation to achieve the
mentioned endurance cycles. PE cycles Years
Program/Erase cycles per Persistent Protection Bits (PPB)
array or nonvolatile register array
500 25
Note Each write transaction to a nonvolatile register
causes a PE cycle on the entire nonvolatile register array.
Datasheet 30f166 002-12337 Rev. *¥

2022-01-18



o~ __
256Mb/512Mb/1Gb SEMPER™ Flash 1
HYPERBUS™ interface, 1.8V/3.0V I n fl neon

Table of contents

Table of contents

FEAtUIeS cuuiiiuiiiiiiiiiciiiiiiiiniiiiiniiitiiieiaiiiiiiiiienisiiiceutiiisesteisssiistatsisesissesestiesssssssssssessssssessssssssssssannss 1
Performance summary
Data integrity.....
Table of contents..............

1 Pinout and signal description..
2 Interface overview.........
2.1 General description ...
2.2 HYPERBUS™ transactlon protocol
2.3 Legacy (x1) SPI transaction protocol .
2.4 Embedded operations.....

2.5 Register naming convention .... 17
2.6 HYPERBUS™ transaction naming convention 17
2.7 Legacy (x1) SPI transaction Naming CONVENTION ..c.c.c.eiuie ittt seeses s es bt as e s es s s e 18

3 AdAreSs SPACE IMAPS «uurieenririruniirenniiiensitinarsiierrssiesmrsiseesrrisessssiesasssimmassisenssssssssssssssrsssenssssennssssnnsssns
3.1 SEMPER™ Flash memory array
3.2 Address space overlays (ASO) (HYPERBUS™ only)
3.31D address space
3.4 SFDP JEDEC JESD216 serial flash discoverable parameters (SFDP) space .
3.5 Secure SSR address space
3.6 Registers (Legacy (x1) SPl only)
L ST =N
4.1 Error detection and correction
4.2 Infineon® Endurance Flex architecture (wear leveling) ..
4.3 Interface CRC..... e
4.4 Data integrity CRC.......
4.5 Data protection schemes
4.6 SafeBoot
4.7 AutoBoot .....
4.8 Read transactions........ccccuviennnn
4.9 Write transactions - Legacy (x1) SPI
4.10 Program
4.11 Erase
4.12 Suspend and resume embedded operation....
4.13 Error types and reporting - HYPERBUS™
4.14 Error typer and reporting - Legacy (x1) SPI
4.15Reset .,
4.16 Power modes ...
4.17 Power up and power down
5 Registers
5.1 Register naming convention
5.2 HYPERBUS™ registers
5.3 Legacy (x1) SPI registers.
6 Transaction table........
6.1 HYPERBUS™ transaction table....

6.2 Legacy (x1) SPI transaction table.......

T Electrical characteristics .ouuuuvivieciiieiie e e e e e naes
7.1 Absolute maximum ratings ..
7.2 Operating range.....
7.3 Thermal resistance....

7.4 Capacitance characteristics
7.5 Latchup characteristics ...

Datasheet 4 0f 166 002-12337 Rev. ™Y
2022-01-18



o~ __
256Mb/512Mb/1Gb SEMPER™ Flash 1
HYPERBUS™ interface, 1.8V/3.0V I n fl n eon

Table of contents

T8 Dl CNArACT I ISTICS ot iiiti ittt sttt et ettt b e bt bt e e e et s b ea e e naen 141
7.7 AC test conditions .

8 TIMING characteristics . iivivriirrrriirreeriinssisisnririneriiiissrissserisrs s st ssssssssarressssssnsssssrssssssssessnnes 145
8.1 TIMING WAVETOITNS 1ottt sttt e s et ch st e a bt s s et e b s s s emes e e e s enes e eane 148
9 Device identification............ .151

9.1 JEDEC SFDP Rev D header table

9.2 JEDEC SFDP Rev D parameter table.. 152
9.3 XSPI profile 2. ..155
9.4 Manufacturer and device ID ..156
9.5 Unique ID ... .157
10 Package diagramsS ... ceeeeeeueriieeeieeeeeiie s ieeeseraasasesesseesanss e es e snnsssasssssassnssesssssssssnnsasnnnssnsanees 158
11 Ordering iNfOormMation ....eeueeeeeriiiseriirneerinssirisrsnr e s s s s s s s s ssasarrr s sssesnsaaannsssannens 160
11.1Valid combinations — standard grade.............. 161
11.2 Valid combinations — automotive grade / AEC-Q100 .162
ReVISION NISTOrY cvvvvriiiiiiiiiniiiniiinsss s s s s s ss s s ss s s as s s assssssssnnssnsnsrssnnens 163

Datasheet 50f 166 002-12337 Rev. ™Y
2022-01-18



256Mb/512Mb/1Gb SEMPER™ Flash
HYPERBUS™ interface, 1.8V/3.0V

Pinout and signal description

Pinout and signal description

infineon

1 2 3 4 5

' o o o o
A i'RSTD#\ r DNU ‘RESET#\ ' INT# )
/ \ I\ /
N ~N” N7 N~
oS oS f'\\ o /"‘\

[ ! [ I {
B CK# ) 1 cK J L Vis 1 Veo ! . DNU )
N7 N~ N N7 ~o
s 7N s N N
c l v b 1 cs Coos 5 Lo foow?
\ I\ I Iy )
N N~ N N7 N7
/"'\\ s s s /"'\\

[ ! [ I {
o { Ve y oot | 0@ o ;oo
~N_~ ~_~ ~_~ ~_~ ~_~
/—\ 7 ~ /—\ /—\ 7 ~
E [oar b 1 oas [ pos Do Y v
/ ] \ / \ ]
~_~ ~N_~/ ~_~ ~_~ ~_~

Top View

Figure 1

Note

24-ball BGA pinout configurationm

1. Flash memory devices in BGA packages can be damaged if exposed to ultrasonic cleaning methods. The package, data integrity, or both may be
compromised if the package body is exposed to temperatures above 150°C for prolonged periods of time.
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Pinout and signal description

Table 1 Signal description

Mandatory /

Symbol Type optional

Description

Chip Select (CS#). All bus transactions are initiated with a HIGH to LOW transition on CS#
and terminated with a LOW to HIGH transition on CS#. Driving CS# LOW enables the device,
CcS# Input Mandatory placing it in the Active mode. When CS# is driven HIGH, the device enters Standby mode,
unless an internal embedded operation is in progress. All other input pins are ignored and
the output pins are put in HIGH impedance state.

Clock (CK, CK#). Clock provides the timing of the serial interface. Single ended and differ-

ential clock modes are offered. Transactions are latched either on the rising edge of CK

signal (single ended) or on the crossing of the CK and CK# signals (differential

In Legacy (x1) SPI interface, command, address and data inputs are latched on rising edge
2,3 of the clock, and data is output on the falling edge of the clock.

CK, Cha ! Input Mandatory In HYPERBUS™ (xB)interface‘,)forsingle endeg clogck, command, address and data inputare

latched with respect to the rising and falling edge of the CK. In differential clock mode,

command, address and data inputs are latched with respect to the crossing of CKand CK#.

Differential Clock. CKand CK# are used.

Single Ended: CK is used (CK# is not used and can be left fleating).

Read DS. DS is used for data read operations only and indicates output data valid for
HYPERBUS™ interface. During a read transaction while CS# is LOW, DS toggles to
synchronize data output until CS# goes HIGH. Output data during read transactions are
edge aligned with DS.

Serial Data (DQ[7:0]). Bidirectional signals that transfer command, address and data
information.

Legacy (x1) SPI Interface: DQ[0] is an input (SI) and DQ[1] is an output (50).
HYPERBUS™ (x8) Interface: DQ[7:0] are input and output.

Hardware Reset (RESET#). When Low, the device will selfinitialize and return to the array
read state. DS and DQI[7:0] are placed into the High-Z state when RESET# is Low. RESET#
includes a weak pull-up, meaning, if RESET# is left unconnected it will be pulled up to the
High state.

System Interrupt (INT#). When LOW, the device is indicating that an internal event has
Optional occurred. This signal is intended to be used as a system level interrupt for the device to
indicate that an on-chip event has occurred. INT# is an open-drain cutput.

DS Qutput Mandatory

DQ[7:0] Input/Qutput Mandatory

RESET# Input (weak pull-up) Optional

Qutput
INT# (open drain)

Reset Output (RSTO#). RSTO# is an open-drain output used to indicate when a power-on
reset (POR) is occurring within the device and can be used as a system level reset signal.
Upon completion of the internal POR the RSTO# signal will transition from low to high
RSTO# Output Optional impedance after a user defined timeout period has elapsed. Upon transition to the high

(open drain) impedance state the external pull-up resistance will pull RSTO# High and the device

immediately is placed into the Standby state. Transactions are blocked when RSTO# is
LOW. During this period, the device cannot be selected, will not accept any transactions,
and does not drive outputs other than RSTO#.

Vee Power supply Mandatory Core Power Supply

Veco Power supply Mandatory Input / Output Power Supply

Vss Ground supply Mandatory Core Ground

Vssg Ground supply Mandatory Input / Qutput Ground

DNU - - Do Not Use.

Notes
2. Theclockis not required to be free running.
3. CKand CK# are not true differential signals. They are compliment signals. Care must be taken to ensure system level terminations are properly
designed in.
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2 Interface overview

2.1 General description

The CYPRESS™ SEMPER™ Flash family of products are high-speed CMOS, MIRRORBIT™ NOR Flash devices that are
compliant with the JEDEC JESD251 eXpanded SPI (xSPI) specification. SEMPER™ Flash is designed for Functional
Safety with development according to ISO 26262 standard to achieve ASIL-B compliance and ASIL-D readiness.

SEMPER™ Flash with HYPERBUS™ interface devices support both the HYPERBUS™ interface as well as legacy (x1)
SPI. Both interfaces serially transfer transactions reducing the number of interface connection signals. SPI
supports SDR whereas HYPERBUS™ supports DDR.

The HYPERBUS™ interface (DDR) transfers two data bytes per clock cycle on the data (DQ) signals. A read or
program/write access consists of a series of 16-bit wide, one clock cycle data transfers at the internal HYPER-
FLASH™ core and two corresponding 8-bit wide, one-half-clock-cycle data transfers on the DQ signals. Both data
and command/address information are transferred in DDR fashion over the 8-bit data bus. The clock input signals
are used for signal capture by SEMPER™ Flash when receiving command/address/data information on the DQ
signals. The Read DS is an output from SEMPER™ Flash that indicates when data is being transferred from the
memory. DS is referenced to the rising and falling edges of CK during the data transfer portion of read operations.
Command/address/write-data values are center aligned with the clock edges and read-data values are edge
aligned with the transitions of DS.

Read and program/write operations to SEMPER™ Flash are burst oriented. Read transactions can be specified to
use either a wrapped or linear burst. During wrapped operation, accesses start at a selected location and
continue for a configured number of locations in a group wrap sequence. During linear operation accesses start
at a selected location and continue in a sequential manner until the read operation is terminated, when CS#
returns HIGH. Write transactions transfer one or more16-bit values.

Each random read accesses a 32-Byte length and aligned set of data called a page. Each page consists of a pair
of 16-byte aligned groups of array data called half-pages. Half-pages are aligned on 16-byte address boundaries.
A read access requires two clock cycles to define the target half-page address and the burst type, then an
additional initial latency. During the initial latency period the third clock cycle will specify the starting address
within the target half-page. After the initial data value has been output, additional data can be read from the page
on subsequent clock cycles in either a wrapped or linear manner. When configured in linear burst mode, while a
page is being burst out, the device will automatically fetch the next sequential page from the MIRRORBIT™ flash
memory array. This simultaneous burst output while fetching from the array allows for a linear sequential burst
operation that can provide a sustained output of 400/333-MBps data rate [1-Byte (8-bit data bus) * 2 (Data on both
clock edges) * 200/166MHz = 400/333-MBps]

The erased state of each memory bit is a logic 1. Programming changes a logic 1 (HIGH) to a logic 0 (LOW). Only
an erase operation can change amemory bit from a 0 to a 1. An erase operation must be performed on a complete
sector (4KB or 256KB).

SEMPER™ Flash provides a flexible sector architecture. The address space can be configured as either a uniform
256KB sector array, or a hybrid configuration 1 array where thirty-two 4KB sectors are either at the top or at the
bottom while the remaining sectors are all 256KB, or a hybrid configuration 2 array where the thirty-two 4KB
sectors are equally split between the top and the bottom while the remaining sectors are all 256KB.

The page programming buffer used during a single programming operation is configurable to either 256 bytes or
512 bytes. The 512 byte option provides the highest programming throughput.
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Figure 2 Logic block diagram

The SEMPER™ Flash family consists of multiple densities with, 1.8V and 3.0V core and |/O voltage options.

The device control logicis subdivided into two parallel operating sections: the Host Interface Controller (HIC) and
the embedded algorithm controller (EAC). The HIC monitors signal levels on the device inputs and drives outputs
as needed to complete read, program and write data transfers with the host system. The HIC delivers data from
the currently entered address map on read transfers; places write transfer address and data information into the
EAC command memory, and notifies the EAC of power transition, and write transfers. The EAC interrogates the
command memory, after a program or write transfer, for legal command sequences and performs the related
embedded algorithms (EA).

Changing the nonvolatile data in the memoery array requires a sequence of operations that are part of EA. The
algorithms are managed entirely by the internal EAC. The main algorithms perform programming and erase of
the main flash array data. The host system writes command codes to the flash device. The EAC receives the
command, performs all the necessary steps to complete the transaction, and provides status information during
the progress of an EA.

In addition to the mandatory signals CS#, CK, SI/DQO, SO/DQ1, DQ [7:2] and DS, the SEMPER™ Flash devices also
include optional signals CK#, RESET#, INT# and RSTO#. When RESET# transitions from LOW to HIGH the device
returns to the default state that occurs after an internal POR. The DS is synchronized with the output data during
read transactions enabling host system to capture data at high clock frequency operation. The INT#is an
open-drain output can provide an interrupt to the HYPERFLASH™ master to indicate when the HYPERFLASH™
transitions from busy to ready at the end of a program or erase operation or to indicate the detection of an ECC
error during read. The RSTO# is an open-drain output used to indicate when a POR is occurring within the device
and can be used as a system level reset signal. Upon completion of the internal POR the RSTO# signal will
transition from LOW to HIGH impedance after a user defined timeout period has expired. Upen transition to the
HIGH impedance state, the external pull-up resistance will pull RSTO# HIGH and the device immediately is placed
into the Standby state.

Infineon®™ Endurance Flex architecture provides system designers the ability to customize SEMPER™ Flash’s
endurance and retention for their specific application. The host defines partitions for high endurance or long
retention, providing up to 1+ million cycles or 25 years of data retention.

SEMPER™ Flash devices support error detection and correction by generating an embedded hamming ECC during

memory array programming. This ECC code is then used for single-bit and double-bit error detection and
single-bit correction during read.
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SEMPER™ Flash devices have built-in diagnostic features providing the host system with the device status.
» Program and erase operation: Reporting of program or erase success, failure and suspend statuses

« Error detection and correction: 1-bit and/or 2-bit error status with address trapping and error count

« Data integrity check: Error detection over memory array contents

» Interface CRC: Error detection over interface transactions

« SafeBoot: Reporting of proper flash device initialization and configuration corruption recovery

» Sector erase status: Reporting of erase success or failure status per sector

« Sector erase counter: Counts the number of erase cycles per sector

2.2 HYPERBUS™ transaction protocol

Transaction

All bus transactions can be classified as either read or write. A bus transaction is started with CS# going LOW with
CK=LOW and CK# =HIGH. The transaction to be performed is presented to the SEMPER™ Flash device during the

first three clock cycles in a DDR manner using all six clock edges. These first three clocks transfer three words of
Command / Address (CAD, CA1, CA2) information to define the transaction characteristics:

« Read or write transaction.

» Whether the transaction will be to the memory array or to register space.

- Although the HYPERBUS™ protocol provides for slave devices that have both memory and register address
spaces, SEMPER™ Flash memories described in this specification do not differentiate between memory and
registers as separate address spaces. Thereis asingle address space selected by any transaction, independent
of whether the transaction indicates the target location is in memory space or register space. Write transac-
tions always place the transaction address and data into a command register set (buffer). Read transactions
return data from the memory array or from a register address space window that has been temporarily overlaid
within the single address space by the execution of commands. The single address space with register space
overlays methodology is backward compatible with legacy parallel NOR Flash devices.

» Whether a transaction will use a linear or wrapped burst sequence.
- Linearand wrapped burst arefully supported for read transactions. SEMPER™ Flash also supports Hybrid burst
which combines one wrapped burst followed by linear burst.
- SEMPER™ Flash write transactions do not support burst sequence and ignore the burst type indication. Write
command transactions transfer a single word per write. Only the Word Program command write data transfer
may be done with a linear burst.

+ The target half-page address (row and upper order column address).

« The target Word (within half-page) address (lower order column address).

Once the transaction has been defined, a number of idle clock cycles are used to satisfy any read latency require-
ments before data is transferred. Once the target data has been transferred the HYPERBUS™ master host
completesthe transaction by driving CS# HIGH with CK=LOW and CK#=HIGH. Data is transferred as 16-bit values
with the first eight bits (15-8) transferred on a HIGH going CK (write data or CA bits) or DS edge (read data) and
the second eight bits (7-0) being transferred on the LOW going CK or DS edge. Data transfers during read or write
operations can be ended at any time by bringing CS# HIGH when CK = LOW and CK# = HIGH. Read data is edge
aligned with DS transitions and Write data is center aligned with clock edges.
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Table 2 Command / Address bit assignment
CA bit# Bit name Bit function

Identifies the transaction as a Read or Write.
1=Read operation

47 Ryw 0=Write operation
Target space is defined in CA46.
Indicates whether the Read or Write operation accesses the memory or register spaces.
0=Memory space

26 Target 1=Register space

The register space is intended to be used by volatile memory and peripheral devices. The HYPERFLASH™
devices will not take advantage of this feature and this bit should be set to 0 during Read or Write trans-
actions.

Indicates whether the burst will be linear or wrapped.
45 Burst Type 0=Wrapped burst
1=Linear burst

44-39 (1Gh) Reserved for future address expansion.
44-38 (512Mb) Reserved Reserved bits should be set to 0 by the host controller.
44-37 (256Mb)
gfiiél?(»s(%ga{n Row and Upper Column Half page component of target address.
36-16 (256Mb) Address
Reserved for future column address expansion.
-3 Reserved Reserved bits should be set to 0 by the host controller.
2.0 Lower Column Address Lower Column compenent of the target address: System word address bits A2-0 selecting the starting

word within a half-page.

Transaction capture

CK/CK# mark the transfer of each bit or group of bits between the host and memory. Command, address and write
data bits transfer occurs on CK edges or CK/CK# crossing.

Note All attempts to read the flash memory array during a program or erase (embedded operations) are ignored.
The embedded operation will continue to execute without any effect. A very limited set of commands are
accepted during an embedded operation.

Read

CAOindicates that a read operation is to be performed and also indicates the burst type (wrapped or linear). Read
operations begin the internal array access as soon as the half-page address has been presented in CA0 and CAL.
CA2 identifies the target word address within the chosen half-page. The host then continues clocking for a
number of cycles defined by the latency count setting in the Configuration Register. Once these latency clocks
have been completed the memory starts to simultaneously transition the Data Strobe (DS) and begins outputting
the target data. New data is output in an edge aligned fashion upon every transition of DS. Data will continue to
be output as long as the host continues to transition the clock (CK and CK#). Wrapped bursts will continue to wrap
within the burst length and linear burst will output data in a sequential manner across page boundaries. AHybrid
Burst provides one initial wrapped burst followed by linear burst, as described in Burst types on page 57.
Wrapped reads can be performed from the main array, the SFDP Tables and the Secure Silicon Region (SSR). Read
transfers can be ended at any time by bringing CS# High when CK = Low and CK# = High.

When a linear burst reaches the last address in the array, if the burst continues, the address counter will wrap
around and roll back to address 000000h, allowing the read sequence to be continued indefinitely.The entire
memory can therefore be read out with one single read instruction.

The 16-byte and 32-byte wrapped bursts do not cross page boundaries and do not incur inter-page boundary
crossing latencies. For a 64-byte wrapped burst read, a latency may occur during the target address to next page
boundary crossing, depending on the starting address (see Table 48).

Inter-page boundary latency can be avoided by choosing double initial latency CFR2x[7] option. This allows the
device to fetch two consecutive pages during each access allowing latency free data access.
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Write operations

A write operation starts with the first three clock cycles providing the CAx (Command / Address) information
indicating the transaction characteristics. The Burst Type bit CA[45] is “don’t care” because the SEMPER™ Flash
device only supports a single write transaction of 16-bit or a continuous linear write burst that is only supported
when loading data during a Word Program command. Immediately following the CA information the host is able
to transfer the write data on the DQ bus. The first byte (A) of data is presented on the rising edge of CK and the
second byte (B) is presented on the falling edge of CK. Write data is center aligned with the CK/CK# inputs. Write
transfers can be ended at any time by bringing CS# HIGH when CK = LOW and CK# = HIGH.

MSb_LSb MSb_LSb
par:0]
High
L e
—
|- Command - Address w4 Write Data—m|
«  Hostdrives DQ[7:0]
+  Memory drives DS
Figure 4 Write operation“' 5 10]

Notes

4. Transactions must be initiated with CK = LOW and CK# = HIGH. CS# must return HIGH before a new transaction is initiated.

5. Read access from the flash array starts once CA[23:16] is captured.

6. Theread latency is defined by the Read Latency value in the Volatile Configuration Register (or the Nonvolatile Configuration Register).

7. Inthis example of a read operation, the Latency Count was set to four clocks.

8. Data out during a Register Read transaction is only valid during the first word output by the device. Subsequent data values output if CK/CK# continue
to toggle while CS# remains LOW are undefined.

9. DSwill be driven Low as long as CS# is LOW but is not used during Write transactions.

10. Write opedraﬂons are limited to a transaction of a single word (16-bit) or a linear write burst supported only when loading data during a Word Program
command.
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2.3 Legacy (x1) SPI transaction protocol

Transaction

+ During the time that CS# is active (Low) the clock signal (CK) is toggled while command information is first
transferred on the data input (SI/DQO) signal followed by address and data from the host to the flash device.
The clock continues to toggle during the transfer of read data from the flash device to the host (SO/DQ1) or write
data from the host to the flash device (SI/DQO0). When the host has transferred the desired amount of data, the
host drives the CS# inactive (High). The period during which CS# is active is called a transaction on the bus.

» While CS#is inactive, the CKis not required to toggle.

« The command transfer occurs at the beginning of every transaction. The address, latency cycles, and data
transfer phases are optional and their presence depends on the protocol mode or command transferred.

Transaction capture

+ CK marks the transfer of each bit or group of bits between the host and memory. Command, address and write
data bits transfer occurs on CK rising edge.

Note All attempts to read the flash memory array during a program or erase (embedded operations) are ignored.
The embedded operation will continue to execute without any effect. A very limited set of commands are
accepted during an embedded operation. These are discussed in Suspend and resume embedded operation
on page 76.

Protocol

The legacy (x1) SPI mode is the default protocol following Power-on-Reset (POR) but, flash devices can be
configured to boot-up in the HYPERBUS™ mode.

Each transaction begins with an 8-bit (1-byte) command. The command selects the type of information transfer
or device operation to be performed.

This protocol uses SI/DQ[0] to transfer information from host to flash device and SO/DQ[1] to transfer infor-
mation from flash device to host. On each DQ, information is placed on the DQ line in Most Significant bit (MSb)
to least significant bit (LSb) order within each byte. Sequential address bytes are transferred in highest order
to lowest order sequence. Sequential data bytes are transferred in lowest address to highest address order.

DQ[7:2] are not used for data transfer period. Hence, the DQ[7:2] signals will be high impedance.

2.3.1 Transaction details

Cs# 4“ /_

MSb LSb
DaYS0 High-Impedance
- Command————————————————— P
Figure 5 SPI transaction with command input
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o L, P

LSb MSb LSb
ADDR ADDR
II

Dajoysi
payyso i (s
|#———Command——|{a————Address—— |
Figure 6 SPI transaction with command and address input
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Figure 7 SPI transaction with command and two input addresses
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Figure 8 SPI program transaction with command, address, and data input
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Figure 9 SPI program transaction with command and data input
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|- Commangd - L:E;:sy - Read Dala -

Note 1: In case of Register or Unique ID read operation, flash device outputs Most Significant Byte (MSB) first
Note 2: In case of SFDP and Identification read operation, flash device outputs Least Significant Byte (LSB) first

[a
bl

=

Figure 10 SPI read transaction with command input (output latency)
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Figure 11 SPI read transaction with command and address input (output latency)
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Figure 12 SPIread transaction with command and address input (no output latency)
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| Start Delay Read Data——————————————p»|
Figure 13 SPI transaction with output data sequence (AutoBoot)
2.4 Embedded operations
2.4.1 Embedded algorithm controller (EAC)

The EAC takes transactions from the host system for programming and erasing the flash memory arrays and
performs all the complex operations needed to change the nonvolatile memory state. This frees the host system
from any need to manage the program and erase processes.

There are five EAC operation categories:
+ Deep power down (DPD)

+ Standby (Read mode)

» Address space switching

+ Embedded algorithms (EA)

+ Advanced sector protection (ASP) management

2.4.1.1 Deep power down (DPD)

In the DPD mode, current consumption is driven to the lowest level. The DPD mode must be entered while the
device is in the Standby state while notin an ASO.

Note that the device maintains its configuration during DPD. In other words, the device exits DPD in the same
state as it went in. However, ECC related registers (ECC status, error detection counter, and address trap) will not
maintain their state and will get reset upon DPD exit.

Note that a configuration option exists where the device can power-up in DPD. If selected, CS# must be held High
during POR to enter DPD.

2.4.1.2 Standby

In the Standby State current consumption is greatly reduced. The EAC enters its Standby State when no
command is being processed and no EA is in progress. If the device is deselected (CS# = High) during an EA, the
device still draws active current until the operation is completed (I¢c.).

2.4.1.3 Address space switching - HYPERBUS™ only

Writing specific address and data sequences (transactions) switch the memory device address space from the
flash memory array to one of the address space overlays (ASO).

Embedded algorithms operate on the information visible in the currently active (entered) ASO. The system
continues to have access to the ASO until the system issues an ASO Exit command, performs a Hardware Reset,
or until power is removed from the device. An ASO Exit Command switches from an ASO back to the flash Memory
Array address space. The transaction accepted when a particular ASO is entered are listed between the ASO Enter
and Exit transactions in the transaction table. See Transaction table on page 124 for address and data require-
ments for all transaction sequences.

Note that while in any mode, the Status Register read transaction may be issued to cause the Status Register ASO
to appear at every word address in the device address space.
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2.4.1.4 Embedded algorithms (EA)

Changing the nonvolatile data in the memory array requires a complex sequence of operations that are called
Embedded Algorithms (EA). The algorithms are managed entirely by the device’s internal EAC. The main
algorithms perform programming and erase of the main array data and the ASOs in HYPERBUS™. The host system
writes command codes to the flash device address space. The EAC receives the commands, performs all the
necessary steps to complete the command, and provides status information during the progress of an EA.

2.4.1.5 Advanced sector protection (ASP) management

ASP provides protection methods to disable or enable programming or erase operationsin any or all sectors. The
EAC manages this protection to maintain data integrity.

2.5 Register naming convention

REG#_N_[#:#]

—I—_. Register Bit Location (e.g. [7:0])

Register Type
N = Nonvolatile
V = Volatile

O =0TP

4-Characters Register Name

Figure 14 Register naming convention

RGBITS#

LbNumher (if applicable)

L »6- Characters Register Bit Name

Figure 15 Register bit naming convention
2.6 HYPERBUS™ transaction naming convention
ABCDEF_#_#

L Address Space Overlay (ASO)

0 = Non-ASQ Transaction

1= ASO Transaction

Number of Clock Cycles

1 = Transaction requires one Clock Cycle

2 = Transaction requires two Clock Cycles

3 = Transaction requires three Clock Cycles

4 = Transaction requires four Clock Cycles

5 = Transaction requires five Clock Cycles

6 = Transaction requires six Clock Cycles

7 = Transaction requires seven Clock Cycles
L————— 6-Character Transaction Name Abbreviation

Figure 16 HYPERBUS™ transaction naming convention
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2.7 Legacy (x1) SPI transaction naming convention

infineon

ABCDE_# #

1 L Data

0 = Transaction without Input Data
1 = Transaction with Input Data

Address Bytes

0 = Transaction without Address Input

3 = Transaction with 3-byte Address Input

4 = Transaction with 4-byte Address Input

C = Transaction with Configurable (3- or 4-byte) Address Input

—* 5 Character Transaction Name Abbreviation

Figure 17 Legacy (x1) SPI transaction naming convention
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3 Address space maps

The address space for the SEMPER™ Flash family contains addressing for the main memory array, address space
overlays (ASO), manufacturer ID, device ID, unique ID, Serial Flash Discoverable Parameters (SFDP), SSR, and

registers.

SEMPER™ flash
Memory Array
(256Mb / 512Mb / 1Gb)

IDs

SFDP

Secure Silicon Region

Registers
Figure 18 SEMPER™ Flash address space map overview
31 SEMPER™ Flash memory array

The main flash array is divided into units called physical sectors.
The HL-T/HS-T family sector architecture supports the following options:

+ 256Mb, 512Mb, 1Gb supports 256KB Uniform sector options

« 256Mb, 512Mb, 1Gb Hybrid sector options
- Configuration 1 - Physical set of thirty-two 4KB sectors and one 128KB sector at the top or bottom of address
space with all remaining sectors of 256KB
- Configuration 2 - Physical set of sixteen 4KB sectors and one 192KB sector at both the top and bottom of the
address space with all remaining sectors of 256KB

The combination of the sector architecture selection bits in Configuration registers support the different sector
architecture options of the SEMPER™ Flash family. See Registers on page 89 for more information.

Table 3 256KB uniform sector address map
S$26HLO1GT and S26HS01GT S$26HL512T and S26HS512T S$26HL256T and S26HS256T
Se.:tor Word address range Word address range Word address range
Size Sector | Sector (sector starting Sector | Sector (sector starting Sector | Sector (sector starting
(KB) count range |address-sectorending | count range |address-sectorending | count range |address-sectorending
address) address) address)
SADO 0000000h-001FFFFh SA00 0000000h-001FFFFh SA00 00000000h-0001FFFFh
256 512 : : 256 : : 128 : :
SA511 3FE0000h-3FFFFFFh SA255 1FE0000h-1FFFFFFh SA127 OFE0000h-0FFFFFFh
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Table 4 Top hybrid configuration 1 thirty-two 4KB sectors and 256KB uniform sectors address map
Main a':i:z sector Parameter-sector number Address size Address range (16-bit) Notes
0 4KB 0000000h-00007FFh Start of Parameter-Sector 0
1 4KB 0000800h-0000FFFh Parameter-Sector 1
2 4KB 0001000h-00017FFh Parameter-Sector 2
2k 0000000000000 v
30 4KB 000F000h-000FTFFh Parameter-Sector 30
31 4KB 000F800h-000FFFFh End of Parameter-Sector 31
Exposed Portion of Main Array 128K8 0010000h—001FFFFh Mapped to exposed portion of Main
Sector 0 Array Sector 0
Table 5 Bottom hybrid configuration 1 thirty-two 4KB sectors and 256KB uniform sectors address
map
Main a;ri:Z sector Parameter-sector number Address size Address range (16-bit) Notes
Exposed portion of last sector in 128KB +500000h—so0FFFFh Mapped to exposed portion of Main
main array Array Sector (last)
0 4KB x110000h-xx107FFh Start of Parameter-Sector 0
256KB 1 4KB x¢10800h-xx10FFFh Parameter-Sector 1
30 4KB x0F000h-xx0F7FFh Parameter-Sector 30
31 4KB xx1F800h-xx1FFFFh End of Parameter-Sector 31
Table 6 Hybrid configuration 2 bottom sixteen and top sixteen 4KB sectors address map
Main ar;i:Z sector Parameter-sector number Address size Address range (16-bit) Notes
0 4KB 0000000h-00007FFh Start of Parameter-Sector 0
1 4KB 0000800h-0000FFFh Parameter-Sector 1
2 4KB 0001000h-00017FFh Parameter-Sector 2
15 4KB 0007800h-007FFFh Parameter-Sector 15
Exposed Portion of Main Array Mapped to exposed portion of Main
Sector 0 192KB 008000h-001FFFFh Array Sector 0
256KB |
Exposed portion of last sector in Mapped to exposed portion of Main
main array 192K8 xx00000h-xx17FFFh Array Sector (last)
0 4KB xx18000h-xx187FFh Start of Parameter-Sector 0
1 4KB x118800h-xx18FFFh Parameter-Sector 1
14 4KB xx1F000h-xx1F7FFh Parameter-Sector 14
15 4KB x<1F800h-xx1FFFFh End of Parameter-Sector 15

These are condensed tables that use a couple of sectors as references. There are address ranges that are not
explicitly listed. All 4KB sectors have the pattern xxxxx000h-xxxxx7FFh. All 256KB sectors have the pattern

xxx00000h-xxx1FFFFh.
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3.2 Address space overlays (ASO) (HYPERBUS™ only)

Although the HYPERBUS™ protocol provides for slave devices that have both memory and register address
spaces, SEMPER™ Flash devices described in this specification do not differentiate between memory and
registers as separate address spaces. There is a single address space selected by any transaction, independent
of whether the HYPERBUS™ transaction indicates the target location is in memory space or register space of the
selected device.

Write transactions always place the transaction address and data into a command register set (buffer).

Read transactions return data from the memory array or from a register address space window that has been
temporarily overlaid within the single address space by the execution of commands. The single address range
with register space overlays methodology is backward compatible with legacy parallel NOR Flash memoary
program and erase software drivers.

There are several separate address spaces that may appear within the address range of the flash memory device.
One address space is visible (entered) at any given time.

Flash Memory Array: the main nonvolatile memory array used for storage of data that may be randomly accessed
by read operations.

ID/SFDP (ID): a flash memory array used for CYPRESS™ factory programmed device characteristics information.
This area contains the Device Identification (ID), Unique ID (UID) and Serial Flash Discoverable Parameter (SFDP)
parameters/tables.

SSR: a 1024B OTP nonvolatile memory array used for CYPRESS™ factory programmed permanent data, and
customer programmable permanent data.

ASP configuration register: a register to configure the device’s data protection schemes.

Password (PSWD): an OTP nonvolatile array used to store a 64-bit password used to enable changing the state
of the PPB Lock Bit when using Password Mode Sector Protection.

Persistent Protection Bits (PPB): a nonvolatile memory array with one bit for each Sector. When programmed,
each bit protects the related Sector from erasure and programming.

PPB Lock Bit (PPBL): a Volatile Register bit used to enable or disable programming and erase of the PPB bits.

Dynamic Protection Bits (DYB): a volatile array with one bit for each Sector. When set, each bit protects the
related Sector from erasure and programming.

ECC Status (ECCST): read the ECC Status, address of ECC error and total ECC error count.

Data Integrity Check (DICRC): read the memory array data CRC check-value.
Interface CRC (ICRC): read the interface CRC check-value.
AutoBoot (ATB): a Nonvolatile Register to set the starting address and delay for AutoBoot feature.

Sector Erase Count (SEC): a 32-bit value showing the number of times a sector has been erased.

Infineon® Endurance Flex architecture’s pointers (EFP): a set of five Nonvolatile registers to configure four
pointers to choose between either high endurance or long retention memory regions.

Status or Peripheral Registers: register access used to display EA status and read or write other registers.

The flash memory array is the primary and default address space but, it may be overlaid by one other address
space, at any one time. Each alternate address space is called an ASO.

Each ASO replaces (overlays) either the sector selected by the command that enters the ASO or the entire flash
device address range, depending on the ASO entry command. If only one sector is overlaid by an ASO the
remaining sectors of the memory array remain readable. Any address range not defined by a particular ASO
address map, is reserved for future use. Unless otherwise stated all read accesses outside of an ASO address map
returns non-valid (undefined) data. The locations will display actively driven data but their meaning is not
defined.
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There are multiple address map modes that determine what appears in the flash device address space at any
given time:

+ Read mode
« Status register (SR) mode
* ASO mode

« Peripheral register mode

In Read mode, the entire Flash Memory Array may be directly read by the host system memory controller. The
memory device EAC, puts the device in Read mode during Power-On or after a Hardware Reset or after an EAis
suspended. Read accesses and commands are accepted in Read mode. A subset of commands is accepted in
Read mode when an EA is suspended.

While in any mode, the Status Register read command may be issued to cause the Status Register ASO to appear
at every word address in the device address space. In this Status Register ASO mode, the device interface waits
for a read access and, any write access is ignored. The next read access to the device accesses the content of the
Status Register, exits the Status Register ASO, and returns to the previous (calling) mode in which the Status
Register read command was received.

Similarly, commands that read and write other registers use Peripheral Register mode, in which the register
appears in atemporary ASO that is automatically exited after the read or write of the command selected register.
The read or write occurs in the last cycle of the register access command sequence.

In EA mode, the EAC is performing an Embedded Algorithm, such as programming or erasing a nonvolatile
memory array. While in EAmode, none of the Flash Memory Array is readable. While in EA mode, only the Program
/ Erase Suspend command or the Status Register Read command will be accepted. All other commands are
ignored. Thus, no other ASO may be entered from the EA mode.

InASO mode, one of the remaining overlay address spacesis entered (overlaid on the Flash Memory Array address
map). Only one ASO may be entered at any one time. Commands to the device affect the currently entered ASO.
Only certain commands are valid for each ASO. These are listed in each ASO related section of Table 120.

The following ASOs have nonvolatile data that may be programmed to change 1s to 0s:
+ SSR

« ASP Configuration Register (ASPR)

« Persistent Protection Bits (PPB)

« Password

+ AutoBoot

+ Infineon® Endurance Flex architecture’s Data Pointers

+ Only the PPB and AutoBoot ASOs have nonvolatile data that may be erased to change Os to 1s.

When a program or erase command is issued while one of the nonvolatile ASOs is entered, the EA operates on the
ASQ. The ASO is not readable while the EA is active. When the EA is completed the ASO remains entered and is
again readable. Suspend and Resume commands are ignored during an EA operating on any of these ASOs.

The Peripheral Register mode is used to manage the POR Timer, Interrupt Configuration Register, Interrupt
Status Register, Volatile Configuration Register, and the Nonvolatile Configuration Register.
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3.3 ID address space

This particular region of the memory is assigned to manufacturer, device, and unique identification:
+ The manufacturer identification is assigned by JEDEC (see Table 134 and Table 135).

+ The device identification is assigned by Infineon® (see Table 134 and Table 135).

» A64-bit unique number is located in 8 bytes of the Unique Device ID address space. This Unique ID can be used
as a software readable serial number that is unique for each device (see Table 136).

There is no address space defined for these IDs as they can be read by providing the respective transactions only.
The transactions do not need the address to read these IDs. The data in this address space is read-only data.

3.4 SFDP JEDEC JESD216 serial flash discoverable parameters (SFDP) space
Table 7 SFDP overview address map
Byte address Description
0000h 0000h Location zero within JEDEC JESD216D SFDP space - start of SFDP header

1 Remainder of SFDP header followed by undefined space

Start of SFDP parameter tables. The SFDP parameter table data starting at
0100h.

Remainder of SFDP parameter tables followed by either more parameters or
undefined space

0100h 0080h

The SFDP standard provides a consistent method of describing the functional and feature capabilities of this
serial flash device in a standard set of internal parameter tables. These parameter tables can be interrogated by
host system software to enable adjustments needed to accommodate divergent features. The SFDP address
space has a header starting at address zero that identifies the SFDP data structure and provides a pointer to each
parameter. The SFDP address space is programmed by Infineon™ and read-only for the host system.
HYPERBUS™ accesses the ID-SFDP ASO by issuing the ID-SFDP Entry command sequence during Read mode.
SFDP is an Address Overlay and must be mapped to a Sector Address (SA). Legacy (x1) SPI uses RSFDP_3_0 trans-
action to access SFDP and does not require an Address Overlay which must be omitted for Legacy (x1) SPI (see
Table 130 through Table 133).

3.5 Secure SSR address space

Each HS/L-T family memory device has a 1024-byte SSR which is OTP address space. This address space is
separate from the main flash array. The SSR area is divided into 32 individually lockable, 32-byte aligned and
length regions.

In the 32-byte region starting at address zero:

» The 16 lowest bytes contain a 128-bit random number. The random number cannot be written to, erased or
programmed and any attempts will return an PRGERR flag.

+ The next four bytes are used to provide one bit per secure region (32 bits in total) to permanently protect once
set to “0” from writing, erasing or programming.
« All other bytes are reserved.

The remaining regions are erased when shipped from CYPRESS™, and are available for programming of
additional permanent data.

Note
11. Legacy (x1) SPI uses Read Serial Discoverable Parameters (RSFDP_3_0) transaction to read the Unique ID. Address is required.
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Table 8 SSR address map
Region Byte address range Contents Initial delivery state
000h LSB of CYPRESS™ Programmed Random Number
CYPRESS™ Programmed Random Number
00Fh MSB of CYPRESS™ Programmed Randem Number
. Region Locking Bits
Region 0 Byte 10h [bit 0] locks region 0 from programming
010htoo13h | When=0 All Bytes = FFh
lE.S.yte 13h [bit 7] locks region 31 frem programming
when=0
014h to 01Fh Reserved for Future Use (RFU)
Region 1 020h to 03Fh Available for User Programming
Region 2 040h to 05Fh All Bytes =FFh
Region 31 3E0h to 3FFh
3.6 Registers (Legacy (x1) SPI only)

Registers are small groups of memory cells used to configure how the HS/L-T family memory device operates, or
to report the status of device operations. The registers are accessed by specific commands and addresses.
Table 9 shows the address map for every available register in Legacy (x1) SPIin this flash memory device.

Table 9 Register address map (Legacy (x1) SPI only)
. Nonvolatile
Function Register type Register name \Iol:::;;er::srr(lﬁz)aent component address
. STRIN[7:0]
Status Register 1 g 0x00800000 0x00000000
Device Status £ STRIVIT:0]
Status Register 2 STR2V[7:0] 0x00800001 N/A
Configuration Register 1 EEE}@[QS] 0x00800002 0x00000002
. N CFR2N[T:0
Configuration Register 2 ’ 0x00800003 0x00000003
Device CFR2V[T:0]
Configuration . . CFR3N[T:0
Configuration Register 3 CFRBV[T:U]‘ 0x00800004 0x00000004
R ) CFR4N[T:0],
Configuration Register 4 CFRAV[T:0] 0x00800005 0x00000005
Interface CRC Interface CRC Enable Register ICEV[7:0] 0x00800008 N/A
Infineon® Endurance Flex Architecture Selection ’
Register 0 [7:0] EFX0O[7:0] 0x00000050
Infineon® Endurance Flex Architecture Selection .
Register 0 [15:8] EFX00[15:8] 0x00000051
Infineon® Endurance Flex Architecture Selection .
Register 1 [7:0] EFX10[7:0] 0x00000052
Infineon® Endurance Flex Architecture Selection .
Register 1 [15:8] EFX10[15:8] 0x00000053
Infineon® Endurance Flex Architecture Selection ’
Infineon® Registar2 0] ERO[T:0] 0x00000054
Emdhuramce Flex s ® End Flox Architecture Select MN/A
architecture nfineon™ Endurance Flex Architecture Selection .
Register 2 [15:8] EFX20[15:8] 0x00000055
Infineon® Endurance Flex Architecture Selection ’
Register 3 [7:0] EFX30[7:0] 0x00000056
Infinean® Endurance Flex Architecture Selection
Register 3 [15:8] EFX30[15:8] 0x00000057
Infineon® Endurance Flex Architecture Selection EF40[T:0] 0x00000058
Register 4 [7:0] .
Infineon® Endurance Flex Architecture Selection
Register 4 [15:8] EFX40[15:8] 0x00000059
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Table 9 Register address map (Legacy (x1) SPI only) (Continued)
Function Register type Register name Vol::ii;er::sn(nzzgent comr;gntl;‘g;::a) :tl‘.ll;ress
ex
. Interrupt Configuration Register INCV[7:0] 0x00800068
Interrupt Pin
Interrupt Status Register INSV[7:0] 0x00800067
ECC Status Register ESCV[T:0] 0x00800089
ECC Error Detection Count Register [7:0] ECTV[T:0] 0x0080008A
ECC Error Detection Count Register [15:8] ECTV[15:8] 0x0080008B N/A
Error Correction ECC Address Trap Register [7:0] EATV[T:0] 0x0080008E
ECC Address Trap Register [15:8] EATV[15:8] 0x0080008F
ECC Address Trap Register [23:16] EATV[23:16] 0x00800040
ECC Address Trap Register [31:24] EATV[31:24] 0x00800041
AutoBoot Register [7:0] ATBN[T:0] 0x00000042
AutoBoot Register [15:8] ATBN[15:8] 0x00000043
AutoBoot N/A
AutoBoot Register [23:16] ATBN[23:16] 0x00000044
AutoBoot Register [31:24] ATBN[31:24] 0x00000045
Sector Erase Count Register [7:0] SECV[T:0] 0x00800091
Erase Count Sector Erase Count Register [15:8] SECV[15:8] 0x00800092
Sector Erase Count Register [23:16] SECV[23:16] 0x00800093
Data Integrity Check CRC Register [7:0] DCRV[7:0] 0x00800095 N/A
Data Integrity Check CRC Register [15:8] DCRV[15:8] 0x00800096
Data Integrity Check
Data Integrity Check CRC Register [23:16] DCRV[23:16] 0x00800097
Data Integrity Check CRC Register [31:24] DCRV[31:24] 0x00800098
Advanced Sector Protection Register [T:0] ASPO[7:0] N/A 0x00000030
Advanced Sector Protection Register [15:8] ASPO[15:8] 0x00000031
ASP PPB Lock Register (Persistent Protection Block) PPLV[T:0] 0x0080009B N/A
ASP Password Register [7:0] PWDO[T7:0] 0x00000020
ASP Password Register [15:8] PWDO[15:8] 0x00000021
g:;f;tt;"” and ASP Password Register [23:16] PWDO[23:16] 0x00000022
ASP Password Register [31:24] PWDO[31:24] N/A 0x00000023
ASP Password Register [39:32] PWDO[39:32] 0x00000024
ASP Password Register [47:40] PWDO[47:40] 0x00000025
ASP Password Register [55:48] PWDO[55:48] 0x00000026
ASP Password Register [63:56] PWDQ[63:56] 0x00000027
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4 Features
4.1 Error detection and correction

SEMPER™ Flash family devices support error detection and correction by generating an embedded hamming ECC
during memory array programming. This ECC code is then used for error detection and correction during read
operations. The ECCis based on a 16-byte data unit. When the 16-byte data unit is loaded into the Program Buffer
and is transferred to the 128-bits flash memory array Line for programming (after an erase), an 8-bit ECC for each
data unit is also programmed into a portion of the memory array that is not visible to the host system software.
This ECC information is then checked during each Flash array read operation. Any 1-bit error within the data unit
will be corrected by the ECC logic. The 16-byte data unit is the smallest program granularity on which ECC is
enabled.

When any amount of data is first programmed within a 16-byte data unit, the ECC value is set for the entire data
unit. If additional data is subsequently programmed into the same data unit, without an erase, then the ECC for
that data unitis disabled and the 1-bit ECC disable bit is set. A sector erase is needed to again enable ECC on that
data unit.

These are automatic operations transparent to the user. The transparency of the ECC feature enhances data
reliability for typical programming operations which write data once to each data unit while also facilitating
software compatibility with previous generations of products by still allowing for single-byte programming and
bit-walking (in this case, ECC will be disabled) in which the same data unit is programmed more than once.

Memory Array
Data Unit 0 (16 Bytes) ECC Code(8-bit)
Programmin, 01 e 4al45( 0| 1] 2| 345 |6[7 [0
| Progamming L] [l o[
o ' ' Ecc
H H Disable"|
ECC - > H H
L) .
. .
Data Unit N (16 Bytes) ECC Coge(8-bit)
Read -
-
Buffer ‘n‘ || . |14|15‘ n‘ 1 ‘ 1| 3|4|5|E|7‘ n‘
7
ECC
Disable’|
*9" ECC Code bit in case of 2-bit Error Detection Enabled

Figure 19 16-Byte ECC data unit example

SEMPER™ NOR Flash supports 2-bit error detection as the default ECC configuration. In this configuration, any
1-bit error in a data unit is corrected and any 2-bit error is detected and reported. The 16-byte unit data requires
a 9-bit ECC for 2-bit error detection. When 2-bit error detection is enabled, byte-programming, bit-walking, or
multiple program operations to the same data unit (without an erase) are not allowed and will resultin a Program
Error. Changing the ECC mode from 1-bit error detection to 2-bit error detection, or from 2-bit error detection to
1-bit error detection will invalidate all the ECC syndromes related to data in the memory array. When changing
the ECC mode, the host must first erase all sectors in the device. If the ECC mode is changed without erasing
programmed data, subsequent read operations will result in undefined behavior.
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41.1 ECC error reporting
There are five methods for reporting to the host system when ECC errors are detected.

ECC Data Unit Status provides the status of 1-bit or 2-bit errors in data units.

The Address Trap Register captures the address location of the first ECC error encountered after POR or reset
during memory array read.

An ECC Error Detection counter keeps a tally of the number of 1-bit or 2-bit errors that have occurred in data
units during reads.

The Interrupt (INT#) output can be enabled to indicate when eithera 1-bitor 2-bit erroris detected as dataisread.

In HYPERBUS™ interface, a mode may be enabled to cause the Data Strobe (DS) to stop toggling (stall) when
reading a Half-page containing a 2-bit error. The stall condition can be detected by the SEMPER™ Flash master
as a bus error when DS does not transition for more than 32 clock cycles. The Data Strobe Stall control bit in
CFRIx[2] can be used to enable DS stall. If enabled (CFRIx[2] =0Q), upon 2-bit error, the DS will be driven Low after
2clock cycles, DS will remain in the Low state as long as CS# remains asserted, normal DS functionality resumes
as soon as CS# returns High. If the DS Stall Control bit is in the disabled state (CFRIx[2] = 1), DS behavior is not
impacted.

4.1.1.1 ECC data unit status (EDUS)

« The status of ECCin each data unit is provided by the 16-bit ECC Data Unit Status for HYPERBUS™ and 8-bit ECC
Data Unit Status for Legacy (x1) SPI.

« The contents of the ECC Data Unit status indicate, for the selected data unit, whether there is a 1-bit error
corrected, 2-bit error detected or the ECC is disabled for that data unit.

Table 10 ECC data unit status
Read/Write Factory
Bits Fieldname Function N = Nonvolatile default Description
V=Volatile (binary)
. Reserved For Future _ These bits are Reserved for future use.
EDUS[15:4] RESRVD Use V=R 0000 Note For Legacy (x1) SPI Only, ECC status is only 8 bits.

This bit indicates whether a two bit erroris detected in
the data unit, if two bit ECC error detection is enabled
CFR4V[3]= 1.

When CFR4V[3] = 0 and 2-bit error detection is
disabled, ECCZBD bit will always be ‘0.

Note If 2 bit error detection is enabled (CFR4V[3] = 1),
the ECCOFF bit will not be set to 1b while performing
V==R 0 single byte programming or bit walking in a data unit
that was already partially programmed. An attempt to
do such byte programming or bit walking will result in
a Program Error.

ECC Error 2-bit Error

EDUS[3] ECC2BD Detection Flag

Selection Options:
1=Two Bit Error detected
0=No error

EDUS[2] RESRVD Ezzﬁwed For Future V=R 0 This bit is Reserved for future use.

This bitindicateswhether an errorwas corrected inthe
data unit.

Selection Options:

1=Single Bit Error corrected in the addressed data unit

ECC Error 1-bit Error
EDUS[1] ECCIBC | Detectionand V=R 0

Correction Flag 0= No single bit error was corrected in the addressed

data unit

This bit indicates whether the ECC syndrome is OFF in
the data unit.

Data UnitECC Off/On

EDUS[0] ECCOFF
Flag

V=R 0 Selection Options:
1=ECCis OFF in the selected data unit
0=ECCis ONin the selected data unit

Dependency: CFR4x[3]
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4.1.1.2 ECC error address trap (EATV)

» A32-bitregisteris provided to capture the ECC data unit address where an ECC error is first encountered during
aread oftheflash array. Only the address of thefirst enabled error type (“2-bitonly” or “1-bitor 2-bit” as selected
in CFR2x[6]) encountered after POR, hardware reset, or the ECC Clear transaction is captured. The EATV Register
is only updated during Read transactions.

The EATV Register contains the address that was accessed when the error was detected. The failing bits may
not be located at the exact address indicated in the register, but will be located within the aligned 16-byte ECC
data unit where the error was detected. If errors are found in multiple ECC data units during a single read
operation, only the address of the first failing ECC unit address is captured in the EATV Register.

When 2-bit error detection is not enabled and the same ECC unit is programmed more than once, ECC error
detection for that ECC unit is disabled, therefore no error is recognized to trap the address.

The Address Trap Register can be read using HYPERBUS™ or Legacy (x1) SPI Address Trap Register read trans-
action.

Clear ECC Status Register transaction, POR, or CS# Signaling/Hardware/Software reset clears the Address Trap
Register.

Table 11 Error upper [ lower address trap register bit assignments
Error lower address register Error upper address register

Density

All 256Mb 512Mb 1Gb
EATV[15] Al5 0 0 0
EATV[14] A14 0 0 0
EATV[13] Al2 0 0 0
EATV[12] Al2 0 0 0
EATV[11] All 0 0 0
EATV[10] AL0 0 0 0
EATV[9] A9 0 0 A25
EATV[S] A8 0 A24 24
EATV[7] AT A23 A23 A23
EATV[6] A6 A22 A22 A22
EATV[S] A5 A2l A21 A21
EATV[4] A4 A20 AZ0 A20
EATV[3] A3 Al9 Al9 Al9
EATV[2] A2 Al8 Al8 Al8
EATV[1] Al ALT Al7 ALT
EATV[O0] AQ Al6 AlS Al6
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4.1.1.3 ECC error detection counter (ECTV)

» A 16-bit register is provided to count the number of 1-bit or 2-bit errors that occur as data is read from the flash
memory array. Only errors recognized in the main array will cause the Error Detection Counter to increment.

ECTV Register is only updated during Read transaction. Read ECC Status transaction does not affect the ECTV
Register.

The 16-bit Error Detection Counter will not increment beyond FFFFh. However, the ECC continues to work.

Note that during continuous read operations, when a 1-bit or a 2-bit error is detected, the clock may continue
toggling and the memory device will continue incrementing the data address and placing new data on the DQ
signals; any additional data units with errors that are encountered will be counted until CS# is brought back
HIGH.

During a read transaction only one error is counted for each data unit found with an error. Each read transac-
tion will cause a new read of the target data unit. If multiple read transactions access the same data unit
containing an error, the error counter will increment each time that data unit is read.

When 2-bit error detection is not enabled and the same data unit is programmed more than once, ECC error
detection for that data unit is disabled so, no error can be recognized or counted.

The ECC Error Detection Counter Register can be read using HYPERBUS™ or Legacy (x1) SPI ECC Error Detection
Counter read transaction.

ECTV Register is set to 0 on POR, CS# Signaling/Hardware/Software Reset or with Clear ECC Status Register
transaction.

Table 12 Error detection counter (Volatile)
Bit position EDC result

EDC[15) R15
EDC[14 R14
EDC[13] R13
EDC[12 R12
EDC[11 R11
EDC[10] R10
EDC[9] R9
EDC[8] RS
EDC[7] R7
EDC[6] R6
EDC[5] RS
EDC[4] R4
EDC[3] R3
EDC[2] R2
EDC[1] R1
EDC[0] RO

Datasheet 29 of 166 002-12337 Rev. *Y

2022-01-18



256Mb/512Mb/1Gb SEMPER™ Flash
HYPERBUS™ interface, 1.8V/3.0V

infineon

Features

4.1.1.4 INT# output - HYPERBUS™ only

» SEMPER™ Flash supports INT# output pin to indicate to the host system that an event has occurred within the

flash device. The user can configure the INT# output pin to transition to the active (Low) state when:

- 2-bit ECC error is detected

- 1-bit ECC error is detected

- Transitioning from the Busy to the Ready state

The INT# pin is only available in BGA package. Operation is controlled with the Interrupt Configuration Register
(INCV) where the INT# output (normally High) is enabled. The Interrupt Configuration Register determines
when an internal event is enabled to trigger a High to Low transition on the INT# output pin.

The Interrupt Status Register (INSV) indicates what enabled internal event(s) have occurred since the last time
the INSV was cleared.

If enabled, the INT# output pin will then transition from High to Low upon the occurrence of an enabled event.
Once the host recognizes that INT# has transitioned to the Low state the INSV Register can be read to deter-
mine which internal event was responsible.

INT# output status during POR, Hardware Reset, Software Reset, DPD Exit, or CS# Signaling Reset is not valid.
+ The INCV and INSV can be accessed through Program/Read INCV/INSV HYPERBUS™ transactions.

+ The INT# output can be forced to transition back to the High state (returned High by an external pull-up resis-
tance) using the following methods:

Disable the INT# output by loading a ‘1" into bit 15 of the Interrupt Configuration Register.

Reset the appropriate bit (by writing a ‘1’) in the INSV bit that indicates which internal event occurred to cause

the output to go Low. All INSV bits that are Low and are also enabled in the INSV must be reset before the INT#

output will return HIGH.

If the internal event is ECC, then issuing Clear ECC Errors transaction while in the ECC ASO will return INT#

output HIGH. Clear ECC Errors clears INSV ECC related bits (INSV[1:0]) but does not disable INCV.

The INT#outputwill also bereturned to the default (disabled, High-Z) state with CS# Signaling Reset, Hardware

Reset (RESET# = Low) or a POR. Hardware Reset and POR disable all interrupts by setting the Interrupt

Configuration Register back to the default (all interrupts disabled) state.

4.1.2 HYPERBUS™ ECC related registers and transactions

Table 13 HYPERBUS™ ECC related registers and transactions

Related registers
(see Section 5.2 HYPERBUS™ registers on page 90)

Configuration Register - 2 (CFR2N, CFR2V)
ECC Address Trap Register (EATV)

ECC Error Detection Counter Register (ECTV)
INT# Pin Configuration Register (INCV)

Related HYPERBUS™ transactions
(see Table 120 on page 124)

Read Configuration Register 2 (RDVCR2_4_0, RDNCR2_4_0)

Read Address Trap Register (RDADTU_2_1, RDADTL_2_1)- ECCASQ
Read ECC Count Value Register (RDCONT_2_1) - ECC ASO

Read Interrupt Configuration Register (RDVINC_4_0)

Read Interrupt Status Register (RDVINS_4_0)

INT# Pin Status Register (INSV) Program Interrupt Configuration Register (PGVINC_4_0)

Program Interrupt Status Register (PGVINC_4_0)

4.1.3 Legacy (x1) SP1 ECC related registers and transactions

Table 14 Legacy (x1) SPI ECC related registers and transactions

Related SPI transactions
(see Table 122 on page 137)

Related registers
(see Section 5.3 Legacy (x1) SPI registers on page 106)

Configuration Register - 2 (CFR2N, CFR2V)

Read Any Register (RDARG_4_0)

ECC Address Trap Register (EATV)

Write Any Register (WRARG_C_1)

ECC Error Detection Counter Register (ECTV)

Read ECC Status (RDECC_4_0)
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4.2 Infineon® Endurance Flex architecture (wear leveling)

Infineon® Endurance Flex architecture allows partitioning of the main memory array into regions which can be
configured as either high endurance or long retention. Endurance Flex implements wear leveling in high
endurance regions where program/erase cycles are spread evenly across all the sectors which are part of the wear
leveling pool. This greatly improves the reliability of the device by avoiding premature wear-out of an individual
sector.

Architecturally, Endurance Flex’s wear leveling algorithm is based on a mapping of logical sectors to physical
sectors. During the lifetime of the part, this mapping is changed to maintain a uniform distribution of
program/erase cycles over all physical sectors. The logical to physical mapping information is stored in a
dedicated flash array which is updated when sectors are swapped. Sector swaps occur when an erase transaction
is given.

Endurance Flex’s high endurance region requires a minimum set of 20 sectors. To provide flexibility between
configuring long retention, high endurance, or both regions, a four pointer architecture is provided. The factory
default setting designates all sectors as high endurance as part of the wear leveling pool with all pointers
disabled. The four pointers can be used to form a maximum of five regions which can each be configured as long
retention or high endurance.

Figure 20 provides an overview of the Infineon® Endurance Flex architecture. It shows the five possible regions
based on different sector architecture.

Note 4KB sectors are not part of the Infineon® Endurance Flex architecture.

Option - 4KB Top Option - 4KB Bottom
Memory Array Memory Array
4KB Parameter Sector 256KE Sector
O (@] O REGION 4
256KB Sector (High Endurance)
4KB Parameter Sector
xKB Partial Sector 256KE Secor
< PNTR_ADR 4
256K8 Sector REGION 4 256K Seclor
(High Endurance)
256KB Sector 256KB Sector
REGION 3
256KB Sector - PNTR_ADR 4 256KB Sector
256K8 Sector REGION 3 O O @] 4 PNTR_ADR 3
256KB Sector
- PNTR ADR 3 256K8 Sector
256KB Sector REGION 2
256KB Seclor
O O
O O o 256KB Sector
REGION 2 NTR ADR
256KB Sector 256KB Sector
256K8 Sector 256K Seclor
< PNTR ADR 2 REGION 1
256KB Sector 256KB Sector
256KB Sector REGION 1 256KB Sector
- PNTR_ADR 1
256KB Sector 256K Seclor
< PNTR_ADR 1
256KB Sector 256KB Sector REGION 0
256K Sector xKB Partial Sector
4KB Parameter Seclor
REGION 0
256KB Sector
O O o]
256KE Sector 4KB Parameter Seclor
- . ® . .
Figure 20 Infineon™ Endurance Flex architecture overview
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Option - 4KB Top & Bottom
Memory Aray
@] @] o]
4KB Parameter Sector
KB Partial Sector Uniform
REGION 4
256KB Sector (High Endurance) Memory Array
256KB Sector REGION 4
256KB Sector (Hi eodinonce)
«—PNTR_ADR 4———— 256KE Sector
256KB Soctor
~—PNTR_ADR 4———
256K Sector
256KB Sector
REGION S o REGION 3
256K Soctor
<« PNTR ADR 3————
256K Sector
256KB Sector
- PNTR ADR 3——— 256KE Sector
256KB Sector
256KB Sector REGION 2
@] @) O REGION 2
@]
256KB Sector
< PNTR_ADR 2———— 256KE Sector
256KB Sector
< PNTR_ADR 2
256KE Sector
256KB Sector
256KE Sector
256K Soctor REGION 1 REGION1
256KE Secor
256KB Sector
256KE Sector
256KB Sector - PNTR_ADR_1
-« PNTR_ADR_1 256KB Sector
256KB Sector
25EKB S 256KB Sector REGION 0
REGloN D 256K Seclor
256KB Sector
xKB Partial Sector
4KB Parameter Sector
@] O (@]
4KB Parameter Sector
- . ® . . .
Figure 21 Infineon™ Endurance Flex architecture overview (Continued)
Table 15 Region definitions12 1314, 15]
Region Lower limit Upper limit
0 Sector 0 Address Pointer 1
1 Address Pointer 1 Address Pointer 2
2 Address Pointer 2 Address Pointer 3
3 Address Pointer 3 Address Pointer 4
4 Address Pointer 4 Highest Sector
Notes

12. The pointer addresses must obey the following rules:
Pointer#4 address > Pointer#3 address
Pointer#3 address > Pointer#2 address
Pointer#2 address > Pointer#1 address

13.4KB sectors are excluded.

14.1tis required that the high data endurance and long data retention regions are configured at the time the device is first powered-up by the
customer. Once configured, they can never be changed again.

15. The minimum size of any high endurance region is 20 sectors.
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4.2.1

Configuration 1: Maximum endurance - single high endurance region

Maximum endurance is achieved when all 256KB sectors are designated as high endurance. All sectors must be
designated as high endurance using the Infineon® Endurance Flex pointer architecture. Maximum endurance
pointer configuration is shown in Table 16.

Table 16 Endurance Flex pointer values for maximum endurance configuration¢
Pointer # Pointer address Region type Pointer enable# Global region selection | Wear leveling enable
EPTADN[8:0] ERGNTn EPTEBn GBLSEL WRLVEN

0 N/A N/A N/A b1 1'b1

1 9°b111111111

2 o'b111111111

bl bl N/A N/A

3 9'b111111111

4 9'b111111111
4.2.2 Configuration 2: Two region selection - one long retention region and

one high endurance region

Sectors for long retention or high endurance must be delineated using the Infineon® Endurance Flex pointer
architecture. Region 0 is defined as long retention and consists of 16 sectors. Region 1 is defined as high
endurance and has 240 sectors. The pointer setup for two region configuration is shown in Table 17.

Table 17 EnduraFlex pointer values for two region configuration!'”
Pointer & Pointer address Region type Pointer enable# Global region selection | Wear leveling enable
ointer EPTADN[8:0] ERGNTn EPTEBn GBLSEL WRLVEN
0 N/A N/A N/A 1'bo b1
1 9'h000010000 bl 1'bo N/A N/A
4.2.3 HYPERBUS™ Endurance Flex related registers and transaction
Table 18 HYPERBUS™ Endurance Flex related registers and transactions

Related registers (see Section 5.2 HYPERBUS™ registers on page 90)

Related HYPERBUS™ transactions (see Table 120 on page 124)

Infineon® Endurance Flex architecture selection registers (EFX40, EFX30,

EFX20, EFX10, EFX00)

Read EnduraFlex Registers (RDOENX_1_1) - EnduraFlex ASO

Program EnduraFlex Registers (PGOENX_2_1) - EnduraFlex ASO

4.2.4
Table 19

Legacy (x1) SPI Endurance Flex related registers and transactions

Legacy (x1) SPI Endurance Flex related registers and transaction

Related registers

(see Section 5.3 Legacy (x1) SPI registers on page 106)

Related SPI transactions

(see Table 122 on page 137)

Infineon® Endurance Flex architecture selection registers (EFX40, EFX30,

EFX20, EFX10, EFX00)

Read Any Register (RDARG_4_0)

Write Any Register (WRARG_C_1)

Notes

16. This is also the default configuration of the device.
17. The number of pointers defined is based on the number of regions configured.
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4.3 Interface CRC

Interface CRC performs a hardware accelerated CRC calculation on the communication between a host and the
device, ensuring the integrity of information transferred. A CRC is an error-detecting code commonly used in
devices to detect accidental changes to raw data.

The Interface CRC method in HL-T/HS-T family devices relies entirely on the host to verify the CRC check-value
and take appropriate actions. The device calculates the CRC check-value which the host reads using the Read
Interface CRC transaction (RDCRC_4_0,RICRC_1_1). The check-value calculated includes all transaction contents
while CS# is LOW, namely command, address and data. This CRC checksum can be generated across either a
single transaction or a set of transactions. The only limitation is that the data size over which the slave is calcu-
lating the CRC checksum must be less than 232 bits.

The host must also calculate the CRC check-value over the same transaction sequence. When ready, the host can
read the device’s calculated CRC check-value and compare it with its own. If there is a mismatch, the host can
choose to repeat the complete transaction sequence.

CK L N A N A Y N WY N N A N A N A Y A
Ccs# _/_\ Read Transaction \ Program Transaction /

Address
(32 Bits)

Write Data
{(n Bits)

Read Data
(n Bits)

Command
(15 Bite)

Command
(16 Bits)

Address
(32 Bits)

DQ[7:0]

Every 32-bits of data is shifted into
CRC32 and the Checksum is updated

CRC32 - Equation
CRC Read

Figure 22 CRC calculation overview

Note At the end of the CRC read transaction, the device resets the CRC check-value and reinitializes the CRC
polynomial.

CRC32 Polynomial: X232 + X283 + X2 + X280 + X2 + X2+ x22 + X20 + X194 X B 4 X144+ X123+ X+ X0+ X7+ X8+ X0+ 1

Notes

The CRC polynomial between the host and the device must be identical.

The Interface CRC check-value will reset to OxFFFFFFFFh under the following conditions:
- POR

- Hardware Reset

- Software Reset

- CS# Signaling Reset

- Aread of the Interface CRC check-value

- Exit from Deep Power Down

If a transaction is aborted before the command is legally received, i.e. the transfer length is cut short by CS#
deasserting early - the transferred data will still be clocked into the CRC check-value, but it is no longer
guaranteed. When using Interface CRC, only valid, non-aborted transactions must be used.

Itis required to read Interface CRC value before any Volatile Status Register read and Clear Interface CRC value
after any volatile Status Register read(s).

When Interface CRC is disabled, the interface CRC Register value becomes indeterminate. It is recommended
to read the interface CRC Register before disabling the interface CRC feature, and again after enabling the
interface CRC feature to re-initialize the CRC calculation.
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4.3.1 Read

The read operation is performed when the host specifies the READ transaction while CS#is LOW. The device then
provides the data from the memory based on the address. Any number of bytes can be read (burst reads) to
consecutive addresses without issuing a new READ transaction.

For transaction protection, the device performs the CRC over the entire transaction sequence (CS# LOW state)
using the CRC32 polynomial. Once the CS# is brought HIGH, the CRC calculation is stopped and the check-value
latched into the CRC Register. If multiple READ transactions are executed by the host, the device continues
updating the CRC check-value between every CS# LOW cycle.

Cs# _/_\ Read Transaction f
. Command Address Read Data
Dapr:0] ——— (15 Bits) X (32 Bits) x (n Bits) }

Every 32-bits of data is shifted into
CRC32 and the Checksum is updated

CRC32 - Equation
CRC Read

Figure 23 Read CRC protection

Note Back to back Interface CRC read transaction will not show the CRC checksum value being reset. At the end
of each read interface CRC Register transaction, the interface CRC Register will get reset and updates itself with
new CRC checksum value after getting a transaction with valid input data for at least three clock cycles.

4.3.2 Program [ erase

The program operation is performed when the host specifies a program transaction while CS# is LOW. Up to 256
bytes / 512 bytes can be written (burst writes) to consecutive addresses without issuing new program trans-
action. The erase operation is performed when the host specifies an erase transaction while CS# is LOW. Either a
single sector or the complete device can be erased.

For transaction protection, the slave device will perform the CRC over the entire instruction sequence (CS# LOW
state) using the proposed CRC32 polynomial. Once the CS# is brought HIGH to complete the Program / Erase
transaction, the CRC calculation will be stopped and the checksum latched into the CRC Register. If multiple
Program / Erase transactions are executed by the host, the slave will continue updating the CRC checksum
between every CS# LOW cycle.

CK / \ / \ / \ / \ / \
Ccs# _/_\ Program Transaction )

Address
(32 Bits|

Write Data
(n Bits)

. Command
Dar:0] (16 Bits)
Every 32-bits of data is shifted into
CRC32 and the Checksum is updated

CRC32 - Equatien
L X N R K N X N J

CRC Read

Figure 24 Program CRC protection
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The host device will read the CRC checksum from the slave device using the Read Interface CRC transaction. The
slave device will include the RDCRC_4_0 transaction as part of the CRC checksum and then place the checksum
data on the data bus. If the host device upon receiving the slave’s CRC checksum finds a mismatch with its own
calculated CRC checksum, it can re-issue the Program / Erase transaction to the slave device. For Flash, multiple
Program / Erase to the same location due to CRC checksum errors will affect data endurance.

4.3.3 HYPERBUS™ interface CRC related registers and transaction
Table 20 HYPERBUS™ interface CRC related registers and transactions
Related registers (see Section 5.2 HYPERBUS™ registers on page 90) Related HYPERBUS™ transactions (see Table 120 on page 124)
N/A Read Interface CRC Register (RDICRC_1_1) - Read Interface ASO
4.3.4 Legacy (x1) SPI interface CRC related registers and transaction
Table 21 Legacy (x1) SPlinterface CRC related registers and transactions
Related registers Related SPI transactions
(see Section 5.3 Legacy (x1) SPI registers on page 106) (see Table 122 on page 137)
Interface CRC Enable Register (ICEV) N/A
4.4 Data integrity CRC

HL-T/HS-T family devices have a group of transactions to perform a hardware accelerated CRC calculation over
auserdefined address range in the memory array. The calculation is another type of embedded operation similar
to programming or erase, in which the device is busy while the calculation is in progress. The CRC operation uses
the same CRC32 polynomial as Interface CRC to determine the CRC check-value.

CRC32 Polynomial: X32 + X28 + X27+ X268 + X254 }23 4 322 + X204 )19+ X B 4 )M 4 x4 )M 4+ X104+ X%+ xB+ x5 + 1

The check-value generation sequence is started by entering the Data Integrity Check (DICHK_4_1, LDENAD_1_1)
transaction. The transaction includes/requires loading the beginning address into the CRC Start Address
Register. The transaction also includes/requires loading the ending address into the CRC End Address Register.
Bringing CS# HIGH starts the CRC calculation. The CRC process calculates the check-value on the data contained
at the starting address through the ending address. Note that in HYPERBUS™ interface, loading the ending
address initiates the Data Integrity CRC calculation.

During the calculation period, the device goes into the Busy state (RDYBSY = 1). Once the check-value calculation
is completed, the device returns to the Ready state (RDYBSY = 0) and the calculated check-value is available to
be read. The check-value is stored in the Data Integrity CRC Register (DCRV[31:0]) and can be read (RDARG_4_0,
RDDICL_2_1,RDDICU_2_1).

The check-value calculation can only be initiated when the device is in Standby State; and once started it can be
suspended with the CRC Suspend transaction (SPEPD_0_0, SP_DIC_1_1) to read data from the memory array.
During the Suspended state, the CRC Suspend Status Bit in the Status Register will be set (DICRCS =1). Once
suspended, the host can read the Status Register, read data from the array and can resume the CRC calculation
by using the CRC Resume transaction (RSEPS_0_0,RS_DIC_1_1).

The Ending Address (ENDADD) must be at least two addresses higher than the Starting Address (STRADD). If
ENDADD < STRADD + 3 the check-value calculation will abort and the device will return to the Ready state (RDYBSY
=0). In Legacy (x1) SPI, Data Integrity CRC abort status bit will be set (DICRCA = 1) to indicate the aborted
condition. The DICRCA bit can be cleared, once set, by Software Reset or a valid subsequent CRC command
execution. In HYPERBUS™, Write Buffer Abort bit will be set (WRBFAB = 1) to indicate the aborted condition. A
Status Register Clear will clear the WRBFAB bit and allow a subsequent valid CRC command or CRC ASO exit
sequence, If ENDADD < STRADD + 3, the check-value will hold indeterminate data.

The read data ordering used in calculating the check-value from the CRC-32 polynomial is shown as follows:
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32-Bit Read data

Lower Order Word — Data from Address (n, Higher Order Word — Data from Address (n+1)
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CRC-32 Polynomial Data Ordering

Figure 25 CrC-32 data ordering

Note Any invalid transaction during CRC check-value calculation can corrupt the check-value data.

441 HYPERBUS™ data integrity check related registers and transactions

Table 22 HYPERBUS™ data integrity CRC related registers and transactions

Related registers Related HYPERBUS™ transactions
(see Section 5.2 HYPERBUS™ registers on page 90) (see Table 120 on page 124)

Status Register (STRV) Read Status Register (RDVSTR_2_0)

Clear Status Register Failure Flags (CLVSTR_1_0)

Load Start Address (LDSTAD_1_1) - Data Integrity Check ASO
Load End Address (LDENAD_1_1) - Data Integrity Check ASO

Data Integrity CRC Check Value Register (DCRV) Read Data Integrity CRC Register Upper Word (RDDICU_2_1) - Data Integrity
Check ASO
Read Data Integrity CRC Register Lower Word (RDDICL_2_1) - Data Integrity
Check ASO
4.4.2 Legacy (x1) SPI data integrity check related registers and transactions
Table 23 Legacy (x1) SPI data integrity CRC related registers and transactions
Related registers Related SPI transactions
(see Section 5.3 Legacy (x1) SPI registers on page 106) (see Table 122 on page 137)
Status Register 1 (STRIN, STR1V) Data Integrity Check (DICHK_4_1)
Status Register 2 (STR2V) Suspend Erase/Program/Data Integrity Check (SPEPD_0_0)
Data Integrity CRC Check-Value Register (DCRV) Resume Erase/Program/ Data Integrity Check (RSEPD_0_0)
4.5 Data protection schemes

Data protection is required to safeguard against unintended changes to stored data and device configuration.
This includes inadvertent erasing or programming the memory array as well as writing to the Configuration
registers, which can alter the functionality of the device. Three types of protection schemes are discussed which
range from protecting either a single or a group of sectors or the complete memory array. Figure 26 shows an
overview of different protection schemes along with applicable data regions.
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* Advanced Sector Protection
* One Time Programmable Secure Silicon Region
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Figure 26 Data protection and security (Write/Program/Erase) schemes

4.5.1 Advanced sector protection (ASP)

The Advanced Sector Protection (ASP) scheme allows each memory array sector to be independently controlled
for protection against erasing or programming, either by volatile or nonvolatile locking features. The nonvolatile
locking configuration can also be locked, and password-protected.

The main memory array sectors are protected against erase and program by volatile (Dynamic Bits - DYB) and
nonvolatile (Persistent Protection Bits - PPB) protection bit pairs. Each DYB/PPB bit pair can be individually set
to '0' protecting the related sector or cleared to ‘1" unprotecting the related sector. DYB protection bits can be
set and cleared as often as needed whereas PPB bits being nonvolatile must adhere to their respective
technology based endurance requirements. Figure 27 shows an overview of ASP.

Main Memory Array

o ~ B
Protection Control Dynamic Protection || Persist Protection Main Memory Array
Regislers Control Control
Volatile Register File Non-Volatile Register
[ ‘Advanced Protection Register (ASPO - OTF) W File
[ Password Register (PWDO — OTP) J [ D_bit[n-1] [ P_bit[n-1] Sector / Block[n-1]

1
PPB Lock Register (PPLY - Volatile) | ]— {
* - [ D_bit[n-2] %—— [ P_bitin-Z] % Sector / Blockin-Z]

- Sector/Block[n-3]

Protection Control

Register Bits o o
ASPO - ASPRDP - Read Password Based Protection Selection
ASPO - ASPPWD - Password Based Protection Selection o] o o
ASPO - ASPPER - ‘Selection (C: Protection Selection)
PWDO - PASWRD - 64-Bit Password o o
PPLV - PPLV - PPB Lock (global) \L
D_bit[2] '—; ( P_bit[2] ]—’ = Sector ] Block[2]
D_bit[1] ] 4 [ P_bif[1] ] 4o Sector / Block{1]
[ D_bit[o] J t P_bit[0] JI k{0
Figure 27 Advanced sector protection (Nonvolatile)
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ASP Protection Architecture
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Figure 28 DYB and PPB protection control

ASP provides a rich set of configuration options producing multiple data protection schemes which can be
employed based on design or system needs. These configuration options are discussed in ASP protection
summary on page 39 through Legacy (x1) SPI ASP related registers and transactions on page 44.

4.5.1.1 ASP protection summary

The PPB bits are protected from program and erase when the PPB Lock bit is 0. There are two methods for
managing the state of the PPB Lock bit: Persistent Protection and Password Protection.

The Persistent Protection mode sets the PPB Lock bit to 1 during POR or Hardware Reset so that the PPB bits are
unprotected by a device reset. Software Reset does not affect the PPB Lock bit. There is a command to clear the
PPB Lock bit to 0 to protect the PPB. There is no command in the Persistent Protection method to set the PPB
Lock bit therefore the PPB Lock bit will remain at 0 until the next Power-Off or Hardware Reset. The Persistent
Protection method allows boot code the option of changing sector protection by programming or erasing the
PPB, then protecting the PPB from further change for the remainder of normal system operation by clearing (to
0) the PPB Lock bit. This is sometimes called Boot-Code Controlled Sector Protection.

The Password Protection mode clears the PPB Lock bit to 0 during POR or Hardware Reset to protect the PPB. A
64-bit password may be permanently programmed and hidden for the Password method. Acommand can be
used to provide a password for comparison with the hidden password. If the password matches the PPB Lock bit
is set to 1 to unprotect the PPB. A command can be used to clear the PPB Lock bit to 0. This method requires use
of a password to control PPB Protection.

The selection of the PPB Lock management method is made by programming OTP bits in the ASP Configuration
Register so as to permanently select the method used.

Each sector can be in one of the following protection states:

Unlocked - The sector is unprotected and protection can be changed by a simple command. The protection
state defaults to unprotected after a power cycle or Hardware Reset.

Dynamically Locked - Asectoris protected and protection can be changed by a simple command. The protection
state is not saved across a power cycle or Hardware Reset.

Persistently Locked - A sector is protected and protection can only be changed if the PPB Lock bit is set to 1.
The protection state is nonvolatile and saved across a power cycle or Hardware Reset. Changing the protection
state requires programming or erase of the PPB bits.

Table 24 Sector protection states
Protection bit values
PPB lock bit PPB DYB Sector state
1 1 Unprotected - PPB and DYB are changeable
1 1 0 Protected - PPB and DYB are changeable
1 0 1
1 0 0
0 1 1 Unprotected - PPB not changeable, DYB is changeable
0 1 0 Protected - PPB not changeable, DYB is changeable
0 0 1
0 0 0
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4.5.1.2 PPB lock

The Persistent Protection Lock bit is a volatile bit for protecting all PPB bits. When cleared to 0, it locks all PPBs
and when set to 1, it allows the PPBs to be changed. There is only one PPB Lock bit per device. The PPB Lock
command is used to clear the bit to 0. The PPB Lock bit must be cleared to 0 only after all the PPBs are configured
to the desired settings.

In Persistent Protection mode, the PPB Lock bit is set to 1 during POR or a Hardware Reset. When cleared with
the PPB Lock bit Clear sequence, no software command sequence can set the PPB Lock bit, only another
Hardware Reset or Power-Up can set the PPB Lock bit.

Inthe Password Protection mode, the PPB Lock bit is cleared to 0 during POR or a Hardware Reset. The PPB Lock
bit can only set to 1 by the Password Unlock command sequence. The PPB Lock bit can be cleared back to 0 with
the PPB Lock bit Clear sequence

4.5.1.3 DYB (Volatile) sector protection

Dynamic Protection Bits (DYB) are volatile and unique for each sector and can be individually modified. DYBs only
control protection for sectors that have their PPBs cleared. By issuing the DYB Write transaction, the DYB are set
to 0 or cleared to 1, thus placing each sector in the protected or unprotected state respectively. This feature
allows software to easily protect sectors against inadvertent changes, yet does not prevent the easy removal of
protection when changes are needed. As mentioned above, the DYBs can be set to 0 or cleared to 1 as often as
needed.

4.5.1.4 PPB (Nonvolatile) sector protection

The Persistent Protection Bits (PPB) are located in a separate nonvolatile flash array. One of the PPB bits is
assigned to each sector. When a PPB is programmed to 0 its related sector is protected from program and erase
operations. The PPB are programmed individually but must be erased as a group, similar to the way individual
words may be programmed in the main array but an entire sector must be erased at the same time. Programming
a PPB bit requires the typical word programming time. During a PPB bit programming operation or PPB bit
erasing, the Status Register can be accessed to determine when the operation has completed. Erasing all the
PPBs requires typical sector erase time.

4.5.1.5 Persistent protection mode

The Persistent Protection method sets the PPB Lock bit to 1 during POR or Hardware Reset so that the PPB bits
are unprotected by a device reset. There is a command to clear the PPB Lock bit to 0 to protect the PPB. There is
no command in the Persistent Protection method to set the PPB Lock bit to 1 therefore the PPB Lock bit will
remain at 0 until the next power-off or Hardware Reset.

4.5.1.6 Password protection mode

Password Protection mode allows an even higher level of security than the Persistent Sector Protection mode,
by requiring a 64-bit password for setting the PPB Lock bit. In addition to this password requirement, after
Power-Up or Hardware Reset, the PPB Lock bit is cleared to 0 to ensure protection at Power-Up. Successful
execution of the Password Unlock command by entering the entire password sets the PPB Lock bit to 1, allowing
for sector PPB modifications. The Password Protection scheme flowchart is shown in Figure 29.
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Figure 29 Password protection scheme flowchart

Password protection notes

The Password Program Command is only capable of programming 0’s.

The password is all 1’s when shipped from CYPRESS™. It is located in its own memory space and is accessible
through the use of the Password Program and Password Read commands.

All 64-bit password combinations are valid as a password.

Once the password is programmed and verified, the Password Protection Mode Locking bit must be
programmed (to ‘0’) to prevent reading the password.

The Password Protection Mode Lock bit, once programmed (to 0), prevents reading the 64-bit password on the
data bus and further password programming. All further program and read commands to the password region
are disabled and these commands are ignored. In Legacy (x1) SPI, attempted programming of a protected
Password will set the Program Status bit. In HYPERBUS™, attempted programming of a protected Password will
set the Sector Lock Status bit and the Program Status bit. If a further programming operation is attempted on
either the Password or the Password Protection Mode Lock bit the operation will be aborted and the failure will
be indicated in the Status Register. There is no means to verify what the password is after the Password
Protection Mode Lock bit is programmed. Password verification is only allowed before selecting the Password
Protection mode.

The Password Mode Lock bit is not erasable.

The device requires tpqyp for setting the PPB Lock bit after the valid 64-bit password is given to the device.

The Password Unlock command is used to unlock the password. If the supplied password does not match the
hidden internal password, the device gets locked out and does not accept any further instructions. Either a
hardware reset or a CS# Signaling Reset or a power cycle are required to bring the device back to standby mode
to try reentering the password again.

If the password is lost after setting the Password Mode Lock bit, there is no way to clear the PPB Lock bit.
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45.1.7 Read password protection mode

The Read Password mode can replace the default Password protection mode on page 40. The Read Password
mode is enabled to replace the default PPB Password Protection mode when the user programs ASPR[5]=0. The
Read Password mode is not active until the password is programmed and ASPR[2] is programmed to 0.

The Read Password Protection mode enables protecting the Flash Memory Array from read, program, and erase.
Only the lowest or highest (256KB) sector address range, selected by the Nonvolatile Configuration Register bits
XVCR1[9:8], remains readable until a successful Password Unlock command is completed. Note that reads from
the read-protected portion of the array will alias back to the readable sector.

In this mode, the PPB Lock bit is used to control the high order bits of address. When the PPB Lock bit is “17, the
address bits operate normally. When the PPB Lock bit is “07, the address bits that select a main array sector
address range are forced either to 0s or to 1s to select the lowest or highest address Flash Memory Array address
range. In SPI, TBPROT (CFR1x[5] is used for this address range selection whereas in HYPERBUS™, TB4KBS[1:0]
(CFR1x[9:8] bits are used.

Note that AutoBoot is disabled when the Read Password protection is enabled. The ATBR[0] (AutoBoot Enable)
bit is ignored in Read Password mode.

Table 25 ASP configuration register selection of persistent and password protection modes
ASPO bit Default value Name
2 1 Persistent / Password Protection Mode Lock bits

ASPR[ 2 ].] 00: Not Allowed
[2:1] : Password Mode Permanently Enabled

1 : Persistent Mode Permanently Enabled

[21]=
ASPR[2:1] = 11: Persistent / Password Modes Disabled (factory default)

Table 26 HYPERBUS™ CFR1x mapping of boot block address range
CFR1x bit Default value Name

00 = Map Parameter-Sectors and Read Password Sector mapped into lowest addresses.
CFRIx[9:8] 11 01 = Map Parameter-Sectors and Read Password Sector mapped into highest addresses.
: 10 = Uniform Sectors with Read Password Sector mapped into lowest addresses.

11 = Uniform Sectors with Read Password Sector mapped into highest addresses.

Table 27 Legacy (x1) SPI CFR1x mapping of boot block address range
CFR1x bit Default value Name
0= Map Parameter-Sectors and Read Password Sector mapped into highest (top)
CFRIx5] 0 addresses. .
1=Map Parameter-Sectors and Read Password Sector mapped into lowest (bottom)
addresses.

The PPB bits are protected from program and erase when the PPB Lock bit is 0, and may be programmed or
erased when the PPB Lock bitis 1.

The PPB Lock bit is set to 0 by POR or Hardware Reset, same as in PPB Password Protection mode.
The Read Password Protection scheme flowchart is shown in Figure 30.
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Figure 30 Read password protection scheme flowchart

Read password protection notes

Read Password is enabled by programming the ASPR[5] bit to 0.

The command sequence for programming, reading, and locking of the Password for Read Password Method is
the same as the default for the PPB Password Method.

When the Read Password mode and Password Protection mode are enabled (i.e., ASPR[2] and ASPR[5] are
programmed to 0), then all addresses are redirected to the Boot Sector until the password unlocking sequence
is properly entered with the correct password. At which time, the Read Password mode is disabled and all
addressing will select the proper location.

If a system Hardware Reset occurs, then the Read Password mode is re-enabled.

ASPR[5] is used to select between Read Password versus PPB Password options. If ASPR[5] = 0 then the device
is ready for Read Password. However, Read Password is not enabled until ASPR[2] = 0. At which point, all
addresses select only within the top or bottom sectors, until the device is unlocked with the proper unlocking
sequence and Password. When ASPR[2] = 1 the addresses select normally. This allows users to program in code,
test it, provide a password, and then lock it by programming ASPR[2] = 0.

The Read Password command sequence return undefined results if sent when Read Password Protection is in
use. The PPB Lock bit may only be returned to 0 by a Hardware Reset, POR or the PPB Lock bit Clear command
sequence.

Only the ID Read command, Password Unlock command and array reads are valid during Read Password mode
while the PPB Lock bit = 0. Other commands are disabled until the password is supplied to enable reading of
the entire device and normal command operation.
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+ When Read Password Protection mode is active (ASPR[5] =0, ASPR[2] = 0, PPB Lock bit=0), reading of the main
array is allowed but forced to have only the boot sector visible via the forcing of memory sector address to 0 or
1s. Reading the DYB, or PPB address space returns undefined data.

« Programming memory spacesorwriting registers is not allowed when Read Password Protection modeis active.
RESET operates normally, and bus protocol may be modified by resetting mode bits.

45.1.8 HYPERBUS™ ASP related registers and transactions

Table 28 HYPERBUS™ ASP related registers and transactions
Related registers Related HYPERBUS™ transactions
(see Section 5.2 HYPERBUS™ registers on page 90) (see Table 120 on page 124)
Program Advanced Sector Protection Register (PGOASP_2_1) - Advanced
. : : Sector Protection ASO
Advanced Sector Protection Register (ASPO) Read Advanced Sector Protection Register (RDOASP_1_1) - Advanced Sector
Protection ASO

Read Volatile Configuration Register 1 (RDVCR1_4_0)
Read Nonvolatile Configuration Register 1 (RDNCR1_4_0)

Program Nonvolatile Persistent Protection Bits (PGNPPB_2_1) - PPB ASO
Erase Nonvolatile Persistent Protection Bits (ERNPPB_2_1) - PPB ASO
Read Nonvolatile Persistent Protection Bits (RDNPPB_1_1) - PPB ASO

Configuration Register 1 (CFRIN, CFR1V) Clear Volatile Persistent Protection Lock (CLVPPL_2_1) - PPB Lock ASO
Read Volatile Persistent Protection Lock (RDVPPL_1_1) - PPB Lock ASO
Set Volatile Dynamic Protection Bits (STVDYB_2_1) - DYB ASO

Clear Volatile Dynamic Protection Bit (CLVYDYB_2_1) - DYB ASO

Read Volatile Dynamic Protection Bit (RDVDYB_1_1) - DYB ASQ

Sector Protection Status (PRTSTS_2_1) - PPB/DYB ASO

4.5.1.9 Legacy (x1) SP1 ASP related registers and transactions

Table 29 Legacy (x1) SPI ASP related registers and transactions
Related registers Related SPI transactions
(see Section 5.3 Legacy (x1) SPI registers on page 106) (see Table 122 on page 137)
Advanced Sector Protection Register (ASPO) Read Dynamic Protection Bit (RDDYB_4_0)

Write Dynamic Protection Bit (WRDYB_4_1)
Read Persistent Protection Bit (RDPPB_4_0)
Program Persistent Protection Bit (PRPPB_4_0)
Erase Persistent Protection Bit (ERPPB_0_0)
Write PPB Protection Lock Bit (WRPLB_0_0)

Configuration Register 1 (CFRIN, CFR1V)

Read Password Protection Mode Lock Bit (RDPLB_0_0)
Password Unlock (PWDUL_0_1)

Write Enable (WRENB_0_0)

Read Any Register (RDARG_4_0)

Write Any Register (WRARG_C_1)
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4.5.2 Secure silicon region (SSR)

Each device has a 1024B OTP SSR address space that is separate from the Flash Memory Array. The SSR area is
divided into 32, individually lockable, 32-Byte aligned and length regions.

In the 32-Byte region starting at address zero:
» The 16 lowest address bytes are programmed by CYPRESS™ with a 128-bit random number. Only CYPRESS™ is

able to program these bytes. Attempting to program 0s into these locations will fail and generate a Program
Status Error.

The next four higher address bytes (SSR Lock bytes) are used to provide one bit per SSR region to permanently
protect each region from programming. The bytes are erased when shipped from CYPRESS™. After an SSR region
is programmed, it can be locked to prevent further programming, by programming the related protection bit
in the SSR Lock bytes.

The next higher 12B of the lowest address region are Reserved for Future Use (RFU). The bits in these RFU bytes
may be programmed by the host system but it must be understood that a future device may use those bits for
protection of a larger SSR space. The bytes are erased when shipped from CYPRESS™.

The remaining regions are erased when shipped from CYPRESS™, and are available for programming of
additional permanent data.

See Figure 31 for a pictorial representation of the SSR memory space.

The SSR memory space is intended for increased system security. SSR values, such as the random number
programmed by CYPRESS™, can be used to ‘mate’ a flash component with the system CPU / ASIC to prevent
device substitution.

In HYPERBUS™, the Configuration Register Temporary Locking selection of SSR (CFR1x[10]) bit protects the entire
SSR memory space from programming when cleared. This allows trusted boot code to control programming of
SSR regions then set the Locking bit to prevent further SSR memory space programming during the remainder
of normal power-on system operation.

)
Secure Memory Region
Secure Memory
Region
-
Region[31]
Region30]
b 4
Region[20]
Region[28]
o
o
o
Region[3]
Protection Control
(32-Byte Region — Address 0) p—
== I Lock Bits 3110 0 I 16-Byte Random Number ] [ Region[0] ]
~ AN J
J

Figure 31 OTP protection (Nonvolatile)

45.2.1 Reading the SSR memory space

In HYPERBUS™ interface, reading the SSR Region is performed once the SSR ASQO is entered using the SSR entry
sequence. The SSRis mapped to a specific sector identified during the SSR Entry command sequence. SSR Read
operations within the sector identified during the SSR Entry command sequence but outside the valid 1KB SSR
address range will yield indeterminate data. Reads to sectors not overlaid by the SSR ASO will retrieve array data.
A SSR Exit sequence will return the device to the array read ASO.

In Legacy (x1) SPl interface, reading the SSR Region is performed using Read SSR transaction (RDSSR_4_0).

Datasheet 450f 166 002-12337 Rev. 'Y
2022-01-18



b/512Mb/1Gb lash o« .
256Mb/512Mb/1Gb SEMPER™ Flas H
HYPERBUS™ interface, 1.8\!/3.0\" Infl neon

Features

4.5.2.2 Programming SSR memory space

In HYPERBUS™ interface, programming the SSR memory is performed once the SSRASO is entered using the SSR
Entry sequence. The protocol of the SSR programming command is the same as normal array programming. The
SSR programing sequences can be issued multiple times to any given SSR address, but this address space can
never be erased. The valid address range for SSR Program is depicted in Table 30. SSR Program operations
outside the valid SSR address range will ignore address A9 and higher and will alias into the valid SSR address
range. It is required to align start address to 32 bits while programming SSR space, which means the A0 bit of
address should be 0'b and host should deassert CS# to align with 32 bits. SSR Program operations while
Temporary Locking selection of SSR (CFR1x[10]) = 0 will fail with no indication of the failure. The SSR address
space is not protected by the selection of an ASP Protection mode. A SSR Exit sequence will return the device to
the Read mode.

In Legacy (x1) SPlinterface, programming the SSR Region is performed using Read SSR transaction (PRSSR_4_0).
Itis required to align start address to 32 bits while programming SSR space, which means the address bits A1 and
A0 should be 0'b and host should deassert CS# to align with 32 bits.

Table 30 SSR address map
Region Byte address range (Hex) Contents Initial delivery state (Hex)
0000h Least Significant Byte(LSB) of CYPRESS™ Programmed
Random Number
CYPRESS™ Programmed Random Number
. 000Fh l}\;;s;iirﬁnri&ﬁgte?yte (MSB) of CYPRESS™ Programmed
Region 0
Region Locking Bits
0010h-0013h Byte 10 [bit 0] locks region 0 from programming when=10 All Bytes = FFh
é.y‘te 13 [bit 7] locks region 31from programming when =0
0014h-001Fh Reserved for Future Use (RFU)
Region 1 0020h-003Fh
Region 2 0040h-005Fh
Available for User Programming
Region 31 03E0h-03FFh

4.5.2.3 HYPERBUS™ SSR related registers and transactions

Table 31 HYPERBUS™ SSR related registers and transactions
Related registers Related HYPERBUS™ transactions
(see Section 5.2 HYPERBUS™ registers on page 90) (see Table 120 on page 124)

Read Secure Silicon Region (RD_SSR_1_1) - SSR ASO

Program Secure Silicon Region Word (PG_SSR_4_1) - SSRASO

N/A Load Secure Silicon Region Buffer (LDBSSR_5_1) - SSR ASO

Program Secure Silicon Region Buffer Confirm (PGCSSR_1_1) - SSRASQ
Reset Write to Buffer Abort (RSWSSR_3_1) - SSRASO

4.5.2.4 Legacy (x1) SPI SSR related registers and transactions

Table 32 Legacy (x1) SPI SSR related registers and transactions
Related registers Related SPI transactions
(see Section 5.3 Legacy (x1) SPI registers on page 106) (see Table 122 on page 137)
/A Program Secure Silicon Region (PRSSR_4_1)
' Read Secure Silicon Region (RDSSR_4_0)
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4.6 SafeBoot

SEMPER™ Flash memory devices contain an embedded microcontroller which is used to initialize the device,
manage embedded operations, and perform other advanced functionality. An initialization failure of this
embedded microcontroller or corruption of the Nonvolatile Configuration registers can render the flash device
unusable. Barring a catastrophic event, such as permanent corruption of the embedded microcontroller
firmware, it is possible to recover the device.

The SafeBoot feature allows Status Register polling to detect an embedded microcontroller initialization failure
or Configuration Register corruption through error signatures.

4.6.1 Microcontroller initialization failure detection (x1 boot option)

If the microcontroller embedded in the flash device fails to initialize, a hardware reset can recover the device,
unless it is a catastrophic failure. This hardware reset must be initiated by the Host controller. Upon detecting a
failed microcontroller initialization, the flash device automatically reverts to Legacy (x1) SPI Interface and
provides a failure signature in its Status Register.

Table 33 shows the device’s Status Register bits upon detecting an initialization failure.

Table 33 Status register 1 power-on detection signature
Bit Field name Function Detection signature
STR1V[T] RESVRD Reserved for Future Use 0
STR1V[8B] PRGERR Programming Error Status Flag 1
STR1V[5] ERSERR Erasing Error Status Flag 1
STRIV[4] 0
STR1V[3] RESVRD Reserved for Future Use 0
STRIV[2] 0
STR1V[1] WRPGEN Write/Program Enable Status Flag 0
STR1V[0] RDYBSY Device Ready/Busy Status Flag 1
Table 34 Interface configuration upon detecting power-on failure!'®!
Register read
Interface Transactions supported Register type Address Frequen.cy of latency (# of clock . Output
(# of Bytes) operation cycles) impedance
Read Status Register 1 Status Register (Volatile Maximum
SPI (RDSR1_0_0) Only) 4 (allowed for 2 450
(15-15-15) Read Any Register RDSR1_0_0, b
(RDARG_4_0) RDARG_4_0)
Note
18. For reading the Status Register, providing the Nonvolatile Status Register address to RDARG_4_0 will produce indeterminate results.
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46.1.1 Host polling behavior

The host will need to go through a Status Register polling sequence to determine if an initialization failure has
occurred in the device. The flowchart for the sequence is shown in Figure 32.

Read Staius Register 1 (x1)
OR

Read Status Register (x8)

Status Register 1
= 0x007 (x1)
OR = 0xFEB0? (xB)
&

Any Read Identification Transaction =
Suceessful

Change Host Interface to SDR SPI

(15-15-15)
| Read Status Register 1 ‘ Flash Microcontroller
i Initialization Failure
Detected
‘ Status Register 1 = 0x61 ‘
Hardware Resel[w]
Figure 32 Host polling sequence for microcontroller initialization failure detection
4.6.1.2 Microcontroller initialization failure detection related registers and
transactions
Table 35 Microcontroller initialization failure related registers and transactions
Related registers . - N
(e Secton 53 Logcy ) 51 registars e spnetons Rested upEReUS” snsactions

on page 106)

X i Read Any Register (RDARG_4_0) .
Status Register 1 Volatile (STR1V) - N/A
Read Status Register -1 (RDSR1_0_0)

Note
19.1f you have V. within specifications and a hardware reset does not resolve the issue, replace the flash device.
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4.6.2 Microcontroller initialization failure detection (x8 boot option)

Upon detecting a failed microcontroller initialization, the flash device will stay in HYPERBUS™ interface and won't
accept any transaction from the host controller. Also RSTO# will not transition from LOW to HIGH due to failed
microcontroller initialization.

4.6.2.1 Host polling behavior

The host will need to go through a Status Register polling sequence OR look for a RSTO# signal transitioning from
LOW to HIGH to determine if an initialization failure has occurred in the device. The flowchart for the sequenceiis
shown in Figure 33. Upon detecting Microcontroller Initialization Failure Detection, the device supports output
impedance of 300).

(e )
!

Read Status Register 1
(HyperBus Interface)

A 4

Device
Ready

Status Register 1= 0xFE80?

Flash Microcontroller
Initialization Failure

Detected
Hardware Reset2%
Figure 33 Host polling sequence for microcontroller initialization failure detection (x8 boot option)
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4.6.3 Configuration corruption detection (HYPERBUS™ interface)

If during device’s configuration update with HYPERBUS™ interface, such as erasing and writing to a Nonvolatile
Register, a power loss occurs, or a hardware reset is initiated, the Erase or Write Register transaction will get
interrupted. The device will return to Standby mode, but the Nonvolatile Register data is most likely corrupted
since the embedded erase or write operation was prematurely terminated.

SEMPER™ Flash with HYPERBUS™ interface will flag the PRGERR (STRV[4]) bit in case of a power loss occurs or a
hardware reset is initiated during erasing the Nonvolatile Configuration Register. Therefore, it is recommended
to poll the Status Register before writing the Nonvolatile Configuration registers. Upon detecting corruption in
the configuration, the device supports the read latency of 20 cycles.

Before initiating the normal operation, it is recommended to verify the device configuration after Nonvolatile
Register write operation. If the register value verification does not meet to the required configuration then it is
required to rewrite the configuration again in HYPERBUS™ interface.

4.6.4 Configuration corruption detection - (x1 Legacy SPI)

If during device’s configuration update with legacy SPI (15-15-1S) protocol, such as writing to a Nonvolatile
Register, a power loss occurs or a hardware reset is initiated, the write register transaction will get interrupted.
The device will return to Standby mode but the Nonvolatile Register data is most likely corrupted since the
embedded write operation was prematurely terminated. During the next power-up, the configuration corruption
is detected with appropriate failure flags displayed in the Status Register allowing rewriting the configuration
again. The device will maintain the configured protection scheme.

Table 36 shows the device’s Status Register bits upon detecting a configuration corruption.

Table 36 Status register 1 configuration corruption detection signature
Bit Field name Function Detection signature
STR1V[T] RESVRD Reserved for Future Use Q
STR1V([6] PRGERR Programming Error Status Flag 1
STRLV([5] ERSERR Erasing Error Status Flag 0
STRIV[4] 0
STR1V([3] RESVRD Reserved for Future Use 0
STRIV[2] 0
STR1V[1] WRPGEN Write/Program Enable Status Flag 0
STR1V([0] RDYBSY Device Ready/Busy Status Flag 1
Table 37 Interface configuration upon detecting configuration corruption
Interface Transactions supported Address (# of bytes) Frequency of operation | Output impedance
Legacy (x1) SPI AlLSPI Transactions 4 Maximum 450
e
20.1f you have V,_ within specifications and a hardware reset does not resolve the issue, replace the flash device.
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( Power-Up )
Read Status Register 1
Status Register 1
= 0x00? .
Py Device
Any Read Identification Transaction = Ready
Successful
Flash Configuration
Corruption Detected
‘ Status Register 1= 0x41 ‘
‘ Clear Status Register 1 |
Configure the Device by Updating All
Nonvolatile Reglster‘s[ N
Change Host Interface to Default
Device
Ready
Figure 34 Host polling sequence for configuration corruption detection (x1 Legacy SPI)
4.6.4.1 Configuration corruption detection related registers
Table 38 Configuration corruption detection related registers and transactions
Related registers Related SPI transactions
(see Section 5.3 Legacy (x1) SPI registers on page 106) (see Table 122 on page 137)
Status Register 1 Volatile (STR1V) All 18-15-15 Transactions
Note

21.As soon as first Write Any Register transaction updates the Nonvolatile Status register or Configuration register, all remaining nonvolatile status and
configuration registers go back to the predefined state (STRIN = 0x00, CFR1N = 0x00, CFR2N = 0x00, CFR3N = 0x00, CFR4N = 0x00). It is recommended
to initiate SafeBoot recovery operation by configuring the Address byte length and latency followed by rest configurations.
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4.7 AutoBoot

AutoBoot allows the host to read data from HL-T/HS-T family of devices after power up or after a hardware reset
without having to send any read transactions (including the address). Based on the device configuration, data is
output on the interface I/Os once CS#is brought Low and CK is toggled.

The starting address for the read data is specified in the AutoBoot Register (ATBN[31:9] - STADR[22:0]). This
starting address can be at any page boundary location in the memory (512 byte page boundary). Also identified
in the AutoBoot Register is a starting delay which is represented as the number of clock cycles (ATBN[8:1] -
STDLY[7:0]). This delay is instituted before the data is read out. The delay can be programmed to meet the host's
requirements but a minimum amount is required to meet the memory access times based on the frequency for
operation. It is highly recommended to check the Status Register 1 value after successful or unsuccessful
AutoBoot execution to verify the configuration corruption (SafeBoot).

Note Wrap function must be disabled for AutoBoot.

Note AutoBoot is disabled when the Read Password feature is enabled, as part of the Advanced Sector
Protection. It is recommended to disable AutoBoot (ATBN[0] - ATBTEN) when Read Password feature is enabled.

Note Autoboot with Interface CRC enabled requires reading out at least 4 words of data.
Note It is highly recommended to assign first AutoBoot address in the Long Retention region.

4,71 HYPERBUS™ AutoBoot related registers and transactions
Table 39 HYPERBUS™ AutoBoot related registers and transactions
Related registers Related HYPERBUS™ transactions
(see Section 5.2 HYPERBUS™ registers on page 90) (see Table 120 on page 124)
Program AutoBoot Register (PGNATB_2_1) - AutoBoot ASO
AutoBoot Register (ATBN) Read AutoBoot Register (RDATBN_1_0) - AutoBoot ASO
AutoBoot HYPERBUS™ Transaction

4.7.2 Legacy (x1) SPI AutoBoot related registers and transactions
Table 40 Legacy (x1) SPI AutoBoot related registers and transactions
Related registers Related SPI transactions
(see Section 5.3 Legacy (x1) SPI registers on page 106) (see Table 122 on page 137)
Read Any Register (RDARG_4_0)
AutoBoot Register (ATBN) Write Any Register (WRARG_C_1)
AutoBoot Transaction
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4.8 Read transactions

HL-T/HS-T supports different read transactions, namely: Read Memory array, Read Device Identification, Read
Register, Read Secure Silicon, Read Protection DYB and Read Protection PPB bits. These read transactions can
use any of following two interfaces/protocols:

« Legacy (x1) SPlinterface with SDR

« HYPERBUS™ interface with DDR
These read transactions use the following features:

» The read transactions require latency cycles following the command/address bytes to allow time to access the
memory array (except RDAY1_4_0 and RDAY1_C_0 of Legacy (x1) SPI protocol).

« Data Strobe (DS), available only in HYPERBUS™, is an output clock which is edge aligned with read data enabling
the memory controller to capture data (see Data strobe (DS) - HYPERBUS™ on page 57).

« The read transaction has the option of wrapped, hybrid, or linear bursts.

4.8.1 Read identification transactions

There are three unique identification transactions, each supporting the two protocols (Legacy (x1) SPI) and
(HYPERBUS™).

4.8.1.1 Read device identification transaction

The Read Device Identification (RDIDN_0_0, RDIDSF_1_1) transaction provides read access to manufacturer
identification and device identification. The Legacy (x1) SPI mode has no address cycles. In SPl mode, the trans-
action uses latency cycles set by (CFR3V[7:6]) to enable maximum clock frequency of 166MHz under. Similarly in
HYPERBUS™ mode, latency cycles set by (CFR1V[7:4]) to enable maximum clock frequency of 166MHz under HL-T
and 200MHz under HS-T. The HYPERBUS™ mode supports DS for capturing data.

4.8.1.2 Read SFDP transaction

The Read Serial Flash Discoverable Parameters (RSFDP_3_0, RDIDSF_1_1) transaction provides access to the
JEDEC Serial Flash Discovery Parameters (SFDP). In SPI mode, the transaction uses a 3-byte address. If a non-zero
address is set, the selected location in the SFDP space is the starting point of the data read. This enables random
access to any parameter in the SFDP space. Read SFDP Transaction is not supported in Read Password mode
before the password is provided. In SPI mode, the maximum clock frequency for the Read SFDP transaction is
156MHz whereas in HYPERBUS™ mode, 166MHz under HL-T, and 200MHz under HS-T. The HYPERBUS™ mode
supports DS for capturing data.

4.8.1.3 Read unique identification transaction

Read Unique Identification (RDUID_0_0, RDIDSF_1_1) transaction is similar to Read Device Identification trans-
action, but accesses a different 64-bit number, which is unique to each device. The Unique ID is factory
programmed.

4.8.1.4 HYPERBUS™ read identification related register and transaction

Table 41 HYPERBUS™ read identification related registers and transactions
Related registers Related HYPERBUS™ transactions
(see Section 5.2 HYPERBUS™ registers on page 90) (see Table 120 on page 124)
HYPERBUS™ Configuration Register 1 (CFR1N, CFR1V) Read ID/Unique ID/SFDP (RDIDSF_1_1) - ID/Unique ID/SFDP ASO

4.8.1.5 Legacy (x1) SPI read identification related register and transaction

Table 42 Legacy (x1) SPI read identification related registers and transactions

Related registers Related SPI transactions
(see Section 5.3 Legacy (x1) SPI registers on page 106) (see Table 122 on page 137)

SPI Configuration Register 3 (CFR3N, CFR3V) Read Identification (RDIDN_0_0)
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4.8.2 Read memory array transactions

Memory array data can be read from the memory starting at any byte boundary. Data bytes are sequentially read
from incrementally higher byte addresses until the host ends the data transfer by driving CS# input HIGH. If the
byte address reaches the maximum address of the memory array, the read will continue at address zero of the
array.

4.8.2.1 Read transaction - HYPERBUS™

The HYPERBUS™ Read transaction provides the fastest data throughput using DDR protocol. This protocol
supports DS for capturing data. The option of linear burst length as well as wrapped burst length is available. This
transaction uses latency cycles set by (CFR1V[T7:4]) to enable maximum clock frequency of 166MHz under HL-T,
and 200MHz under HS-T.

4.8.2.2 Read and fast read transactions - Legacy (x1) SPI

The SPI Read and Fast Read transactions are supported for Host systems that require backward compatibility to
legacy SPI. This protocol does not support the DS for capture of data. The options of linear and wrapped read
length is available. The Read transaction supports a maximum clock frequency of 50MHz and requires no latency
cycles. The Fast Read Transaction uses latency cycles set by (CFR2V[3:0]) to enable maximum clock frequency of
166MHz.

4.8.2.3 HYPERBUS™ read memory array related registers and transactions
Table 43 HYPERBUS™ read memory array related registers and transactions
Related registers Related HYPERBUS™ transactions
(see Section 5.2 HYPERBUS™ registers on page 90) (see Table 120 on page 124)
HYPERBUS™ Configuration Register 1 (CFR2N, CFR2V) Read (RDMARY_1_0)
4.8.2.4 Legacy (x1) SPI read memory array related registers and transactions
Table 44 Legacy (x1) SPI read memory array related registers and transactions
Related registers Related SPI transactions
(see Section 5.3 Legacy (x1) SPI registers on page 106) (see Table 122 on page 137)
SPI Configuration Register 2 (CFR2N, CFR2V) Read (RDAY1_4_0, RDAY1_C_0)
SPI Configuration Register 4 (CFR4N, CFR4V) Read Fast (RDAY2_C_0)
4.8.3 Read registers transactions

There are multiple registers for reporting embedded operation status as well as controlling device configuration
options. Registers contain both volatile and nonvolatile bits. There are two transaction types to read the
Registers, namely generic and dedicated. Generic (Read Any Register) transaction provides a way to read all
device registers: Nonvolatile and Volatile by address selection. Dedicated Register Read transactions which is
defined per register and only reads the contents of that register. Legacy (x1) SPI supports both transaction types
whereas HYPERBUS™ supports dedicated transactions only.

4.8.3.1 Read configuration register transaction - HYPERBUS™

The Read Configuration Register (RDVCR1_4_0, RDVCR2_4_0, RONCR1_4_0, RDNCR2_4_0) transactions read
both the device Configuration registers (Volatile and Nonvolatile). This is followed by a number of latency cycles
set by (CFR1V[7:4]) to enable maximum clock frequency of 166MHz under HL-T HYPERBUS™ mode, and 200MHz
under HS-T. The protocol supports DS for capturing data.
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4.8.3.2 Read any register - Legacy (x1) SPI

The Read Any Register (RDARG_4_0) transaction is the best way to read all device registers, both Nonvolatile and
Volatile. The transaction includes the address of the register to be read. This is followed by a number of latency
cycles set by (CFR2V[3:0]) for reading Nonvolatile registers and CFR3V([7:6] for reading Volatile registers. Then, the
selected register contents are returned. If the read access is continued, the same addressed register contents are
returned until the transaction is terminated; only one byte register location is read by each RDARG_4_0 trans-
action. For registers with more that one byte of data, the RDARG_4_0 transaction must be repeated with the
address of the second byte (and so on) to read each byte of data.

The maximum clock frequency for the RDARG_4_0 transaction is 166MHz under SPl mode.

The RDARG_4_0 transaction can be used during embedded operations to read Status Register 1 (STR1V). Itis not
used for reading registers such as ASP PPB Access Register (PPAV) and ASP Dynamic Block Access Register (DYAV).
There are separate commands required to select and read the location in the array accessed. The RDARG_4_0
transaction will read invalid data from the PASS Register locations if the ASP Password protection mode is
selected by programming ASPR[2:0]. Reading undefined locations provides undefined data.

4.8.3.3 Read status registers transaction

The Read Status Register (RDSR1_0_0, RDSR2_0_0, RDVSTR_2_0) transactions allow the registers’ volatile
contents to be read. The SPI mode has no address cycles. The SPI transaction uses latency cycles set by
(CFR3V([7:8]) for reading Volatile registers to enable maximum clock frequency of 166MHz. The HYPERBUS™ trans-
action uses latency cycles set by (CFR1V[T7:4]) for reading Volatile registers to enable maximum clock frequency
of 166MHz under HL-T, and 200MHz under HS-T. The HYPERBUS™ mode supports DS for capturing data.

The Status Register (SPI - volatile only) contents can be read at any time, even while a program, erase, or write
operation isin progress.

In SPI mode, it is possible to continuously read Status Register by providing multiples of eight clock cycles. The
status is updated for each eight cycle read.

4.8.3.4 Read dynamic protection bit (DYB) access register transaction

The Read DYB Access Register (RDDYB_4_0, RDVDYB_1_1) transaction reads the contents of the DYB Access
Register. The SP| transaction uses latency cycles set by (CFR3V[7:6]) for reading Volatile registers to enable
maximum clock frequency of 166MHz. The HYPERBUS™ transaction uses latency cycles set by (CFR1V[T:4]) for
reading Volatile registers to enable maximum clock frequency of 166MHz under HL-T, and 200MHz under HS-T.
The HYPERBUS™ mode supports the DS for capturing data. It is not possible to read DYB Access Register contin-
uously for the entire array. Each location must be read with a separate Read DYB transaction.

4.8.3.5 Read persistent protection bit (PPB) access register transaction

The Read PPB Access Register (RDPBB_4_0, RDNPPB_1_1) transaction reads the contents of the PPB Access
Register. The SP| transaction uses latency cycles set by (CFR3V[7:6]) for reading Volatile registers to enable
maximum clock frequency of 166MHz. The HYPERBUS™ transaction uses latency cycles set by (CFR1V[T:4]) for
reading Volatile registers to enable maximum clock frequency of 166MHz under HL-T, and 200MHz under HS-T.
The HYPERBUS™ mode supports the DS for capturing data. It is not possible to read PPB Access Register contin-
uously for all the sectors in the array. Each location must be read with a separate Read PPB transaction.

4.8.3.6 Read PPB lock transaction

The Read PPB Lock Register (RDPLB_0_0, RDVPPL_1_1) transaction allows reading the global Persistent
Protection Lock bit. The SPI mode has no address cycles. The SPI transaction uses latency cycles set by
(CFR3V[7:6]) for reading Volatile registers to enable maximum clock frequency of 166MHz. The HYPERBUS™ trans-
action uses latency cycles set by (CFR1V[T7:4]) for reading Volatile registers to enable maximum clock frequency
of 166MHz under HL-T, and 200MHz under HS-T. The HYPERBUS™ mode supports DS for capturing data.
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4.8.3.7 Read ECC data unit status

The Read ECC Data Unit Status (RDECC_4_0, RDECST_1_1) transaction is used to determine the ECC status of the
addressed unit data. In this transaction, the LSb of the address must be aligned to an ECC data unit. The SPI
transaction uses latency cycles set by (CFR3V[7:6]) for reading Volatile registers to enable maximum clock
frequency of 166MHz. The HYPERBUS™ transaction uses latency cycles set by (CFR1V[7:4]) for reading Volatile
registers to enable maximum clock frequency of 166MHz under HL-T, and 200MHz under HS-T. The HYPERBUS™
mode supports DS for capturing data.

In SPI mode, the device outputs the byte contents of the ECC Status for the selected ECC unit. In HYPERBUS™
mode, the device outputs the word contents of the ECC status for the selected ECC unit. To read the next ECC unit
status, another Read ECC Data Unit Status transaction must be initiated to the next ECC data unit aligned address
-incremented by 16 bytes.

4.8.3.8 Read POR timer transaction - HYPERBUS™

The Read Power-On-Reset Timer (RDNPOR_4_0) transaction is used to read the contents of the POR Timer
Register. This transaction uses latency cycles set by (CFR1V[7:4]) to enable maximum clock frequency of 166MHz
under HL-T, and 200MHz. under HS-T. The HYPERBUS™ mode supports DS for capturing data. The POR Timer
Register controls the functionality of the RSTO# pin.

4.8.3.9 HYPERBUS™ read register related registers and transactions

Table 45 HYPERBUS™ read register related registers and transactions
Related registers Related HYPERBUS™ transactions
(see Section 5.2 HYPERBUS™ registers on page 90) (see Table 120 on page 124)

Read ID/Unigue ID/SFDP (RDIDSF_1_1) - Device ID/ Unique ID/SFDP ASO
Read Status Register (RDVSTR_2_0)

Read Volatile Configuration Register 1 (RDVCR1_4_0)
Read Volatile Configuration Register 2 (RDVCR2_4_0)

Read Nonvolatile Configuration Register 1 (RDNCR1_4_0)
Read Nonvolatile Configuration Register 2 (RDNCR2_4_0)

Read Nonvolatile Persistent Protection Bits (RDNPPB_1_1)
Read Volatile Persistent Protection Lock (RDVPPL_1_1)
Read Volatile Dynamic Protection Bits (RDVDYB_1_1)

Read Error Correction (ECC) Status (RDECST_1_1)

Read Nonvolatile POR Timer Register (RDNPOR_4_0)

HYPERBUS™ Configuration Register 1 (CFRIN, CFR1V)

4.8.3.10 Legacy (x1) SPI read register related registers and transactions

Table 46 Legacy (x1) SPI read register related registers and transactions

Related registers Related SPI transactions
(see Section 5.3 Legacy (x1) SPI registers on page 106) (see Table 125 on page 141)

SPI Configuration Register 2 (CFR2N, CFR2V) Read Device ID (RDIDN_0_0)
SPI Configuration Register 3 (CFR3N, CFR3V) Read SFDP (RSFDP_3_0)
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4.8.4 Data strobe (DS) - HYPERBUS™

To allow for higher data rates, data strobe signal (DS) is added to DDR devices. The data strobe is
non-free-running signal driven by the device, which is also driving the data signals. At the board level, the strobe
signal has identical loading to data signals and needs to be routed similarly. During the period of data transferin
a read transaction, the Data Strobe (DS) signal is driven by the device and transitions edge aligned with the 10
signal data transitions. DS is used as an additional output signal with the same timing characteristics as other
data outputs but with the guarantee of transitioning with every data bit transferred. The DS signal transitions can
be received and internally phase shifted by the master to be used as an internal read data clock to capture each
data bit transferred.

DS behavior is described as follows:
« DS will start transiting upon valid data

» DS will continue to toggle as long as CS# is low and CK/CK# is toggling. Exceptions to this rule are:
- Inter-page boundary latency
- DS Stall upon detecting an ECC error when reading a Half-page of data.

4.8.5 Burst types

The device supports three burst types during Read transactions:
« Linear Burst

+ Wrapped Burst

« Hybrid Burst - HYPERBUS™

Linear burst start at a selected location and output data in a sequential manner (can read the whole memory
array).

Wrapped burst accesses start at a selected location and continue for a configured number of locations in a group
wrap sequence.

Table 47 Example burst sequences
C[i?é']x CA[45] Wrap boundary (bytes) | Start address (hex) Address sequence (hex) (words)
Y | Linear 0000002 (112 (lJ%, gg, 06,07, 08,09, 0A, 0B, 0C, 0D, OE, OF, 10, 11, 12, 13, 14, 15,
10 0 16 XXOOKHKO2 02, 02, 04, 05, 06, 07, 00, 01, ...
10 0 16 JO00KHOC 0C, 0D, OE, OF, 08, 09, 0A, 0B, ...
1 0 32 JO00OX0A 04, 0B, 0C, 0D, OE, OF, 00, 01, 02, 03, 04, 05, 06, 07, 08, 09, ...
1 0 32 XOOOKNKLE 1E, 1F, 10, 11, 12, 13, 14, 15, 16, 17, 18, 19, 1A, 1B, 1C, 1D ...
03, 04,05, 06, 07, 08, 09, 0A, 0B, 0C, 0D, OE, OF, 10, 11, 12, 13, 14, 15,
o 0 B4 HOO0003 16,17, 18,19, 1A, 1B, 1C, 1D, 1E, 1F, 00,01, 02, ..
2€, 2F, 30,31, 32, 33, 34, 35, 36, 37, 38, 39, 3A, 3B, 3C, 30, 3E, 3F, 20,
01 0 64 XXXXKX2E 21,27, 23,24, 25, 26, 27, 28, 29, 2A, 28, 2C, 2D, ..
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Table 48. Example 1: 64-byte wrapped burst address sequence (Latency code = 16) (Continued)

Target Clock cycle

address| o [ 4 [ 2 [a[..[17]18]19[20]21]22] 23] 2425 2627 |28 2030 1] 32[33] 4 3536 37 |38 ]39[0 a1 [a2[43]4a 454547 48[ 48] 50]51[52]53]5¢]55] 56
Latency count

LEGEND

X=Marks idle periods on the bus when DS does not toggle.
_ =Indicates that the 64-Byte wrapped burst has completed
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Table 50. Example 3: 64-byte wrapped burst address sequence (Latency code = 20) (Continued)

Clock cycle after CS# goes low

Target

address | 5 [ 4 [ 2 [ 3 | | 2122|2324 |25 2627|2820 30|31 [ a2 |33 3a] 35 3637|3830 a0 a1 a2]as|[aa]as|a6|a7]as]a0
28 D28 | D29 | D30 [ D31 | D32 | D33 | D34 | D35 | D36 |Da7 |D3s|D3s| x | x | x | x | x | x | x | x |D40|Da1|D4a2| D43 | D44 | Das | Das | Da7
2 | o |car | cno | BusTumarouna [D29 030 | D31 | 032 033 | D34 | 35| 36| D37 | D38| D38| X | X | X | X | X | X | X | X | X |D40|D41|D42| D43 | D44 | 045 | D46 | D47
30 * Initial Latency | a0 [ p31| paz | 033 | D34 | D35 | pas |par |pas|pase| x [ x [ x | x [ x | x | x | x | x | x |peo|p41]paz| 04z | pa4 | Das|pas | par
31 D31|D32 | D33 | D34 | D35 | D36 |37 |D3s|pas| x | x | x | x | x | x | x | x | x | x | x |Dp40|Da1|D4a2| D43 |Daa | Das | Das | Da7

Latency count
Legend:

X=Marks idle periods on the bus when DS does not toggle.
—=indicates that the 64-Byte wrapped burst has completed.
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To calculate latency when crossing a page boundary, use the following formula:
if ((PS - LTCY) < ADDR & (SP -1))
{

((ADDR & (SP -1)) - PS + LTCY)

}

else

{o}

Where:

PS=Page size = 16 words

SP=Sub-page size =8 words

LTCY = Latency

ADDR = Target address

Hybrid burst combines one wrapped burst followed by linear burst. The beginning of a hybrid burst will wrap once within the

target address wrapped burst length group, before switching to linear burst of data beyond the end of the initial wrapped burst
length group. Hybrid burst is supported for 16-Byte and 32-Byte but not 64-Byte wrapped burst length groups.

Example burst sequences for 32-Byte, and 16-Byte Hybrid burst reads:
1.32-Byte example (wrap within 32-Byte boundary before transitioning to linear burst)
a. 06-07-08-09-0A-0B-0C-0D-0E-0F-00-01-02-03-04-05-10-11
b. OE-0F-00-01-02-03-04-05-06-07-08-09-0A-0B-0C-0D-10-11
2. 16-Byte example (wrap within 16-Byte boundary before fransitioning to linear burst)
a. 06-07-00-01-02-03-04-05-08-09
b. 03-04-05-06-07-00-01-02-08-09

4.9 Write transactions - Legacy (x1) SPI

There are write transactions for writing to the Registers.

4.9.1 Write enable transaction

The Write Enable (WRENB_0_0) transaction sets the Write Program Enable Status (WRPGEN) bit of the Status
Register 1 (STR1V[1]) to 1. The WRPGEN bit must be set to 1 by issuing the Write Enable (WRENB_0_0) Transaction
to enable write, program, and erase transactions.

4.9.2 Write disable transaction

The Write Disable (WRDIS_0_0) transaction clears the Write Program Enable Status (WRPGEN) bit of the Status
Register 1 (STR1V[1]) to 0.

The WRPGEN bit can be cleared to 0 by issuing the Write Disable (WRDIS_0_0) transaction to disable commands
that requires WRPGEN be set to 1 for execution. The WRDIS_0_0 transaction can be used by the user to protect
memory areas against inadvertent write, program, or erase operations that can corrupt the contents of the
memory. The WRDIS_0_0 transaction is ignored during an embedded operation while RDYBSY bit =1 (STR1V([0]).

4,9.3 Clear program and erase failure flags transaction

The Clear Program and Erase Failure Flags (CLPEF_0_0) transaction resets bit STR1V[5] (Erase Error Flag) and bit
STR1V[6] (Program Error Flag) to 0. The Clear Status Register transaction will be accepted even when the device
remains busy with RDYBSY set to 1, as the device does remain busy when either error bit is set. The WRPGEN bit
will be unchanged after this command is executed.

Datasheet 63 of 166 002-12337 Rev. 'Y
2022-01-18



b/512Mb/1Gb lash ("'—
256Mb/512Mb/1Gb SEMPER™ Flas 1
HYPERBUS™ interface, 1.8V/3.0V Infl neon

Features

49.4 Clear ECC status register transaction

The Clear ECC Status Register (CLECC_0_0) transaction resets bit ECSV[4] (2-bit ECC Detection), bit ECSV[3] (1-bit
ECC Correction), INSV[1:0] ECC detection status bits, Address Trap Register EATV[31:0], and ECC Detection
Counter ECTV[15:0]. It is not necessary to set the WRPGEN bit before this transaction is executed. The Clear ECC
Status Register transaction will be accepted even when the device remains busy with WRPGEN set to 1, as the
device does remain busy when either error bit is set.

The WRPGEN bit will be unchanged after this command is executed.

4.9.5 Write any register transaction

The Write Any Register (WRARG_C_1) transaction provides a way to write any device register, Nonvolatile or
Volatile. The transaction includes the address of the register to be written, followed by one byte of data to write
in the addressed register.

Before the WRARG_C_1 transaction can be accepted by the device, a Write Enable (WRENB_0_0) transaction must
be issued and decoded, which sets the Write/Program Enable bit (WRPGEN) in the Status Register to enable any
write operations. The RDYDSY bitin STR1V[0] can be checked to determine when the operation is completed. The
PRGERR and ERSERR bits in STR1V[6:5] can be checked to determine if any error occurred during the operation.

Some registers have a mixture of bit types and individual rules controlling which bits can be modified. Some bits
are read only, some are OTP, and some are designated Reserved (DNU).

Read only bits are never modified and the related bits in the WRARG_C_1 transaction data byte are ignored
without setting a program or erase error indication (PRGERR or ERSERR in STR1V[6:5]). Hence, the value of these
bits in the WRARG_C_1 data byte do not matter.

OTP bits can only be programmed to the level opposite of their default state. Writing of OTP bits back to their
default state isignored and no error is set.

Nonvolatile bits which are changed by the WRARG_C_1 data require Nonvolatile Register write time (ty) to be
updated. The update processinvolves an erase and a program operation on the Nonvolatile Register bits. If either
the erase or program portion of the update fails, the related error bit and RDYBSY bit in STR1V will be set to 1.
Status Register 1 can be repeatedly read (polled) to monitor the RDYBSY bit (STR1V[0]) and the error bits
(STR1V[6,5]) to determine when the register write is completed or failed. If there is a write failure, the CLPEF_0_0
transaction is used to clear the error status and enable the device to return to standby state.

The ASP PPB Lock Register (PPLV) Register cannot be written by the WRARG_C_1 transaction. Only the Write PPB
Lock Bit (WRPLB_0_0) transaction can write the PPLV Register.

The Data Integrity Check Register cannot be written by the WRARG_C_1 transaction. The Data Integrity Check
Register is loaded by running the Data Integrity Check transaction (DICHK_4_1).

4.9.6 Write PPB lock bit

The Write PPB Lock Bit (WRPLB_0_0) transaction clears the PPB Lock Register PPLV[0] to zero. The PPBLCK bit s
used to protect the PPB bits. When PPLV[0] = 0, the PPB Program/Erase transaction will be aborted. In Read
Password Protection mode, PPBLCK bit is also used to control the high order bits of the address by forcing the
address range to be limited to one sector where boot code is stored, until the read password is supplied.

Before the WRPLB_0_O transaction can be accepted by the device, a Write Enable (WRENB_0_0) transaction must
be issued and decoded by the device, which sets the Write/Program Enable (WRPGEN) in the Status Register 1 to
enable any write operations.

While the operation is in progress, the Status Register can still be read to check the value of the RDYBSY bit. The
WRPGEN bit is a 1 during the self-timed operation, and is a 0 when it is completed. When the Write PPB Lock
transaction is completed, the RDYBSY bitis settoa 0.

4.9.7 Legacy (x1) SPI1 write transactions related registers and transactions
Table 51 Legacy (x1) SPI write transactions related registers and transactions
Related registers Related SPI transactions
(see Section 5.3 Legacy (x1) SPI registers on page 106) (see Table 122 on page 137)

Status Register 1 (STRIN, STR1V) Write Enable (WRENB_0_0)

Address Trap Register (EATV) Write Any Register (WRARG_C_1)

ECC Detection Counter (ECTV) Write PPB Lock Bit (WRPLB_0_0)
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4.10 Program

There are program transactions for programming data into the device. These program transactions can use any
of these two protocols:

« HYPERBUS™ interface with DDR - Program Registers, the Memory Array, SSR, Persistent Protection Bits, Dynamic
Protection Bits, Clear ECC Status and Clear PPB Lock bit.

+ Legacy (x1) SPl interface with SDR - Program the Memory Array, SSR, and Persistent Protection Bits.

4.10.1 HYPERBUS™

4.10.1.1 Word programming

Word programming is used to program a single word or a group of words anywhere in the flash memory arrays.

The minimum Word Programming command sequence requires four command write transactions. The program
command sequence is initiated by issuing two unlock command write transactions (transactions one and two),
followed by the program set-up command (transaction three). The program address and data are written next
(transaction four), which in turn initiates the Embedded Programming algorithm. The system is not required to
provide further controls or timing. The device automatically generates the program pulses and verifies the
programmed cell margin internally. When the Embedded Programming algorithm is complete, the EAC then
returns to its Standby State.

The four transaction Word Programming command sequence described earlier is used to program a single
(16-bit) word (two bytes). Multiple sequential words can be programmed with the Word Programming sequence
by using the burst write capability. The unlock and program command sequence is identical to a single Word
Programming sequence but during the data / address transaction multiple sequential data values are loaded
during a single assertion of CS#. The data presented is programmed into sequential addresses starting with the
target address identified in the Command-Address phase of the burst write transaction. A maximum of 256 words
(512-Byte) can be programmed as long as an aligned 256 word (512-Byte) address boundary is not crossed.

The system can determine the status of the program operation by reading the Status Register (see Error types
and reporting - HYPERBUS™ on page 80).

Any commands other than Program Suspend and Status Register Read written to the device during the
Embedded Program algorithm are ignored.

Note that a Hardware Reset (RESET# =V, ) or power lossimmediately terminates the programming operation and
returns the device to Read mode after tgpy time. The termination may leave the area being programmed in an
intermediate state with invalid or unstable data values. Once the device has completed the Hardware Reset
operation, the program command sequence may be reinitiated with the same data to complete the
programming operation, to ensure the data is fully programmed. However, to ensure the best data integrity, the
sector in which the program operation was terminated must be erased and re-programed.

The Word Programming command may also be used when the SSR ASO is entered.

A modified version of the Word Programming command, without unlock write cycles, is used for programming
when entered into the Advanced Sector Protection, Password, and PPB ASOs. The same command is used to
change volatile bits when entered into the PPB Lock, and DYB ASOs.
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Program
Algorithm in
Progress
Yes
Increment Address
Yes
Programming
Completed
Figure 35 Word program operation

4,10.1.2  Write buffer programming

A write buffer is used to program data within a 512-Byte address range aligned on a 512-Byte boundary (Line).
Thus, a full Write Buffer Programming operation must be aligned on a Line boundary. Programming operations
of less than a full 512-Byte may start on any word boundary but may not cross a Line boundary. At the start of a
Write Buffer Programming operation all bit locations in the buffer are all 1’s (FFFFh words) thus any locations not
loaded will retain the existing data. See Address space maps on page 19 for information on address map.

Write Buffer Programming allows up to 512-Byte to be programmed in one operation. It is possible to program
from 1 bit up to 512-Byte in each Write Buffer Programming operation. Itis strongly recommended that a multiple
of 16-Byte half-pages be written and each half-page written only once. For the very best performance,
programming should be done in full Lines of 512-Byte aligned on 512-Byte boundaries.

Write Buffer Programming is supported only in the Flash Memory Array or the SSR ASO.

The Write Buffer Programming operation is initiated by first writing two unlock cycles. This is followed by a third
write cycle of the Write to Buffer command with the Sector Address (SA), in which programming is to occur. Next,
the system writes the number of word locations minus one. This tells the device how many write buffer addresses
will be loaded with data and therefore when to expect the Program Buffer to flash confirm command. The Sector
Address provided in both the Write to Buffer command and the Write Word Count command must match. The
Sector to be programmed must be unlocked (unprotected). If a programming operation is attempted to a locked
sector, the operation will be aborted and the failure will be indicated in the Status Register.

The system then writes the starting address and data word. This starting address is the first address and data pair
to be programmed, and selects the starting word address within the write buffer Line. The Sector address must
match the Write to Buffer command Sector Address or the operation will abort and return to the initiating state.
All subsequent single word address and data pair write transactions must be in sequential order. All write buffer
addresses must be within the same Line. If the system attempts to load data outside this range, the operation
will abort and return to the initiating state.

The word counter decrements for each data word loaded. Note that while counting down the data writes, every
write is considered to be data being loaded into the write buffer. No commands are possible during the write
buffer loading period. The only way to stop loading the write buffer is to write with an address that is outside the
Line of the programming operation. This invalid address will immediately abort the Write to Buffer command
sequence and set the Write Buffer Abort Status Bit (WRBFAB - STRV[3]).
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Once the specified number of write buffer locations has been loaded, the system must then write the Program
Buffer to Flash command at the Sector Address. The device then goes busy. The Embedded Program algorithm
automatically programs and verifies the data for the correct data pattern. The system is not required to provide
any controls ortimings during these operations. Ifan incorrect number of write buffer locations have been loaded
the operation will abort and return to the initiating state. The abort occurs as well when anything other than the
Program Buffer to Flash is written when that command is expected at the end of the word count number of data
words.

The Write-Buffer Embedded Programming operation can be suspended using the Program Suspend command.
When the Embedded Program algorithm is complete, the EAC then returns to the EAC Standby or Erase Suspend
Standby state where the programming operation was started.

The system can determine the status of the program operation by using the Status Register. See Figure 36 for a
diagram of the programming operation.

The Write Buffer Programming Sequence will be Aborted under the following conditions:
+ Load a Word Count value greater than the buffer size (255).

» Write an address that is outside the Line provided in the Write to Buffer command.

» The Program Buffer to Flash command is not issued after the Write Word Count number of data words is loaded.

When any of the conditions that cause an abort of write buffer command occur the abort will happenimmediately
after the offending condition, and will indicate a Program Fail in the Status Register at bit location 4 (PRGERR =
1-STRV[4]) due to Write Buffer Abort bit location 3 (WRBFAB = 1 - STRV[3]). Write Buffer Abort Reset command or
Clear Status Register command will clear the failure status.

The Write Buffer Programming sequence can be terminated by the following: Hardware Reset or Power Cycle.
However, using either of these methods may leave the area being programmed in an intermediate state with
invalid or unstable data values. In this case, the same area will need to be reprogrammed with the same data or
erased to ensure data values are properly programmed or erased. To ensure the best data integrity, the sector in
which the program operation was terminated must be erased and re-programed.
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4,10.1.3 Program granularity
The S26HS-T/S26HL-T supports two methods of programming, Word or Write Buffer Programming.

Word programming examines the data word supplied by the command and programs Qs in the addressed
memory array word to match the 0’s in the command data word.

Write Buffer Programming examines the write buffer and programs 0’s in the addressed memory array Line to
match the 0’s in the write buffer. The write buffer does not need to be completely filled with data. It is allowed to
program as little as a single bit, several bits, a single word, a few words, a half-page, multiple half-pages, or the
entire buffer as one programming operation. Use of the write buffer method reduces host system overhead in
writing program commands and reduces memory device internal overhead in programming operations to make
Write Buffer Programming more efficient and thus faster than programming individual words with the Word
Programming command.

Each half-page can be programmed by either method. Half-pages programmed by different methods may be
mixed within a Line. Pages programmed by different methods may be mixed within a Line for the Industrial
Temperature version (-40°C to +85°C) only. For the Industrial Plus version (—40°C to +105°C) and Automotive
AEC-Q100 Grade 1 (—40°C to +125°C), Grade 2 (—40°C to +105°C) and Grade 3 (—40°C to +85°C) versions, the device
will only support one programming operation on each page between erase operations. Moreover, Single Word
Programming command is also not supported.

Word Programming and Write Buffer Programming, more than once within a half-page, is supported for legacy
software compatibility. However, using Word Programming or Write Buffer Programming more than once within
a half-page without an erase will disable the device’s ECC functionality for that half-page. For applications
requiring multiple programming operations within the same half-page, itis recommended to add system
software Error Detection and Correction, to enhance the data integrity of half-pages.

Note that if 2-bit ECC is enabled, multiple Word Programming or Write Buffer Programming within the same page
will result in a Program Error.

Future silicon process generations of HYPERFLASH™ may no longer support multiple program operations, within
the same half-page, without an erase operation on the sector containing the half-page. Planning for software
migration to future generations should adopt data structures and data management methods that can support
only one programming operation, per half-page, per erase.

4.10.1.4 Incremental programming

The same word location or half-page may be programmed more than once, by either the Word or Write Buffer
Programming methods, to incrementally change 1’s to 0’s. However as noted in Program granularity on page
69, incremental programming affects ECC syndrome bits and causes the device to disable ECC for that half-page.

Note that if 2-bit ECC is enabled, incremental Word Programming or Write Buffer Programming within the same
page will result in a Program Error.

4.10.1.5 Program register transactions

The Program Register (PRNPOR_4_0, PGVINC_4_0, PGVINS_4_0, PGVCR1_4_0, PGVCR2_4_0, PGNCR1_4_0,
PGNCR2_4_0, PGOASP_2_1, PGNPWD_2_1, PGNATB_2_1, PGOENX_2_1) transactions provide a way to program
any device register, Nonvolatile or Volatile. The transactions include unlock cycles followed by one word of data
to write.

4.10.1.6 Program SSR transaction

The Program Secure Silicon transaction (PG_SSR_4_1) programs data in the SSR, which is in a different address
space from the main array data and is OTP. The SSRis 1024 bytes, so the address bits from A31 to A10 must be
zero for this transaction.

The PRGERR bitin STRV[4] may be checked to determine if any error occurred during the operation.

4.10.1.7 Set dynamic protection bits (DYB)

The Set Dynamic Protect Bits (STVDYB_2_1) transaction sets a bit in the DYB Register to protect the addressed
sector from being programed or erased.

Notes
22.See Table 120 for the command sequence as required for Write Buffer Programming.
23.When the Sector Address is specified, any address in the selected sector is acceptable. However, when loading Write-Buffer address locations with
data, all addresses MUST fall within the selected Line.
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4.10.1.8 Program persistent protection bits (PPB)

The Program Persistent Protect Bits (PGNPPB_2_1) transaction programs a bit in the PPB Register to protect the
addressed sector from being programed or erased.

The PRGERR bitin STRV[4] may be checked to determine if any error occurred during the operation. Program PPB
bit transaction will abort when trying to program the PPB bits protected by PPBLCK (PPLV[0]) bit.

4,10.1.9 Clear ECC status register transaction

The Clear ECC Status Register (CLRECC_1_1) transaction resets bit ECSV[4] (2-bit ECC Detection), bit ECSV[3]
(1-bit ECC Correction), INSV[1:0] ECC detection status bits.

4.10.1.10 Clear PPB lock bit

The Clear PPB Lock Bit (CLVPPL_2_1) transaction clears the PPB Lock Register PPLV[0] to 0. The PPBLCK bit is
used to protect the PPB bits. When PPLV[0] =0, the PPB Program/Erase transaction will be aborted.

4.10.2 Legacy (x1) SPI

In SPI, before any program transaction can be accepted by the device, a Write Enable (WRENB_0_0) transaction
must be issued which sets the Write/Program Enable (WRPGEN) bit in Status Register 1 to enable program opera-
tions. When a program transaction is completed, the WRPGEN bit is reset to a ‘0.

While the program transaction is in progress, the Status Register may be read to check the value of the Device
Ready/Busy (RDYBSY) bit. The RDYBSY bit is a ‘1’ during the self-timed program transaction, andisa ‘0’ whenitis
completed.

The PGMERR bit may be checked to determine if any error occurred during the program transaction.

Aprogram transaction applied to a sector that has been Write Protected through any of the protection schemes,
will not be executed and will set the PGMERR status fail bit.

4.10.2.1 Program granularity

The HS/L-T family supports multi-pass programming (bit walking) where programming a “0” over a “1” without
performing the sector erase operation. Bit-walking is allowed for the non-AEC-Q100 industrial temperature range
(—40°C to +85°C) of this device. It is required to perform only one programming operation (single-pass
programming) on each ECC data unit between erase operations for the higher temperature range (—40°C to
+105°C) and (—40°C to +125°C) devices and all AEC-Q100 devices.

Multi-pass programming without an erase operation will disable the device’s ECC functionality for that data unit.
Note that if 2-bit ECC is enabled, multi-pass Programming within the same sector will result in a Program Error.

4,10.2.2 Page programming

Page Programming is done by loading a Page Buffer with data to be programmed and issuing a programming
command to move data from the buffer to the memory array. This sets an upper limit on the amount of data that
can be programmed with a single programming transaction. Page Programming allows up to a page size (either
256- or 512-bytes) to be programmed in one operation. The page size is determined by the Configuration Register
3 bit CFR3V[4]. The page is aligned on the page size address boundary. It is possible to program from one bitup
to a page size in each Page Programming operation. It is recommended that a multiple of 16-byte length and
aligned Program Blocks be written. This ensures that ECC is not disabled. For the very best Page Program
throughput, programming should be done in full pages of 512 bytes aligned on 512-byte boundaries with each
Page being programmed only once.

4.10.2.3 Program page transaction

The Program Page transaction (PRPGE_4_1) programs data into the memory array. If data more than a page size
(256B or 512B) is sent to the device, then the space between the starting address and the page aligned end
boundary, the dataloading sequence will wrap from the last byte in the page to the zero byte location of the same
page and begin overwriting any data previously loaded in the page. If less than a page of datais sent to the device,
then the sent data bytes will be programmed in sequence, starting at the provided address within the page,
without having any effect on the other bytes of the same page. The programming process is managed by the
device internal control logic. The PRGERR bit indicates if an error has occurred in the programming transaction
that prevents successful completion of programming. This includes attempted programming of a protected area
(see Transaction table on page 124).
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4.10.2.4 Program SSR transaction

The Program Secure Silicon transaction (PRSSR_4_1) programs data in the SSR, which is in a different address
space from the main array data and is OTP. The SSRis 1024 bytes, so the address bits from A31 to A10 must be
zero for this transaction.

The PRGERR bit in STR1V[6] may be checked to determine if any error occurred during the operation.
To program the OTP array in bit granularity, the rest of the bits within a data byte can be set to 1.

Each SSR memory space can be programmed one or more times, provided that the region is not locked.
Attempting to program zeros in a region that is locked will fail with the PRGERR bit in STR1V[6] set to 1.
Programming once, even in a protected area does not cause an error and does not set PRGERR bit. Subsequent
programming can be performed only on the unprogrammed bits (that s, 1 data). Programming more than once
within an ECC unit will disable ECC on that data unit.

4.10.2.5 Program persistent protection bit (PPB)
The Program Persistent Protect Bit (PRPPB_4_0) transaction programs a bit in the PPB Register to protect the
sector of the provided address from being programed or erased.

The PRGERR bit in STR1V[6] may be checked to determine if any error occurred during the operation. Program
PPB bit transaction will abort when trying to program the PPB bits protected by ASPPPB (ASPO[3]), ASPPRM
(ASPO[0]) and PPBLCK (PPLV[0]) bit.

4.10.3 HYPERBUS™ program related registers and transactions

Table 52 HYPERBUS™ program related registers and transactions
Related registers Related HYPERBUS™ transactions
(see Section 5.2 HYPERBUS™ registers on page 90) (see Table 120 on page 124)
HYPERBUS™ Status Register (STRLV) Program Word (PGWORD_4_0)

Program POR Time Register (PRNPOR_4_0)

Program Volatile Interrupt Configuration Register (PGVINC_4_0)
Program Volatile Interrupt Status Register (PGVINS_4_0)
Program Volatile Configuration Register 1 (PGVCR1_4_0)
Program Volatile Configuration Register 2 (PGVCR2_4_0)
Program Nonvolatile Configuration Register 1 (PGNCR1_4_0)
HYPERBUS™ Configuration Register 1 (CFRIN, CRF1V) Program Nonvolatile Configuration Register 2 (PGNCR2_4_0)
Program One-Time-Programmable Advanced Sector Protection Register
(PGOASP_2_1)

Program Nonvolatile Password (PGNPWD_2_1)

Program Nonvolatile AutoBoot Register (RDATBN_1_0)

Program One-Time-Programmable EnduraFlex Registers [4:0]
(PGOENX_2_1)

HYPERBUS™ Advance Sector Protect Register (ASPQ) Program Secure Silicon Region Word (PG_SSR_4_1)

Program Nonvolatile Persistent Protection Bits (PGNPPB_2_1)
Set Volatile Dynamic Protection Bits (STVDYB_2_1)

Clear ECC Error Status Failure Flags (CLRECC_1_1)
Clear Status Register Failure Flags (CLVSTR_1_0)

HYPERBUS™ ASP PPB Lock (PPLV)

4.10.4 Legacy (x1) SPI program related registers and transactions
Table 53 Legacy (x1) SPI program related registers and transactions
Related registers Related SPI transactions
(see Section 5.3 Legacy (x1) SPI registers on page 106) (see Table 122 on page 137)
SPI Status Register 1 (STR1N, STR1V) Write Enable (WRENB_0_0)
SPI Advance Sector Protect Register (ASPO) Program Secure Silicon (PRSSR_4_1)
SPI ASP PPB Lock (PPLV) Program Persistent Protection Bit (PRPPB_4_0)
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4.11 Erase

There are erase transactions for erasing data bits to 1 (all bytes are FFh). These program transactions can use any
of these two protocols:

« Legacy (x1) SPIinterface with SDR - Erase the Memory Array and Persistent Protection Bits.
» HYPERBUS™ interface with DDR - Erase Registers, the Memory Array and Persistent Protection Bits.
« When the device is shipped from the factory the default erase state is all bytes are FFh.

4.11.1 HYPERBUS™
4.11.1.1 Chiperase

The Chip Erase function erases the entire Flash Memory Array. The device does not require the system to
preprogram prior to erase. The Embedded Erase Algorithm automatically programs and verifies the entire
memory for an all 0 data pattern prior to electrical erase. After a successful Chip Erase, all locations within the
device contain FFFFh. The system is not required to provide any controls or timings during these operations. The
Chip Erase command sequence is initiated by writing two unlock cycles, followed by a set-up command. Two
additional unlock write cycles are then followed by the Chip Erase command, which in turn invokes the
Embedded Erase Algorithm.

When the Embedded Erase Algorithm is complete, the EAC returns to the Standby state. Note that while the
Embedded Erase operation is in progress, the system cannot read valid data from the array. The system can
determine the status of the erase operation by reading the Status Register. See Error types and reporting -
HYPERBUS™ on page 80 for information on these status bits. Once the Chip Erase operation has begun, only a
Status Read, Hardware Reset, or Power cycle are valid. All other commands are ignored. However, a Hardware
Reset or Power Cycle immediately terminates the erase operation and returns to Read mode after tppy time. Ifa
chip erase operation is terminated, the Chip Erase command sequence must be reinitiated once the device has
returned to the Standby state to ensure data integrity.

Sectors protected by the ASP DYB and PPB bits will not be erased. If a sector is protected during Chip Erase, Chip
Erase will skip the protected sector and continue with next sector erase. The Status Register Erase Status Bit and
Sector Lock Bit are not set to 1 by a failed erase on a protected sector.

Note that Chip Erase cannot be suspended.

4.11.2 Sector erase

The Sector Erase function erases one sector in the memory array. The device does not require the system to
preprogram prior to erase. The Embedded Erase Algorithm automatically programs and verifies the entire sector
for an all 0 data pattern prior to electrical erase. After a successful sector erase, all locations within the erased
sector contain FFFFh. The system is not required to provide any controls or timings during these operations. The
Sector Erase command sequence is initiated by writing two unlock cycles, followed by a set-up command. Two
additional unlock write cycles are then followed by the address of the sector to be erased, and the Sector Erase
command.

The system can determine the status of the erase operation by reading the Status Register.

Once the sector erase operation has begun, the Status Register Read and Erase Suspend commands are valid. All
other commands are ignored by the Embedded Algorithm Controller. However, note that a Hardware Reset
immediately terminates the erase operation and returns to Read mode after tgpy time. If a sector erase operation
is terminated, the Sector Erase command sequence must be reinitiated once the device has reset operation to
ensure data integrity. See Embedded algorithm controller (EAC) on page 16.

Sectors protected by the ASP DYB and PPB bits will not be erased. If an erase operation is attempted to a locked
sector the operation will be aborted and the failure will be indicated in the Status Register.
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Write Unlock Cycles:
Address 555h, Data AAh Unlock Cycle 1
Address 2AAh, Data 55h Unlock Cycle 2

!

Write Sector Erase Cycles:

Address 555h, Data 80h Command Cycle 1

Address 555h, Data AAh Command Cycle 2

Address 2AAh, Data 55h Command Cycle 3
Sector Address, Data 30h Specify first sector for erasure

:

Perform Write Operation
Status Algorithm

- Status may be obtained by Status Register Polling.
Yes
No
No . - .
Error condition (Exceeded Timing Limits)
Yes
PASS. Device returns FAIL. Write reset command
to reading array. to return to reading array.
Figure 37 Sector erase operation

4.11.2.1 Erase register transactions

The Erase Register (ERNC12_3_0) transactions provide a way to erase any Nonvolatile Device Register. The trans-
actions include unlock cycles.

The ERSERR bit in STRV[5] may be checked to determine if any error occurred during the operation.

4,11.2.2  Erase persistent protection bits (PPB)
The Erase Persistent Protect Bits (ERNPPB_2_1) transaction erases all PPB bits.

The ERSERR bit in STRV[5] may be checked to determine if any error occurred during the operation. Erase PPB
bit transaction will abort when trying to erase the PPB bits protected by PPBLCK (PPLV[0]) bit.
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4.11.3 Erase status and count

4.11.3.1 Evaluate erase status transaction

The Evaluate Erase Status (EVERST_1_0) transaction verifies that the last erase operation on the addressed
sector was completed successfully. If the selected sector was successfully erased, then the erase status bit
(SESTAT - STRV[0]) is set to 1. If the selected sector was not completely erased STRV[0] is 0.

The Evaluate Erase Status transaction can be used to detect when erase operations that have failed due to loss
of power, reset, or failure during the erase operation. The transaction requires tc¢¢ to complete and update the
erase status in STRV. The RDYBSY bit (STRV[7]) can be read to determine when the Evaluate Erase Status trans-
action is completed. If a sector is found not erased with STRV[0] = 0, the sector must be erased again to ensure
reliable storage of data in the sector.

4.11.3.2 Read sector erase count register transaction

The Read Sector Erase Count (RDSECV_1_0) transaction outputs the number of erase cycles for the addressed
sector. The erase cycle count is stored in the Sector Erase Count (SECV[22:0]) Register. Load Sector Address
(LDSRAD_2_1) initiates loading the Sector Erase Count Register.

The transaction requires tggc to complete and update the SECV[22:0] Register. The RDYBSY bit may be read to
determine when the Sector Erase Count Transaction finished. The SECV[23] bit is used to determine if the
reported sector erase count is corrupted and was reset.

4.11.3.3 Blank check transaction

The Blank Check (BLKCHK_1_0) transaction will confirm if the selected Flash Memory Array sector is fully erased.
The Blank Check command does not allow for reads to the array during the Blank Check. Reads to the array while
this command is executing will return unknown data.

The Blank Check command may not be written while the device is actively programming or erasing or suspended.

Use the Status Register read to confirm if the device is still busy and when complete if the sector is blank or not.
Bit 7 of the Status Register will show if the device is performing a Blank Check (similar to an erase operation). Bit
5 of the Status Register will be cleared to 0 if the sector is erased and set to 1 if not erased.

As soon as any bit is found to not be erased, the device will halt the operation and report the results.
Once the Blank Check is completed, the EAC will return to the Standby state.

4.11.4 Legacy (x1) SPI

Before any erase transaction can be accepted by the device, a Write Enable (WRENB_0_0) transaction must be
issued and decoded by the device. Erase transactions can only be executed by the device if the Write/Program
Enable bit (WRPGEN) in the Status Register is set to ‘1’ to enable erase operations. When an erase transaction is
completed, the WRPGEN bit is reset to a ‘0’

While the erase transaction is in progress, the Status Register 1 may be read to check the value of the Device
Ready/Busy (RDYBSY) bit. The RDYBSY bit is a ‘1’ during the self-timed erase transaction, and is a ‘0’ when it is
completed.

The ERSERR bit in STR1V[5] can be checked to determine if any error occurred during the erase transaction.

An erase transaction applied to a sector that has been Write Protected through the Block Protection bits or ASP,
will not be executed and will set the ERSERR status fail bit.

Erase transactions will be initiated when CS# is driven into the logic High state.

4.11.5 Erase 4KB sector transaction
The Erase 4KB Sector (ER004_4_0) transaction sets all the bits of a 4KB sector to 1 (all bytes are FFh).

This transaction is ignored when the device is configured for uniform sectors only (CFR3V([3] = 1). If the Erase 4KB
sector transaction is issued to a non-4KB sector address, the device will abort the operation and will not set the
ERSERR status fail bit.
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4.11.6 Erase 256KB sector transaction

The Erase 256KB Sector (ER256_4_0) transaction sets all bits in the addressed sector to 1 (all bytes are FFh).

A device configuration option (CFR3V[3]) determines if the Hybrid Sector Architecture is in use. When CFR3V[3] =
0, 4KB sectors overlay a portion of the highest or lowest address 128KB or 64KB of the device address space. Ifa
sector erase command is applied to a 256KB sector that is overlaid by 4KB sectors, the overlaid 4KB sectors are
not affected by the erase. Only the visible (non-overlaid) portion of the 128KB or 192KB sector is erased. When
CFR3V[3] = 1, there are no 4KB sectors in the device address space and the Sector Erase command always
operates on fully visible 256KB sectors.

When BLKCHK is enabled an erase transaction first evaluates the erase status of the sector. If the sector is found
to erased, the erase operation is aborted. The erase operation is only executed if programmed bits are found in
the sector. Disabling BLKCHK executes an erase operation unconditionally.

4.11.7 Erase chip transaction

The Erase Chip (ERCHP_0_0) transaction sets all bits to 1 (all bytes are FFh) inside the entire flash memory array.
An Erase Chip transaction can be executed only when the Block Protection (BP2, BP1, BPO) bits are set to 0's. If
the BP hits are not zero, the transaction is not executed and ERSERR status fail bit is not set. The transaction will
skip any sectors protected by the Advance Sector Protection DYB or PPB and the ERSERR status fail bit will not
be set.

4.11.8 Erase persistent protection bit (PPB) transaction

The Erase PPB transaction sets all PPB bits to 1. This transaction will abort if PPB bits are protected by ASPPPB
(ASPOI[3]), ASPPRM (ASPO[0]) and PPBLCK (PPLV[0]) bit.

4.11.9 Erase status and count

4.11.9.1 Evaluate erase status transaction

The Evaluate Erase Status (EVERS_4_0) transaction verifies that the last erase operation on the addressed sector
was completed successfully. If the selected sector was successfully erased, then the erase status bit (STR2V([2]) is
set to 1. If the selected sector was not completely erased STR2V[2] is 0. The Write/Program Enable transaction (to
set the WRPGEN bit) is not required before this transaction. However, the RDYBSY bit is set by the device itself
and cleared at the end of the operation, as visible in STR1V[0] when reading status.

The Evaluate Erase Status transaction can be used to detect when erase operations that have failed due to loss
of power, reset, or failure during the erase operation. The transaction requires tges to complete and update the
erase status in STR2V. The RDYBSY bit (STR1V[0]) can be read to determine when the Evaluate Erase Status trans-
action is completed. If a sector is found not erased with STR2V[2] =0, the sector must be erased again to ensure
reliable storage of data in the sector.

4.11.9.2 Sector erase count transaction

The Sector Erase Count (SEERC_4_0) transaction outputs the number of erase cycles for the addressed sector.
The erase cycle count is stored in Sector Erase Count (SECV[22:0]) Register, and can be read by using the Read
Any Register transaction (RDARG_4_0). The RDYBSY bit is set by the device itself and cleared at the end of the
operation, as visible in STR1V[0] when reading status.

The transaction requires tgz- to complete and update the SECV[22:0] Register. The RDYBSY bit (STR1V[0]) may be
read, to determine when the Sector Erase Count Transaction is finished. The SECV[23] bit is used to determine if
the reported sector erase countis corrupted and was reset.
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4,11.10 HYPERBUS™ erase related registers and transaction
Table 54 HYPERBUS™ erase related registers and transactions

Related registers
(see Section 5.2 HYPERBUS™ registers on page 90)

Related HYPERBUS™ transactions
(see Table 120 on page 124)

HYPERBUS™ Status Register (STRV)

Erase Sector (ERSCTR_6_0)

HYPERBUS™ Configuration Register 1 (CFR1M, CFR1V)

Erase Chip (ERCHIP_6_0)

SPI ASP PPE Lock (PPLV)
HYPERBUS™ ASP PPB Lock (PPLY)

Erase Nonvolatile Persistent Protection Bits (ERNPPB_2_1)

HYPERBUS™ Sector Erase Count Register (SECV)

Evaluate Erase Status (EVERST_1_0)

Sector Erase Count (RDSECV_1_0)

4.11.11 Legacy (x1) SPI erase related registers and transaction

Table 55 Legacy (x1) SPI erase related registers and transactions

Related registers
(see Section 5.3 Legacy (x1) SPI registers on page 106)

SPI Status Register 1 (STR1IN, STR1V)
SPI Status Register 2 (STR2V)

SPI ASP PPB Lock (PPLV)

SPI Sector Erase Count Register (SECV)

Related SPI transactions
(see Table 122 on page 137)

Write Enable (WRENB_0_0)
Erase 4KB Sector (ER004_4_0)
Erase Chip (ERCHP_0_0)

Sector Erase Count (SEERC_4_0)

4.12 Suspend and resume embedded operation

HL-T/HS-T device can interrupt and suspend the running embedded operations such as Erase, Program, or Data
Integrity Check. It can also resume the suspended operation once the host finishes the intermediate operation
and sends the respective resume transaction to the device.

4.12.1 Erase, program, or data integrity check suspend

The Suspend transaction allows the system to interrupt a program, erase or data integrity check operation and
then read from any other non erase-suspended sector, non-program-suspended-page or the array. The Device
Ready/Busy Status Flag (RDYBSY) in Status Register (SPI - STR1V[0], HYPERBUS™ STRV[T7]) must be checked to
know when the program, erase or data integrity check operation has stopped.

4.12.1.1

» Program Suspend is valid only during a programming operation.

+ The Program Operation Suspend Status flag (SPI - PROGMS STR2V[0], HYPERBUS™ - PROGMS STRV[2]) can be
usedto determineifa programming operation has been suspended or was completed at the time RDYSY changes

to 0.

« A program operation can be suspended to allow a read operation.

Program suspend

» Reading at any address within a program-suspended page produces undetermined data.
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4,12.1.2 Erase suspend

The Erase Suspend command allows the system to interrupt a sector erase operation and then read data from,
or program data to, the Flash Memory Array. This command is valid only during sector erase operation. The Erase
Suspend command is ignored if written during the chip erase operation.

Erase Suspend is valid only during a sector erase operation.

The Erase operation Suspend status flag (SPI - ERASES STR2V[1], HYPERBUS™ ERASES STRV[6]) can be used to
determine if an erase operation has been suspended or was completed at the time RDYBSY changes to 0.

A Bulk Erase operation cannot be suspended.

An Erase operation can be suspended to allow a program operation or a read operation. After an
erase-suspended program operation is complete, the device returns to the erase-suspend mode.

A new erase operation is not allowed with an already suspended erase, program, or data integrity check
operation. An erase command is ignored in this situation.

If a program failure occurs during erase suspend the Status Register Clear or Software Reset transactions will
return the device to the erase suspended state.

Reading at any address within an erase-suspended sector produces undetermined data.

4.12.1.3 Data integrity check suspend - Legacy SPI only
« Data Integrity Check Suspend is valid only during a Data Integrity Check Calculation operation.

+ The Memory Array Data Integrity Check CRC Suspend Status Flag (SPI - DICRCS STR2V[4], HYPERBUS™ - DICRCS
STRV[8]) can be used to determine if a data integrity check operation has been suspended or was completed at
the time RDYBSY changes to 0.

« Adataintegrity check operation can be suspended to allow a read operation.

» The time required for the suspend operation to complete is tpgps.

The system can determine the status of the program operation by reading the RDYBSY bit in the Status Register
1, just as in the standard program operation.

Table 56 lists the transactions allowed during the suspend operation.

Table 56 HYPERBUS™ transactions allowed during suspend
Transaction name Allowe:‘:;l;i&lg erase p'?g;:::i‘;g:ﬁ 4 All?nv'\:r:; r:jtt;'rtl:?lif kata
suspend
Read (RDMARY_1_0) - Non Suspended Sector
Read Status Regjster (RDVSTR_2_0) Yes Yes
Software Reset [/ ASO Exit (SRASOE_1_0)
Resume Program (RSPROG_1_0) No Yes No

Program Volatile Interrupt Configuration Register (PGVINC_4_0)
Read Volatile Interrupt Configuration Register (RDVINC_4_0) Yes
Program Volatile Interrupt Status Register (PGVINS_4_0)
Read Volatile Interrupt Status Register (RDVINS_4_0)
Program Word (PGWORD_4_0) - Non Suspended Sector No No
Program Write Buffer (LDBUFR_6_0, PGBFCM_1_0, RSTWBA_3_0)

Read Volatile Configuration Register 1 &2 (RDVCR1_4_0, RDVCR2_4_0)
Read Nonvolatile Configuration Register 1 & 2 (RDNCR1_4_0, RDNCR2_4_0)
Resume Erase (RSERSE_1_0)

Device ID/Unique ID/SFDP ASO

(IDSFE1_3_1,IDSFE2_1_1,RDIDSF_1_1,

ASOEXT_1_1)

Secure Silicon Region ASO (SSRENT_3_1,
RD_SSR_1_1,PG_SSR_4_1,LDBSSR_5_1,
PGCSSR_1_1, RSWSSR_3_1, ASOEXT_1_1)

Datasheet 77 of 166 002-12337 Rev. 'Y
2022-01-18



b/512Mb/1Gb lash o« .
256Mb/512Mb/1Gb SEMPER™ Flas H
HYPERBUS™ interface, 1.8\!/3.0\" Infl neon

Features
Table 57 Legacy (x1) SPI transactions allowed during suspend
Transaction name Allowed during erase Allowed during Allowed during data
suspend program suspend integrity check suspend
Write Disable (WRDIS_0_0) No No
Read Status Regjster 1 (RDSR1_0_0, RDSR1_4_0) Yes Yes
Write Enable (WRENB_0_0) No No
Read Status Regjster 2 (RDSR2_0_0, RDSR2_4_0) Yes Yes
Program Page (PRPGE_4_1) No No
Read ECC Status (RDECC_4_0)
" Yes Yes
Clear ECC Status Register (CLECC_0_0)
Read PPB Lock Bit (RDPLB_0_0, RDPLB_4_0)
- Yes Yes Yes
Resume Program [ Erase / Data Integrity Check (RSEPD_0_0)
Program SSR (PRSSR_4_1) No No
Read SSR (RDSSR_4_0)
Read Unique ID (RDUID_0_0, RDUID_4_0) Yes Yes

Read SFDP (RSFDP_3_0, RSFDP_4_0)

Read Interface CRC Register (RDCRC_4_0)
Read Any Register (RDARG_4_0) Yes Yes
Software Reset Enable (SRSTE_0_0)

Clear Program and Erase Failure Flags (CLPEF_0_0)

Yes Yes
Software Reset (SFRST_0_0)
Read Identification Register (RDIDIN_0_0, RDIDIN_4_0) Yes Yes
(manufacturer and device identification) Yes
Suspend Program / Erase / Data Integrity Check (SPEPD_0_0) No No
Read DYB (RDDYB_4_0)
Yes Yes
Read PPB (RDPPB_4_0)
4.12.2 Erase, program, or data integrity check resume

An Erase, Program, or Data Integrity Check Resume transaction must be written to resume a suspended
operation. After program or read operations are completed during a Program, Erase or Data Integrity Check
suspend, the Resume transaction is sent to resume the suspended operation.

After an Erase, Program, or Data Integrity Check Resume transaction is issued, the RDYBSY bit in Status Register
will be set to a 1 and the programming operation will resume if one is suspended. If no program operation is
suspended, the suspended erase operation will resume. If there is no suspended program, erase or data integrity
check operation, the resume transaction is ignored.

Program, Erase, or Data Integrity Check operations may be interrupted as often as necessary. For example, a
program suspend transaction could immediately follow a program resume transaction, but for a program or
erase operation to progress to completion there must be some period of time between resume and the next
suspend transaction greater than or equal to tpgpps.

Figure 38 shows the flow of suspend and resume operation.
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Erase / Program / Data Integrity Check
Transaction
Suspend Transaction
Repeat Status Read mm -»l
Until Suspended |
(teens) L Read the respective Suspend Status from
Status Register-2
Transactions During Suspend
Resume Erase / Program / Data Transaction
Figure 38 Suspend and resume sequence
4.12.3 HYPERBUS™ suspend and resume related registers and transactions
Table 58 HYPERBUS™ suspend and resume related registers and transactions
Related registers Related HYPERBUS™ transactions
(see Section 5.2 HYPERBUS™ registers on page 90) (see Table 120 on page 124)
Suspend Erase (SPERSE_1_0)
Resume Erase (RSERSE_1_0)
HYPERBUS™ Status Register (STRV) Suspend Program (SPPROG_1_0)

Resume Program (RSPROG_1_0)

Read Status Register (RDVSTR_2_0)
4.12.4 Legacy (x1) SPI suspend and resume related registers and transactions
Table 59 Legacy (x1) SPI suspend and resume related registers and transactions

Related registers Related SPI transactions
(see Section 5.3 Legacy (x1) SPI registers on page 106) (see Table 122 on page 137)

SPI Status Register 1 (STR1N, STR1V) Suspend Erase / Program / Data Integrity Check (SPEPD_0_0)

Resume Erase / Program / Data Integrity Check (RSEPD_0_0)
Read Any Register (RDARG_4_0)

SPI Status Register 2 (STR2V)

Read Status Register -1 (RDSR1_0_0)
Read Status Register -2 (RDSR2_0_0)

Datasheet 79 of 166 002-12337 Rev. 'Y
2022-01-18



b/512Mb/1Gb lash ("'—
256Mb/512Mb/1Gb SEMPER™ Flas 1
HYPERBUS™ interface, 1.8V/3.0V Infl neon

Features

4,13 Error types and reporting - HYPERBUS™

There are three types of errors reported by the embedded operation status methods. Depending on the error
type, the status reported and procedure for clearing the error status is different.

The following is the clearing of error status:

« Ifan ASO was entered before the error, the device remains entered in the ASO awaiting ASO read or acommand
write.

« If an erase was suspended before the error, the device returns to the erase suspended state awaiting flash array
read or a command write.

« Otherwise, the device will be in Standby state awaiting flash array read or a command write.

4.13.1 Protection error

If an embedded algorithm attempts to change data within a protected area (program, or erase of a protected
sector or OTP area), the device (EAC) goes busy for a period of 20 to 100 ps then returns to normal operation.
Protection mechanismsinclude, PPB and Locks. During the busy period, the Status Register shows not ready with
invalid status bits (SR[7] =0). If a programming or erase operation is attempted to a locked region, the operation
will be aborted and the failure will be indicated in the Status Register.

Commands that are accepted during the protection error status busy period are:
» Status Register Read

When the busy period ends the device returns to normal operation, and the Status Register shows ready with
valid status bits. The device is ready for flash array read or write of a new command.

After the protection error status busy period, the Status Register will show the following:
SR[7] = 1; Valid status displayed

SR[6] = X; May or may not be erase suspended after the protection error busy period

SR[5] =1 on erase error, else =0

SR[4] =1 on program or password unlock error, else =0

SR[3]=X; Treat as “don’t care” (masked)

SR[2] =0; No Program in suspension

SR[1] =1, Error due to attempting to change a protected location

SR[0] = X; Treat as “don’t care” (masked)
Commands that are accepted after the protection error status busy period are:

» Any command

For cases where the Program Status Bit is set a further program, operation will immediately clear SR[4]. For cases
where the Erase Status Bit is set a further erase, operation will immediately clear SR[6].
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4.13.2 Write buffer abort (Program abort / DICRC abort)

If an error occurs during a Write to Buffer command, the device (EAC) remains busy. The Status Register shows
ready with valid status bits. The device remains busy until the error status is detected by the host system status
monitoring and the error status is cleared.

During embedded algorithm error status the Status Register will show the following:

SR[7] = 1; Valid status displayed

SR[6] = X; May or may not be erase suspended during the WBA error status

SR[5] = 0; Erase successful

SR[4] = 1; Programming related error, else =0

SR[3] = 1; Write buffer abort

SR[2] =0; No Program in suspension

SR[1] = 0; Sector not locked during operation

SR[0] = X; Treat as “don’t care” (masked)

When the WBA error status is detected, it is necessary to clear the error status in order to return to normal
operation, ready for a new read or command write. The error status can be cleared by writing:

» Write Buffer Abort Reset command
- Clears the Status Register and returns to normal operation
« Status Register Clear command
Commands that are accepted during embedded algorithm error status are:
» Status Register Read
- Reads the Status Register and returns to WBA busy state
+ Write Buffer Abort Reset command

« Status Register Clear command

During an embedded algorithm, read transactions not associated with a Status Register Read will toggle DS and
return indeterminate data.

4.14 Error typer and reporting - Legacy (x1) SPI

There are two types of errors reported by the embedded operation status methods. Depending on the error type,
the status reported and procedure for clearing the error status is different.

Table 60 and Table 61 provide the details for clearing the error status.
Table 60 Program error (PRGERR) summary

Error Flag Symbol Conditions

Bits cannot be pregrammed ‘1" to ‘0

Trying to program in a protected region

If ASPO[2] or ASPO[1] is 0, any Nonvolatile Register write attempting to change the value of CFR1N[6:2]/CFR1V[6:2]

Program Error PRGERR
After the Password Protection Mede is selected and ASP Password Register update transaction executed
SafeBoot Failure
Configuration Failure
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Table 61 Erase error (ERSERR) summary
Error Flag Symbol Conditions
Sector Device Erase - All bits cannot be erased to ‘1's
Trying to erase a protected region
Erase Error ERSERR vne P £
Register Erase - All bits cannot be erased to ‘1’s during Erase portion of Register Write
SafeBoot Failure
4.15 Reset

HL-T/HS-T devices support four types of reset mechanisms.
» Hardware Reset (Using RESET# input pin)

« Power-On Reset (POR)

« CS#Signaling Reset

« Software Reset - SPI Only

4.15.1 Hardware reset (Using RESET# input pin)

The RESET# input initiates the reset operation with a transition from logic High to logic Low for > tgp, and causes
the device to perform the full reset process that is performed during POR. The hardware reset process requires a
period of tg to complete. See Table 129 for timing specifications.

- g

RESET# \

Cs# \

Figure 39 Hardware reset using RESET# input (Reset pulse = tgp(Min))

RESET# \ /

R e
cs# \

Figure 40 Hardware reset using RESET# input (Reset pulse > (tgp + tpy))

- —
RESET# \ / \ {
- s >

cs# | X |

Figure 41 Hardware reset using RESET# input (Back to back hardware reset)

Datasheet 82 of 166 002-12337 Rev. 'Y
2022-01-18



b/512Mb/1Gb lash ("'—
256Mb/512Mb/1Gb SEMPER™ Flas 1
HYPERBUS™ interface, 1.8V/3.0V Infl neon

Features

4.15.2 Power-on reset (POR)

The device executes a POR process until a time delay of tp ) has elapsed after the moment that V. rises above
the minimum V¢ threshold (see Figure 42 and Figure 43). The device must not be selected during power-up
(tpy). Therefore, CS# must rise with V.. No commands may be sent to the device until the end of t;. See
Table 129 for timing specifications.

RESET# is ignored during POR. If RESET# is LOW during POR and remains LOW through and beyond the end of
tpy, CS# must remain HIGH until tgg after RESET# returns HIGH.

- s

RESET# gg If RESET# is low at ty end )

CS# must be high at t,,end \

,
cs# S

—

Figure 42 Reset LOW at the end of POR

RESET# 53 1f RESET# is high at tpy end

Csit 5\ CSi# may stay high or go low at tpy end

Figure 43 Reset HIGH at the end of POR

4.15.3 CS# signaling reset

The CS# Signaling Reset requires CS# and DQO signals. This reset method defines a signaling protocol, using
existing signals, to initiate an SPI flash hardware reset, independent of the device operating mode or number of
package pins.

The Signaling Protocol is shown in Figure 44. See Table 129 for timing specifications. The CS# signaling reset
steps are as follows:

« CS#isdriven active LOW.

» CK remains stable in either HIGH or LOW state.

« CS# and DQO are both driven LOW.

« CS#isdriven HIGH (inactive).

+ Repeat the above four steps, each time alternating the state of DQO for a total of four times.

+ Reset occurs after the fourth CS# cycle completes and it goes HIGH (inactive).

After the fourth CS# pulse, the slave triggers its internal reset, the device terminates any operation in progress,
makes all outputs high impedance, and ignores all read/write transactions for the duration of tyzge1. Then the
device will be in standby state.
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This reset sequence is not intended to be used at normal power on, but to be used only when the device is not
responding to the system. This reset sequence will be operational from any state that the device may be in.
Hence, CS# signaling reset is useful for packages that don't support a RESET# pin to provide behavior identical
to Hardware Reset.

CK

4 L
—

T

=T\ S )

et L Bt by

oo [\, \_sg |
ooge| ) |

Internal X .
Resel L Device is ready
/

Figure 44 CS# signaling reset protocol

4.15.4 Software reset - SPl only

Software controlled Reset transaction restores the device to its initial power up state, by reloading Volatile
registers from nonvolatile default values except the protection registers. A reset transaction (SFRST_0_0) is
executed when CS# is brought HIGH at the end of the transaction and requires tsrtime to execute. See Table 129
for timing specifications.

The Reset Enable (SRSTE_0_0) transaction is required immediately before a Reset transaction (SFRST_0_0) such
that a software reset is a sequence of the two transactions. Any transaction other than SFRST_0_0 following the
SRSTE_0_0 transaction will clear the reset enable condition and prevent a later SFRST_0_0 transaction from
being recognized.

The Reset (SFRST_0_0) transaction immediately following a SRSTE_0_0 transaction, initiates the software reset
process. During software reset, only RDSR1_4_0 and RDARG_4_0 of Status Register 1 are supported operations
as long as the volatile and nonvolatile configuration states of the device are the same. if the configuration state
is changing during software reset, reading Status Register 1 should only be done after the software reset time has
elapsed.

The software reset is independent of the state of RESET#. If RESET# is HIGH or Unconnected, and the software
reset transactions are issued, the device will perform software reset.

4.15.4.1 Software reset related registers and transactions

Table 62 Software reset related registers and transactions
Related registers Related SPI transactions
(see Section 5.3 Legacy (x1) SPI registers on page 106) (see Table 122 on page 137)

Software Reset Enable (SRSTE_0_0)

N/A
Software Reset (SFRST_0_0)
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4,15.5
Table 63

Reset behavior

Reset behavior

Transaction [ register name

POR

Hardware reset and CS# signaling
reset

Software reset (x1 mode only)

Summary

Device Reset

Status Bits Reset

All Volatile Registers Reset
Configuration Reload to Default
Volatile Protection Reset te Default

Nonvolatile Protection unchanged

Reset all Embedded operations

Device Reset

Status Bits Reset

All Volatile Registers Reset
Configuration Reload to Default
Volatile Protection Reset to Default

Nonvolatile Protection unchanged

Reset all Embedded operations

Device Reset
Status Bits Reset

Configuration Reload to Default
Volatile Protection Reset to Default

Nonvolatile Protection unchanged

Reset all Embedded operations

Interface Requirements

All Inputs - Ignored
All Qutputs - Tristated

All Inputs - Ignored
All Qutputs - Tristated

Transactions
(SRSTE_0_0, SFRST_0_0)

Status Registers

Load from Nonvolatile Registers

Load from Nonvolatile Registers

Load from Nonvolatile Registers

Configuration Registers

Load from Nonvolatile Registers

Load from Nonvolatile Registers

Load from Nonvolatile Registers

Protection Registers

PPB Lock Register - Load based on
ASPO[2:1]

PPB Lock Register - Load based on
ASPO[2:1]

PPB Lock Register - No Change

DYB Access Register - Load based on
ASPO[4]

DYB Access Register - Load based on
ASPO[4]

DYB Access Register - No Change

Password Register - Load based on
ASPO[2] and ASPO[0]

Password Register - Load based on
ASPO[2] and ASPO[0]

Password Register - No Change

ECC Status Register Load 0x00 Load 0x00 Load 0x00
AutoBoot Register Load from Nonvolatile registers Load from Nonvolatile registers No Change
Data Integrity Check Register
Interface CRC Register
- Load 0x00 Load 0x00 Load 0x00
ECC Error Count Register
Address Trap Register
EnduraFlex Register
Load from Nonvolatile Registers Load from Nonvolatile Registers No Change
1/0 Mode
Memory/Register Erase in
Progress Abort Erase Abort Erase
E*_Elll?lyfﬁegister Program in Not Applicable Abort Program Abort Program
rogress
Memory/Register Read in .
Progress Abort Read Not Applicable
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4.16 Power modes
4.16.1 Active power and standby power modes

The device is enabled and in the Active Power mode when Chip Select (CS#) is LOW. When CS# is HIGH, the device
is disabled, but may still be in an Active Power mode until all program, erase, and write operations have
completed. The device then goes into the Standby Power mode, and power consumption drops to Igp. See
Table 127 for parameter specifications.

4.16.2 Deep power down (DPD) mode

Although the standby current during normal operation is relatively low, standby current can be further reduced
with the DPD mode. The lower power consumption makes the DPD mode especially useful for battery powered
applications.

4.16.2.1 Enter DPD

The device can enter DPD mode in two ways:

1. Enter DPD Mode using Transaction

2. Enter DPD Mode upon Power-up or Reset

Enter DPD Mode using the Enter Deep Power Down Mode Transaction

The DPD mode is enabled by sending the Enter Deep Power Down Mode Transaction (ENDPD_0_0, ENTDPD_3_0)
After CS# is driven High, the power-down state will be entered within the time duration of tgyppp (see Table 129
for timing specifications) and power consumption drops to Ipp.

DPD can only be entered from an idle state. The DPD transaction is accepted only while the device is not
performing an embedded algorithm as indicated by the Ready/Busy Status Flag (RDYBSY). It is hot allowed to
send any transaction to device during tgytppp time.

Enter DPD Mode upon Power-up or Reset

If the DPDPOR configuration bit is enabled, the device will be in DPD mode after the completion of Power-up,
Hardware Reset or CS# Signaling Reset. During POR or Reset the CS# should follow the voltage applied on VCC to
enter DPD mode as shown in Figure 45. It is not allowed to send any transaction to device during tzyrppp time.

]

RESET# _1' / RESET# s high at t», cnd

cs#_f

Figure 45 Enter DPD mode upon power-up or reset

4.16.2.2 ExitDPD

Device leaves DPD mode in one of the following ways:

Exit DPD Mode upon Hardware Reset

When the device is in DPD and DPDPOR =0, a Hardware reset will return the device to Standby mode.
Exit DPD Mode upon CS# Pulse

When the device is in DPD or DPDPOR = 1, a CS# pulse of width teqppp will bring the device out of DPD mode. The
CS# should be driven HIGH after the pulse. HIGH to LOW transition on CS# is required to start a transaction cycle
after the DPD exit. It takes teyrppp to come out of DPD mode. The device will not respond until after teyrppp-
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M A
—_— L
w o

Figure 46 Exit DPD mode

The device maintains its configuration during DPD, meaning the device exits DPD in the same state as it entered.
Registers such as the ECC Status, ECC Error Detection Counter, Address Trap, and Interrupt Status Registers will
be cleared.

4.16.2.3 HYPERBUS™ DPD related registers and transactions

Table 64 HYPERBUS™ DPD related registers and transactions
Related registers Related HYPERBUS™ transactions
(see Section 5 Registers on page 89) (see Table 120 on page 124)
Configuration Register 1{CFR1N, CFR1V) Enter Deep Power Down Mode (ENTDPD_3_0)

4.16.2.4 Legacy (x1) SPI DPD related registers and transactions

Table 65 Legacy (x1) SPI DPD related registers and transactions
Related registers Related SPI transactions
(see Section 5 Registers on page 89) (see Table 122 on page 137)
Configuration Register 4 (CFR4N, CFR4V) Enter Deep Power Down Mode (ENDPD_0_0)
4.17 Power up and power down

The device must not be selected at power up or power down until V- reaches the correct value as follows:
+ Ve (min) at power up, and then for a further delay of tp

» Vgg at power down

4.17.1 Power up

The device ignores all transactions until a time delay of tp, has elapsed after the moment that V¢ rises above
the minimum V¢ threshold (see Figure 47). However, correct operation of the device is not guaranteed if Ve
returns below V¢ (min) during tp|,. No command should be sent to the device until the end of tpy;.

The device draws lpgg current during tpy. After power up (tpy), there is the option to be in the DPD mode or
Standby mode. The DPDPOR bit in Configuration Register controls if the device will be in DPD or Standby mode
after the completion of POR. If the DPDPOR bit is enabled, the device is in DPD mode after power up. A Hardware
reset (RESET#) is required to return the device to Standby mode after POR.

Ve (Max)

Vo (Min) S—
i Full
;mqitP = Device
! Access

Figure 47 Power up
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4.17.2 Power down

During power down or voltage drops below V(_C(cut-off) the voltage must drop below V(Low) for a period of tp
for the part to initialize correctly on power up (see Figure 48). If during a voltage drop the V¢ stays above
Viclcut-off) the part will stay initialized and will work correctly when V¢ is again above V fmm In the event
POR did not complete correctly after power up, the assertion of the RESET# signal will restart the POR process.

A
Veo (Max)
~#——————No Device Access Allowed—————— 9
Voo (Hin) Device
< to,— P ACCRSS P
Allowed
Vee (Cut-off) |
Vec (Low) |- \!/
-ty
Figure 48 Power down and voltage drop
4.17.3 Power up and power down sequence

The following power sequence needs to be followed for the guaranteed reliable operation of HL-T/HS-T devices.

+ Apply V¢ before Vicq during power up sequence. Ve and Ve can be applied simultaneously during power
up, as long as Vg does not exceed Vcc.

+ During the power down mode, reduce the Vg before Ve, Ve and V- can be reduced simultaneously during
power down, as long as V., does not exceed V.

+ Itisrecommended to keep Ve = Ve

Veo i AN
gL L LS NN NN
VCIZQ s S S S NN NN
L/ W N, N, W
Power
p—--q— n—--i—
4—Fuwer U Normal Operatio Down_-"
Figure 49 Power up and power down sequence
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5 Registers

Registers are small groups of storage cells used to configure as well as report the status of the device operations.
HL-T/HS-T family of devices use separate nonvolatile and volatile storage groups to implement the different
register bit types for legacy compatibility as well as new functionality. Each register is organized as a group of
volatile bits with associated nonvolatile bits (if permanence is required). During power-up, hardware reset or
software reset, the data in the nonvolatile bits of the register is transferred to the volatile bits to provide the
default state of the volatile bits, When writing new data to nonvolatile bits of the register, the volatile bits are also
updated with the new data. However, when writing new data to the Volatile Register bits the nonvolatile bits
retain the old data. The register structure is shown in Figure 50.

Register i)

l Implementation J- l

N

Non-volatile (Memory Core) Volatile (Registers)

J A A
[— &

e |

LLie

N
s
—f—*

Figure 50 Register structure

.
Non-Volatile . PowerUp Volatile
(Mem_ory Core) « HW Resst (Reg\sErs)
(T ) ) * ) s) 2o)| |» SWReset BDE 3 1) 0)
« NV Program - -
« CS# Signaling
Reset
Device Configuration
Figure 51 Data movement within register components

Note that SEMPER™ Flash with HYPERBUS™ interface uses a separate register set for each interface type:
HYPERBUS™ and Legacy (x1) SPI. Both register sets must be configured for their respective interface operation.
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5.1 Register naming convention
Table 66 Register bit description convention
Factory
Bit number Name Function Read/write default Description
(binary)
Possible Options: Format:
. N/A - Not Applicable . Description of the Configuration bit
RE?NANM‘E#;X] R- Readable Only goi?'ble. 0= Option ‘0’ selection of the Bit
- h - - R/W - Readable and Writable P |00ns. 1=0ption 1" selection of the Bit
. ) R/1 - Readable and One Time Program-
Descending Order mable B Dependency: Is this Bit part of a function which
requires multiple bits for implementation?
5.2 HYPERBUS™ registers
5.2.1 Configuration register 1 (CFR1x) (x8)
Configuration Register 1 controls device functionality.
Table 67 Configuration register 1 (x8)
Read/write Factory
Bit number Name Function N = Nonvolatile default Description
V =Volatile (binary)
Description:
The DPDPOR hit selects if the device will be in either the Deep
Power Down (DPD) mode or the Standby mode after the
completion of Power-On-Reset (POR). If enabled, DPDPOR
configures the device to start in DPD mede to reduce current
consumption until the device is needed. If the deviceis in DPD,
Deep Power Down a pulse on CS# or a Hardware reset will return the device to
CFR1N[15] DPDPOR power saving mode N / 1 Standby mode.
CFRIV[15] entry selection upon V==R/W
Power-On-Reset Selection Options:
0=Power Down Power mode is entered upon the completion
of Power-On-Reset
1 = Standby mode is entered upon the completion of
Power-On-Reset Deep
Dependency: N/A
Description:
The I0IMPD[2:0] bits select the |0 driver output impedance
(drive strength). The outputimpedance configuration bits
adjust the drive strength during normal device operation to
meet system signal integrity requirements.
Selection Options:
. 000=450
CFRIN[14:12] . 1/O Driver Output N=>R/W _
CFRIV[14:12] | 'OMPDI20] |/ dance Selection V==R/W 101 3= aon
011=600
100=450
101 =30Q (Factory Default)
110=200
111=150
Dependency: N/A
Description:
The TLCFRP bit temporarily protects the Configuration
Registers. Upon power-up or a hardware reset, TLCFRP is set
to its default state. When selected, it protects the Configu-
ration registers from programming.
CFRIN[11] Temporary Locking N=>R/W Note It is recommended to program and verify other Config-
CPRIV[11] TLCFRP selection of Configu- V:> R",W 1 uration Register bits before setting up TLCFRP =0.
ration Registers -
Selection Options:
0= Configuration Registers are protected
1 = Configuration Registers are not protected
Dependency: N/A
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Table 67 Configuration register 1 (x8) (Continued)
Read/write Factory
Bit number Name Function N =Nonvolatile default Description
V =Volatile (binary)
Description:
The TLSSRP bit temporarily protects the SSR. Upon power-up
ora hard\:vare reset, TLSSRP is set to its defaytt state. When
crRINLO] Temporary Locking N R selected, it protects the SSR from programming.
CFRIV[10] TLSSRP g?ﬁi;ﬁ'f’;‘;ffﬁcme V== RW 1 Selection Options:
gl 0 =Secure Silicon Region is protected
1=Secure Silicon Region is not protected
Dependency: N/A
Description:
The TB4KBS bits define the logical address location of the 4KB
sector block. The 4KB sector block replaces the fitting portion
of the highest or lowest address sector.
Selection Options:
Top or Bottom 00 = 4KB Sector Block and Read Password Sector is mapped
CFRIN[9:8] TBAKBS[1:0] Address Range N==R/W 10 into the bottom of the memory address space
CFR1V[9:8] . Selection for 4KB V==R/W 01 = 4KB Sector Block and Read Password Sector is mapped
Sector Block into the top of the memory address space
10 = Uniform Sector architecture and Read Password Sector
is mapped into the bottom of the memory address space
11 = Uniform Sector architecture and Read Password Sector
is mapped into the top of the memory address space
Dependency: N/A
Description:
The MEMLAT[3:0] bits control the read latency (dummy
cycles) delay in allvariable latency memory array and Nonvol-
atile Register read transactions. MEMLAT selection allows the
userto adjustthe read latency during normal operation based
M A Read on different operating frequencies. The device will support 20
emory Array fiea cycles read latency upon erasing the configuration register- 1.
CFRIN[T:4] Latency selection - N=R/W
CrRIV[T:4] | MEMLAT[2:0] Dumrwdcgd.ﬁ.t. | V== R/W 1011 | selection Options:
(rqut;‘arzcesosl initia 0000 =5 Latency Cycles Selection based on transaction
opcodes
1100=20 Latency Cycles Selection based on transaction
opcodes
Dependency: N/A
Reserved for Future N=>R/W These bits are Reserved for future use. This bit must always be
CFRSV[3) RESVRD Use V==R/W 1 written/loaded to its default state.
Description:
The DTSTSL bit selects whether Data Strobe (DS) stalls on
device errors such as 2-bit ECC detection.
— Data Strobe Stall -
Eigﬂig] DTSTSL during Device Error N=R/W 1 Selection Options:
Selection (DS) 0=DS stalls on device errors
1=DS does not stall on device errors
Dependency: N/A
Description:
The RBSTWL[1:0] bits select the read burst wrap length and
alignment during normal operation. It selects the fixed
length/aligned group of 16, 32, or 64 bytes.
CFRIN[1:0] . Read Burst Wrap N=>R/W Selection Options:
CFR1V[1:0] RESTWL[L:0] Length selection V==R/W 11 00 = Reserved
01 =64 Bytes Wrap length
10 = 16 Bytes Wrap length
11 =32 Bytes Wrap length
Dependency: N/A
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Table 68 HYPERBUS™ maximum operating frequency for MEMLAT[3:0] latency code options
Latency code Latency clocks initial latency Single initial latency Double initial latency
Yy single/double maximum frequency (MHz) maximum frequency (MHz)
0000 5/10 57 107
0001 6/12 71 121
0010 /14 85 135
0011 8/16 100 150
0100 9/18 107 164
0101 10/20 114 178
0110 11/22 128 192
0111 12/24 142 200
1000 13/26 157 200
1001 14/28 171 200
1010 15/30 185 200
1011 16/32 200 200
1100 20/40 200 200
1101 Reserved - -
1110 Reserved - -
1111 Reserved - -
5.2.2 Configuration register 2 (CFR2x) (x8)
Configuration Register 2 controls device functionality.
Table 69 Configuration register 2 (x8)
Read/write Factory
Bit number Name Function N = Nonvolatile default Description
V=Volatile (binary)
y N=>R/W These bitsare Reserved for future use. This bit must always be
CFR2V[15:8] RESVRD Reserved for Future Use V= RIW 11111111 written/loaded to its default state.
Description:
The PGLTNS bit selects whether single or double initial
latency is encountered during read instructions. Double
initial latency ensures there is no inter-page boundary
Memory Read Page _ latency.
EFF'%@[[;]] PGLTNS | Boundary Latency v E}'\\r’uv 1
selection - Selection Options:
0= Double initial latency - zero latency at page boundaries
1= Single initial latency - latency at page boundaries
Dependency: NfA
Description:
The ATP12S bit selects between 1-bit ECC error
detection/correction or both 1-bit ECC error
dsfjectionlcorrectiom and 2-bit ECC error detection for
. Address Trap Register.
CFR2N[E] Address Trap Register N=>R/W
ATP12S 1-bit or 1-bit/2-bit ECC _ 1 - o
CFR2V[6] Error selection V==R/W Selection Options:
1= Address Trap Register traps address of 2-bit ECC errors
0=Address Trap Register traps address of both 1-bit and 2-bit
ECCerrors
Dependency: N/A
Description:
The ECC12S bit selects between 1-bit ECC error
detection/correction or both 1-bit ECC error detection and
Error Correction Code correction and 2-bit ECC error detection.
CFR2N[5] (ECC) 1-bit or 1-bit/2-bit N=>R/W . .
ECC12S . _ 0 Selection Options:
CFR2VIS] EF[DI’t(_:OI’I’ECtIOI’\ V==RW 0= 1-bit ECC Error Detection/Correction and 2-bit ECC error
selection detection
1= 1-bit ECC Error Detection/Correction
Dependency: N/A
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Table 69 Configuration register 2 (x8) (Continued)
Read/write Factory
Bit number Name Function N = Nonvolatile default Description
V=Volatile (binary)
Description:
The HYBSEL bit selects hybrid burst which provides oneinitial
wrapped burst followed by a linear burst.
Hybrid Burst Selection -
CFR2N[4] HYBSEL CA[45] must select N=>R/W 1 Selection Options:
CFR2V[4] Wrapped Burst type for V==R/W 0= Hybrid burst is enabled (Wrapped burst followed by linear
this option burst)
1= Hybrid burst is disabled
Dependency: N/A
CFR2N][3] y N=>R/W These bits are Reserved for future use. This bit must always be
CFR2V[3] RESVRD Reserved for Future Use V==R/W 1 written/loaded to its default state.
Description:
The SP4KBS bit selects whether the 4KB sectors are grouped
Split 4KB Sectors together or evenly split between high and low addressranges.
CFR2N[2] selection between top N==>R/W . A
SP4AKBS o 1 Selection Options:
CFR2v[2] gnadclgottom address V==RW 0=4KB Sectors are grouped together
P 1=4KB Sectors are split between High and Low Addresses
Dependency: TB4KBS[1:0] (CFR1x[9:8])
3 N=>R/W These bits are Reserved for future use. This bit must always be
CFR2V[1] RESVRD Reserved for Future Use V==R/W 1 written/loaded to its default state.
Description:
The CK#SEL bit selects whether master clock is single ended
(CK) or differential (CK, CK#)
Master Clock Selection - _.
E;g%c[[g]] CK#SEL Single Ended or Differ- \Nl:: IE:\\;VV 1 Selection Options:
ential - 1= Master Clock is single ended (CK)
0= Master Clock is differential (CK, CK#)
Dependency: N/A
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5.2.3 Status registers (x8)

Status Register provides device status on operation.

Table 70 Status register (xS)[M
Read/write Factory
Bit number Name Function N = Nonvolatile default Description
V=Volatile (binary)
STRV[15:9] | RESVRD |Reserved for Future Use v=>R 1ingaar | Thisbitis Reserved for future use. This bit must always be
Description:
The DICRCS bit is used to determine when the device isin
Memory Array Data Integrity Check CRC suspend mode.
Memory Array Data Selection Options:
STRV([8] DICRCS Integrity Check CRC V=R 0 0 =Memory Array Data Integrity Check CRC is not in suspend
Suspend Status Flag mode
1=Memory Array Data Integrity Check CRC is in suspend
mode
Dependency: N/A
Description:
The RDYBSY bitindicates whether the device is performing an
embedded operation oris in standby mode ready to receive
new operation transactions.
Note If PRGERR or ERSERR is set, the RDYBSY bit will setto a
1.
i /|
STRV[7] RDYBSY g’évt'ucse ggady" Busy V=>R 1 Selection Options:
g 0= Device is busy and unable to receive new operation trans-
actions
1=Device is in standby mode ready to receive new operation
transactions (Host needs to check PRGERR and ERSERR
before providing a new transaction)
Dependency: N/A
Description:
The ERASES bit is used to indicate if the Erase operation is
suspended.
: Erase operation _ : e
STRV[6] ERASES Suspend Status Flag V==R 0 Sxilect\on Options: .
0 = Erase operation is not in suspend mode
1 = Erase operation is in suspend mode
Dependency: N/A
Description:
The ERSERR bit indicates erase operation success or failure.
When the ERSERR bit is set to a ‘1), it indicates that there was
an error in the last erasing operation. ERSERR bit is also set
when a erase operation is attempted within a protected
memory sector. When ERSERR is set, it can only be cleared
p{iﬂ;the C’tea{tstatus Register (CLSR) transaction or a
. Erasing Error Status _ ardware/software reset.
STRV[S] ERSERR Flag V=R 0 Note The device will only go to standby mode once the
ERSERR flag is cleared.
Selection Options:
0 = Last erase operation was successful
1 =Last erase operation was unsuccessful
Dependency: N/A
Description:
The PRGERR bit indicates program operation success or
failure. When the PRGERR bit is set to a ‘1), it indicates that
there was an error in the last programming operation.
PRGERR bit is also set when a program operation is
attempted within a protected memory region. When PRGERR
is set, it can only be cleared with the Clear Status Register
- Programming Error _ (CLSR) transaction or a hardware/software reset.
STRV[4] PRGERR Status Flag V=R 0 Note The device will only go to standby mode once the
PRGERR flag is cleared.
Selection Options:
0 = Last programming operation was successful
1 = Last programming operation was unsuccessful
Dependency: N/A

Note
24.STRV value during POR, Hardware Reset, DPD Exit, and CS# Signaling Reset is not valid.
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Table 70 Status register (xS)[“] (Continued)

Read/write Factory
Bit number Name Function N = Nonvolatile default Description
V=Volatile (binary)

Description:

The WRBFAB bit indicates a programming abort condi
When any condition causes an abort of write buffer
instruction, the abort will happen immediately after the
offending condition, and will indicate a Program Fail in the
Status Register (PRGERR = 1) along with a Write Buffer Abort
(WRBFAB = 1). The next successful program operation will
clear the failure status or a Clear Status Register may be
issued to clear the PSB status bit.

The WRBFAB also indicates that the memory array CRC calcu-
lation operation was aborted. The Ending Address (EA)
Write Buffer Abort V=R 0 should be at least one address higher than the Starting
Status Flag - Address (SA). If EA< SA + 1 the Checkvalue Calculation will
abort and the device will return to the Ready state. WRBFAB
will be set (1) to indicate the aborted condition. IFEA<SA+1
the CRCR will hold indeterminate data.

STRV[3) WREFAB

Selection Options:

0=Program did not abort during write to buffer instruction
or CRC end address load instruction did not abort
1=Program aborted during write to buffer instruction or CRC
end address load instruction aborted

Dependency: N/A

Description:
The PROGMS bit is used to indicate if the Program operation
is suspended.

STRV[2] PROGMS g"’g’a’g g{’e{at‘a" V=R 0 Selection Options:
uspend Status rag 0= Program operation is not in suspend mode
1=Program operation is in suspend mode

Dependency: N/A

Description:

The SPROTE bit indicates that a program or erase operation
failed because the target region (memory array, registers or
SSR) was protected (locked). SPROTE reflects the status of

Sector Protection the most recent program or erase operation.

STRV[1] SPROTE (Lock) Error Flag

V==R 0
Selection Options:
0= Operation did not generate a Protection error

1= Operation generated a Protection error

Dependency: N/A

Description:

The SESTAT bit indicates whether the erase operation on the
sector completed successfully. Evaluate Erase Status trans-
action (EVERS_4_0) must be executed prior to reading
Sector Erase SESTAT bit which specifies the sector address.

STRV[0] SESTAT Success/Failure Status V==R 0
Flag Selection Options:

0= Addressed sector was not erased successfully
1= Addressed sector was erased successfully

Dependency: N/A

Note
24.STRV value during POR, Hardware Reset, DPD Exit, and CS# Signaling Reset is not valid.
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5.2.4 ECC status register (ECSV) (x8)

The ECC Status (ECSV) contains the ECC status of any error correction action performed on the unit data.
Table 71 ECC status register (x8)

Read/write Factory
Bit number Name Function N =Nonvolatile default Description
V=Volatile (binary)
o _ Tl s Reserved for future use.

ECSV[15:4] RESRVD Reserved for Future Use V=R 000000000000 | Thig pit must always be written/loaded to its default state.
Description: The ECC2BT bit indicates that a 2-bit ECC Error
was detected in the data unit (16 bytes).

ECC Error 2-bit Error _ Selection Options:
ECSV[3] ECC2BT Detection Flag V=R 0 0=No 2-Bit ECC Error was detected in the data unit (16 bytes)
1 =2-bit ECC Error was detected in the data unit (16 bytes)
Dependency: N/A
ECSV[2] RESVRD Reserved for Future Use V=R 0 This bit is Reserved for future use. This bit must always be

written/loaded to its default state.

Description: The ECC1BT bit indicates that a 1-bit ECC Error
was detected and corrected in the data unit (16 bytes).

ECC Error 1-bit Error

. _ Selection Options:
ECSVIL] ECC1BT Detection and V=R 0 0=No 1-Bit ECC Error was detected in the data unit (16 bytes)
Correction Flag

1 =1-bit ECC Error was detected in the data unit (16 bytes)
Dependency: N/A

Description: The ECCDBL bit indicates whether the ECC is
enabled or disabled in the addressed data unit (16 bytes).

Selection Options:

ECSV[0] ECCDBL ECC Disable Flag V=R 0 0=ECCis enabled in the addressed data unit (16 bytes)
1=ECC is disabled in the addressed data unit (16 bytes)
Dependency: N/A
5.2.5 ECC address trap register (EATV) (x8)

The ECC Address Trap Register (EATV) stores the address of the ECC unit data where either a 1-Bit/2-Bit error or
only a 1-Bit error occurred during a read operation. It stores the ECC unit address of the first ECC error.

Table 72 ECC address trap register (x8)

Read/write Factory
Bitnumber Name Function N = Nonvolatile default Description
V=Volatile (binary)

Description: The Address Trap Register (ECCATP[31:0])
stores the ECC unit data address where a 1-Bit/2-Bit
error occurred during a read operation. ECCATP[31:0]
stores the ECC unit address of the first ECC error
captured during a memory read operation since the last
Clear ECC Status Register transaction (CLECC).
Note ECCATP[31:0] is only updated during Read
ECC1-bitand2-bit Error Instruction. . .
Address Trap Register V==R 0x00000000 | Note M_ask non-valid upper ECCATP address bits from
ECC unit address.
Note Clear ECC Status Register transaction (CLECC),
POR or Hardware/Software reset clears the EATV[31:0]
to 0x00000000.

EATV[31:0] ECCATP[31:0]

Selection Options: ECC Error Data Unit Address

Dependency: N/A+F6:F20
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5.2.6 ECC error detection count register (ECTV) (x8)

The ECC Error Detection Count Register (ECTV) stores the number of either 1-Bit/2-Bit or only 1-Bit ECC errors
have occurred during read operations since the last POR or hardware/software reset.

Table 73 ECC count register (x8)
Read/write Factory
Bit number Name Function N = Nonvolatile default Description
V=Volatile (hex)
Description: The ECCCNT[15:0] stores the number of
1-bit/2-bit ECC errors occurred during read operations
since the last POR or hardware/software reset.
Note ECCCNT[15:0] is only updated during Read
Instruction.
Note Only one ECC erroris counted for each data unit. If
multiple read transactions access the same unit data
. A containing an ECC error, the ECCCNT[15:0] will
ECTVI150] | EccenTiisg) |ECCLbitand2-bitErmor V=>R 0X0000 | increment each time the unit data is read.
£ Note Once the count reaches OxFFFF, the ECCCNT[15:0
will stop incrementing
Note POR or Hardware/Software reset clears the
ECCNT[15:0] to 0x0000.
Selection Options: ECC Error Count
Dependency: N/A
5.2.7 ASP password register (PWDO) (x8)
The ASP Password Register (PWDO) is used to permanently define a password.
Table 74 Password register (x8)
Readjwrite Factory
Bit number Name Function N = Nonvolatile default Description
V=Volatile (hex)
Description: The PASWRD[63:0] permanently stores a
password used in password protected modes of
operation. When the Password Protection mode is
ONFFEFFFFEFF enabled, this register will output all 1s data upon read
PWDO[63:0] PASWRDI[63:0] |Password Register N==R/1 XFFFFFFF password request.
Selection Options: Password
Dependency: N/A
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5.2.8

Table 75

Advanced sector protection register (ASPO) (x8)
The ASP Register (ASPO) configures the behavior of Advanced Sector Protection scheme.

Advanced sector protection register (x8)

Bit number

Read/write
N = Nonvolatile
V=Volatile

Name Function

Factory
default
(binary)

Description

ASPO[15:6]

RESVRD Reserved for Future Use N==R/1

1111111111

This bit is Reserved for future use. This bit must always be
written/loaded to its default state.

ASPO[5]

Read Password Based

ASPRDP Protection Selection

N=>R/1

Description:

The ASPRDP bit selects the Read Password Mode
Protection mode. Read Password Protection mode works
in conjunction with Password Protection mode to protect
all sectors from Read/Erase/Program. Based on
TB4KBS[1:0] configuration bit (CFR1x[9:8]), either the top
or bottom sector is available for reading.

Selection Options:
0= Read Password Protection Mode is enabled
1=Read Password Protection Mode is disabled

Dependency: TB4KBS[1:0] (CFR1x[9:8])

ASPO[4]

RESVRD Reserved for Future Use N=>R/1

This bit is Reserved for future use. This bit must always be
written/loaded to its default state.

ASPO[3]

RESVRD Reserved for Future Use N==R/1

This bit is Reserved for future use. This bit must always be
written/loaded to its default state.

ASPO[2]

Password Based

ASPPWD Protection Selection

N=>R/1

Description:

The ASPPWD bit selects the Password Protection Mode.
Password Protection mode protects all PPB bits, all
registers and all memory from erase/program till the
correct password is entered. The ASPPWD can also be
used in combination with the ASPRDP to protect all
registers and all memory from erase/program and to
protect sectors from being read as well till the correct
password is provided - except for top or bottom sector
which is available for reading based on TB4KBS[1:0]
configuration bit (CFR1x[9:8]).

Note When ASPPWD is selected, ASPQO[15:0] and
PWDQI[63:0] are protected against write operations..

Selection Options:
0= Password Protection Mode is enabled
1= Password Protection Mode is disabled

Dependency: ASPPER (ASPO[1])

ASPO[1]

Persistent Protection
Selection (Register
Protection Selection)

ASPPER N=>R/1

Description:

The ASPPER bit selects the Persistent Protection Mode.
The Persistent Protection mode (ASPPER) protects the
ASPQ[15:0] Register from erase or program.

Selection Options:
0= Persistent Protection Mode is enabled
1=Persistent Protection Mode is disabled

Dependency: ASPPWD (ASPO[2])

ASPO[0]

RESVRD Reserved for Future Use N=>R/1

This bit is Reserved for future use. This bit must always be
written/loaded to its default state.
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5.2.9

ASP PPB lock register (PPLV) (x8)
The PPBLCK bit in the ASP PPB Lock Register (PPLV) is used to protect the PPB bits.

Table 76 ASP PPB lock register (x8)
Read/write Factory
Bit number Name Function N =Nonvolatile default Description
V =Volatile (binary)
. _ 1111111111 | This bit is Reserved for future use.

PPLV[15:1] RESVRD Reserved for Future Use V=R 1111 This bit must always be written/loaded to its default state.
Description: The PPBLCK bit is used to temporarily protect
all the PPB bits.

PPE T Selection Options:
PPLV[0] PPBLCK Pl'otei?;aogggctiom V==R 1 0=PPB bitsare prote(tgd against erase or program till the
next POR or hardware reset
1=PPB Bits can be erased or programmed
Dependency: N/A
5.2.10 ASP PPB access register (PPAV) (x8)

The ASP PPB Access Register (PPAV) is used to provide the state of each sector’s PPB protection bit.

Table 77 ASP PPB access register (x8)
Read/write Factory
Bit number Name Function N = Nonvolatile default Description
V=Volatile (binary)
Description: The PPBACS[7:0] bits are used to provide the
state of the individual sector's PPB bit.
Selection Options:
FFFF=PPB forthe sector addressed by the Read PPB trans-
. 1 | Sector Based PPB -y 1111111111 | action is 1, not protecting that sector from program or
PPAV[15:0] | PPBACS[15:0] Protection Status N=R/wW 111111 erase operations
0000 =PPB forthe sector addressed by the Read PPB trans-
action is 0, protecting that sector from program or erase
operations
Dependency: N/A
5.2.11 ASP dynamic block access register (DYAV) (x8)

The ASP DYB Access Register (DYAV) is used to provide the state of each sector’s DYB protection bit.

Table 78 ASP DYB access register (x8)
Read/write Factory
Bit number Name Function N =Nonvolatile default Description
V=Volatile (binary)
Description: The DYBACS[7:0] bits are used to provide the
state of the individual sector's DYB bit.
Selection Options:
FFFF=DYB for the sector addressed by the Read DYB trans-
. . Sector Based DYB D) 1111111111 | action is 1, not protecting that secter from program or
DYAV[15:0] DYBACS[15:0] Protection Status V==R/W 111111 erase operations
0000=DYB for the sector addressed by the Read DYB trans-
action is 0, protecting that sector from program or erase
operations
Dependency: N/A
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5.2.12 AutoBoot register (ATBN) (x8)

The AutoBoot Register (ATBN) provides a means to automatically read boot code as part of the power-on reset,
or hardware reset process.

Table 79 AutoBoot register (x8)
Read/write Factory
Bit number Name Function N = Nonvolatile default Description
V=Volatile (binary)

Description: The STADR[22:0] bits set the starting
Starting Address Selection 0000000000 address from which the device will output the read data.

ATBN[31:9] STADR[22:0] | where AutoBoot will start N==R/W 0000000000

reading data from 000 Selection Options: Address Bits

Dependency: NfA

The STDLY[7:0] bits specify the initial delay (clock cycles)
needed by the host before it can accept data.

Note STDLY[7:0]=0x00 is valid for SPI up to 50MHz.
STDLY[8:1]=0x01 or higher is valid for SPI/DPI/QPI up to
166MHz. STDLY[7:0] = 0x05 or higher is valid for
OPI/HYPERFLASH™ up to 200MHz.

AutoBoot Read Starting

ATBN[8:1] STDLY([7:0] Delay Selection

N==R/W 00000000

Selection Options: Address Bits
Dependency: NfA

Description: The ATBTEN bit enables or disables the
AutoBoot feature.

AutoBoot Feature _ Selection Options:
ATBN[O] ATBTEN Selection N=>R/W 0 0 = AutoBoot feature disabled
1=AutoBoot feature enabled

Dependency: NfA

5.2.13 POR time register (PORT) (x8)
The POR Time register contain the count by which the RSTO# period is extended beyond POR period.
Table 80 POR time register (x8)

Non-Volatile-Memory Core Bits
Description
Bits Name Function Read[write Default
state

To extend the RSTO# period beyond the POR period, the

non-volatile POR Time Register must be programmed.
15:0 PORT_NV Power-On-Reset Time R/W FFFFh 0000000000000000b

1 11b

5.2.14 Sector erase count register (SECV) (x8)

The Sector Erase Count Register (SECV) contains the number of times the addressed sector has been erased.

Table 81 Sector erase count register (x8)
Read/write Factory
Bit number Name Function N = Nonvolatile default Description
V =Volatile (binary)
SECV[31:24] RESVRD Reserved for Future Use V=R 11111111 gg ifvfiittti:ﬁ?fj;é‘e’gdt;"igu;:ffuﬁsé;tgis bit must always
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Table 81 Sector erase count register (x8) (Continued)
Read/write Factory
Bit number Name Function N = Nonvolatile default Description
V=Volatile (binary)
Description: The SECCPT bit is used to determine if the
reported sector erase countis corrupted and was reset.
Note If SECCPT is set due to count corruption, it will
reset to 0 on the next successful erase operation on the
Sector Erase Count selected sector.
SECV[23] SECCPT Corruption Status Flag V==R 0 Selection Opions:
0 = Sector Erase Count is not corrupted and is valid
1 =Sector Erase Count is corrupted and is not valid
Dependency: N/A
Description: The SECVAL[22:0] bits store the number of
times a sector has been erased.
. . Sector Erase Count —
SECV[22:0] SECVAL[22:0] Value V=R 0 Selection Options: Value
Dependency: N/A

5.2.15 Memory array data integrity check CRC register (DCRV) (x8)

The Memory Array Data Integrity Check CRC Register (DCRV) stores the results of the CRC calculation on the data
contained between the specified starting and ending addresses.

Table 82 Memory array data integrity check CRC register (x8)
Read/write Factory
Bit number Name Function N = Nonvolatile default Description
V=Volatile (hex)

Description: The DTCRCV[31:0 bits store the checksum
value of the CRC process on the memory array data
contained within the starting address and the ending

Memory Array Data address.

DCRV[31:0] DTCRCV[31:0] | Integrity Check CRC v=>R OXFFFFFFFF

Checksum Value Selection Options: Checksum Value

Dependency: N/A

5.2.16 Interface CRC check-value register (ICRV) (x8)

The Interface CRC Check-value Register (ICRV) stores the results of the CRC calculation on the command and Data
Content over the interface for Protection.

Table 82 Interface CRC check-value register (x8)
Read/write Factory
Bit number Name Function N= Nonvolatile default Description

V=Volatile (hex)
Description: The ITCRCV[31:0] bits store the
check-value of the CRC process on the memory array
data contained within the starting address and the

ICRV[31:0] ITCRCV[31:0] gﬁggﬁ;ﬁﬁﬁglue V=R OxFFFFFFFF | endingaddress.

Selection Options: Checksum Value
Dependency: N/A
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5.2.17

Infineon® Endurance Flex architecture selection register (EFXx) (x8)

The Infineon® Endurance Flex architecture selection registers (EFXx) define the long retention / high endurance
regions based on a four pointer based architecture.

Table 84 Infineon® Endurance Flex architecture selection register (Pointer 4) (x8)
Read/write Factory
Bit number Name Function N = Nonvolatile default Description
V=Volatile (binary)
Description: The EPTAD4[8:0] bits define the 9-bit address
of the beginning sector from where the long retention [ high
. endurance region is defined.
EFX4[10:2] | EPTADA4[8:0] iggﬁé?gf:lfft'i';f” N==R/1 111111111
Selection Options: Pointer Address
Dependency: N/A
Description: The ERGNT4 bit defines whether the region is
long retention or high endurance.
EnduraFlex Pointer 4 ) Selection Options:
EFX4[1] ERGNT4 galsedt‘Reglon Type N=>R/1 1 0= Long Retention Sectors
election 1=High Endurance Sectors
Dependency: N/A
Description: The EPTEN4 bit defines whether the wear
leveling pointer is enabled/disabled
EnduraFlex Pointer 4 oy Selection Options:
EFX4[0] EPTEB4 Enable# Selection N=>R/1 1 0 = Pointer Address Enabled
1= Pointer Address Disabled
Dependency: N/A
Table 85 Infineon® Endurance Flex architecture selection register (Pointer 3) (x8)
Read/write Factory
Bit number Name Function N = Nonvolatile d?fault Description
V=Volatile (binary)
Description: The EPTAD3[8:0] bits define the 8-bit address of
the beginning sector from where the long retention / high
L endurance region is defined.
EFX3[10:2] | EPTAD3[8:0] Eggt‘gg 'Segfft'i’c‘f:' 3 N=>R/1 111111111
Selection Options: Pointer Address
Dependency: NfA
Description: The ERGNT3 bit defines whether the region is
long retention or high endurance.
. Eﬂdul‘aFle;g Pointer 3 ) Selection Options:
EFX3[1] ERGNT3 galsedt‘Regwon Type N==R/1 1 0= Long Retention Sectors
election 1=High Endurance Sectors
Dependency: NfA
Description: The EPTEN3 bit defines whether the wear
leveling pointer is enabled/disabled.
o EnduraFlex Pointer 3 e/ Selection Options:
ERGI0] EPTEB3 Enable# Selection N=>RA 1 0= Pointer Address Enabled
1= Pointer Address Disabled
Dependency: N/A
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Table 86 Infineon® Endurance Flex architecture selection register (Pointer 2) (x8)
Read/write Factory
Bit number Name Function N = Nonvolatile default Description
V=Volatile (binary)
Description: The EPTAD2([8:0] bits define the 9-bit address
of the beginning sector from where the long retention /
. high endurance region is defined.
EFX2[10:2] | EPTAD2[8:0] Egg“’a”;xl Pointer 2 N=>R/1 111111111
ress selection Selection Options: Pointer Address
Dependency: N/A
Description: The ERGNT2 bit defines whether the region is
long retention or high endurance.
EnduraFlex Pointer 2 . N
ERC[1] ERGNT2 based Region Type N=>R/1 1 Si'igtm‘?g”Rgf;‘;Eﬂ’ Sectors
Selection 1=High Endurance Sectors
Dependency: N/A
Description: EPTEN2 bit defines whether the wear leveling
pointer is enabled/disabled.
EnduraFlex Pointer 2 e Selection Options:
ERX2[0] EPTEB2 Enable# Selection N=RA1 1 0= Pointer Address Enabled
1= Pointer Address Disabled
Dependency: N/A
Table 87 Infineon® Endurance Flex architecture selection register (Pointer 1) (x8)
Read/write Factory
Bit number Name Function N = Nonvolatile default Description
V=Volatile (binary)
e EPTAD1[8:0] bitsdefine the 9-bit address
ng sector from where the long retention /
. high endurance region is defined.
EFX1[10:2] | EPTAD1[E:0] igg;‘ggf;gft'gf” N==R/L 111111111
Selection Options: Pointer Address
Dependency: N/A
Description: The ERGNT1 bit defineswhether the region is
long retention or high endurance.
EnduraFlex Pointer 1 . . .
EFX1[1] ERGNTL based Region Type N=>R/L 1 éi'f_g'\‘;”@fg‘n‘z;fn' Sectors
Selection 1 =High Endurance Sectors
Dependency: N/A
Description: The EPTEN1 bit defines whether the wear
leveling pointer is enabled/disabled.
- EnduraFlex Pointer 1 _ Selection Options:
EFX1[0] EPTEEL Enable# Selection N=>R/1 1 0 = Pointer Address Enabled
1 =Pointer Address Disabled
Dependency: N/A
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Table 88

Infineon® Endurance Flex architecture selection register (Pointer 0) (x8)

Bit number Name Function

Read/write
N = Nonvolatile
V=Volatile

Factory
default

(binary)

Description

All Sectors based

EFXO[L] Region type Selection

GBLSEL

N=>R/1

Description: The GBLSEL bit defines whether all sectors
are defined as long retention region or high endurance
region.

Note If all other Pointer registers are disabled, this bit
defines the behavior of the entire memory space and is
hardwired to start at Sector 0.

Selection Options:
0 = Long Retention Sectors
1=High Endurance Sectors

Dependency: N/A

Wear Leveling Enable

EFX0[0] Selection

WRLVEN

N=>R/1

Description: The WRLVEN bit enables/disables the wear
leveling feature.

Selection Options:
0 = Wear Leveling Disabled
1=Wear Leveling Enabled

Dependency: N/A

5.2.18

INT# pin configuration register (INCV) (x8)

The INT# pin Configuration Register (INCV) configures which internal event will trigger a High to Low transition

on the INT# output pin.
Table 89

Interrupt configuration register (x8)

Bit number Name Function

Read/write
N = Nonvolatile
V = Volatile

Factory
default
(binary)

Description

INT# pin Enable

INCV[15] Selection

INTBEN

V=>R/W

Description: The INT# pin is an open-drain output used
to indicate to the host system that an event has
occurred within the memory device. The INTBEN bit
enables or disables the functionality controlling INT#
pin.

Selection Options:

0=INT# pin functionality is enabled

1=INT# pin functionality is disabled

Dependency: N/A

INCV[14] RESRVD

Reserved for Future Use

V==R/W

11

These bits are Reserved for future use. This bit must
always be written/loaded to its default state.

INCV[13:5] RESRVD

Reserved for Future Use

V==R/W

111111111

These bits are Reserved for future use. This bit must
always be written/loaded to its default state.

Ready/Busy Transition

REYESY Selection

INCV[4]

V==R/W

Description: The REYBSY bit enables or disables
whether device ready/busy state will transition INT#.

Selection Options:

0=A Busy to Ready transition will cause a High to Low
transition on the INT# output

1= Ready/Busy transitions will not transition the INT#
output

Dependency: N/A

INCV[3:2] RESRVD

Reserved for Future Use

V=>R/W

11

These bits are Reserved for future use. This bit must
always be written/loaded to its default state.
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Table 89 Interrupt configuration register (x8) (Continued)
Read/write Factory
Bit number Name Function N =Nonvolatile default Description
V =Volatile (binary)
Description: The ECC2BT bit enables or disables
whether a 2-bit ECC detection error will transition INT#.
Selection Options:
11 ECC 2-bit Error P 0 = 2-bit ECC detection will cause a High to Low
INCV[1] EccaeT Detection Selection V=RiW 1 transition the INT# output
1=2-bit ECC detection will not transition the INT#
output
Dependency: N/A
Description: The ECC1BT bit enables or disables
whether a 1-bit ECC detection and correction error will
transition INT#.
ECC 1-bit Error Selection Options:
INCV[0] ECC1BT Detection and V==R/W 1 0= 1-bit ECC detection and correction will cause a High
Correction Selection to Low transition the INT# output
1=1-bit ECCdetection and correction will not transition
the INT# output
Dependency: N/A

5.2.19 INT# pin status register (INSV) (x8)

The INT# Pin Status Register (INSV) indicates which internal event(s) has occurred since the last time the ISR was
cleared.

Table 90 Interrupt status register (x8)
Read/write Factory
Bit number Name Function N = Nonvolatile default Description
V= Volatile (binary)
: _ _ 1111111111 | These bits are Reserved for future use. This bit must
INSV[15:5] RESRVD Reserved for Future Use v=>R/W 1 always be written/loaded to its default state.
Description: The REYBSY bit indicates whether the
device's ready/busy status has caused a transition on
INT#.
INSV[4] REYBSY Ready/Busy Transition V=>R/W 1 Selection Options:
0=ABusy to Ready transition has occurred
1=ABusy to Ready transition has not occurred
Dependency: N/A
These bits are Reserved for future use. This bit must
B v = /
INSV[3:2] RESRVD Reserved for Future Use V=>R/W 11 always be written/loaded to its default state.
Description: The ECC2BT bit indicates whether a 2-bit
ECC detection error has caused a transition on INT#.
ECC 2-bit Error _ Selection Options:
INSV[1] Eccaet Detection v=>RW 1 0= 2-bit error detection has occurred
1=2-bit error detection has not occurred
Dependency: N/A
Description: The ECC1BT bit indicates whether a 1-bit
ECC correction error has caused a transition on INT#.
ECC 1-bit Error . A
INSVIO] ECCIBT Detection and v=>RW 1 Seilelfaﬁlggpggrsr.e(ticn has occurred
Correction e TS
1=1-bit error correction has not occurred
Dependency: N/A
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5.3 Legacy (x1) SPI registers
5.3.1 Status register 1 (STR1x) (x1)

Status Register 1 contains both status and control bits. The functionality of supported Status Register 1 type is
described in Table 91.

Table 91 Status register 1 (x8)%°]

Read/write Factory
Bit number Name Function N = Nonvolatile default Description
V=Volatile (binary)

STRIN[T] N-=R This bit is Reserved for future use. This bit must always be
STR1V[T] RESRVD Reserved for Future Use V-=R 0 written/loaded to its default state.

Description: The PRGERR bit indicates program operation
success or failure. When the PRGERR bitis set to a ‘1), it
indicates that there was an error in the last programming
operation. PRGERR bit is also set when a program operation
is attempted within a protected memory region. When
PRGERR s set, it can only be cleared with the Clear Status
Register (CLSTR_0_0) transaction or a hardware/software
Programming Error ~ reset.
STRIVIE] PRGERR Status Flag V=R 0 Note The device will only go to standby mode once the
PRGERR flag is cleared.

Selection Options:
0 = Last programming operation was successful
1=Last programming operation was unsuccessful

Dependency: N/A

Description: The ERSERR bit indicates erase operation
success or failure. When the ERSERR bit is setto a ‘1) it
indicates that there was an error in the last erasing
operation. ERSERR bit is also set when a erase operation is
attempted within a protected memory sector. When
ERSERR s set, it can only be cleared with the Clear Status
Register (CLSTR_0_0) transaction or a hardware/software
Erasing Error Status - reset.
STRIVIS] ERSERR Flag V=R 0 Note The device will enly go to standby mode once the
ERSERR flag is cleared.

Selection Options:
0 = Last erase operation was successful
1 = Last erase operation was unsuccessful

Dependency: N/A

STRIN[4:2] N->R These bits are Reserved for future use. They must always be
STR1V[4:2] RESRVD Reserved for Future Use V-=R 000 written/loaded to their default state.

Note

25.STR1x value during POR, Hardware Reset, DPD Exit, and CS# Signaling Reset is not valid.
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Table 91 Status register 1 (xs)[25] (Continued)

Read/write Factory
Bit number Name Function N = Nonvolatile default Description
V=Volatile (binary)

Description:
The WRPGEN bit must be set to ‘1’ to enable all program,
erase or register write operations - it provides protection
against inadvertent changes to memory or register values.
The Write Enable (WRENB_0_0) and Write Enable Volatile
(WRENV_0_0) transactions set the WRPGEN bit to ‘1’ to
allow program, erase or write transactions to execute. The
Write Disable (WRDIS_0_0) transaction resets WRPGEN to a
‘0" to prevent all program, erase, and write transactions
Write/Program Enable from execution. The WRPGEN bit is cleared to ‘0" at the end
V>R 0 y PR
Status Flag of any successful program, erase or register write
operation. After a power down / power up sequence ora
hardware/software reset, the Deep Power Down WRPGEN
bit is cleared to ‘0.

STRIV[1] WRPGEN

Selection Options:
0 = Program, erase or register write is disabled
1=Program, erase or register write is enabled

Dependency: N/A

Description:

The RDYBSY bit indicates whether the device is performing
an embedded operation or is in standby mode ready to
receive new transactions.

Note The PRGERR and ERSERR status bits are updated
while RDYBSY is set. If PRGERR or ERSERR are set, the
RDYBSY bit will remain set indicating the device is busy and
unable to receive new transactions. A Clear Status Register
(CLSTR_0_0) transaction must be executed to return the
device to standby mode.

Device Ready/Busy

STRIV[O] RDYBSY | Gtatus Flag

V-=R 0

Selection Options:

0 = Device is in standby mode ready to receive new
operation transactions

1=Device is busy and unable to receive new operation
transactions

Dependency: N/A

Note
25.STR1x value during POR, Hardware Reset, DPD Exit, and CS# Signaling Reset is not valid.
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5.3.2 Status register 2 (STR2x) (x1)

Status Register 2 provides device status on operations. The functionality of supported Status Register 2 type is
described in Table 92.

Table 92 Status register 2 (xl}[zsl

Read/write Factory
Bit number Name Function N = Nonvolatile default Description
V=Volatile (binary)

.51 - This bit is Reserved for future use. This bit must always be
STR2V[T:5] RESRVD Reserved for Future Use V-=R 0 written/loaded to its default state.

Description: The DICRCS bit is used to determine when the
dev[\jce isin Memory Array Data Integrity Check CRC suspend
moae.

Memory Array Data Selection Options:

STR2V([4] DICRCS Integrity Check CRC V-=R 1] 0=Memory Array Data Integrity Check CRC is not in suspend
Suspend Status Flag mode

1= g1erncryArray Data Integrity Check CRC is in suspend
mode

Dependency: N/A

Description: The DICRCAbitindicates that the Memory Array
Data Integrity Check CRC calculation operation was
aborted. The abort condition is based on ending address
(ENDADD) and starting address (STRADD) relationship. If
ENDADD < STRADD + 3, then DICRCA will be set and the
device will return to the Standby state. DICRCA flag gets
cleared at the next Data Integrity CRC calculation operation
when ENDADD = STRADD + 3.

Memory Array Data
STR2V(3] DICRCA Integrity Check CRC V=R 0

Abort Status Flag Selection Options:

0=Memory Array Data Integrity Check CRC calculation Is not
aborted

1= Memory Array Data Integrity Check CRC calculation is
aborted

Dependency: NfA

Description: The SESTAT bit indicates whether the erase
operation on the sector completed successfully. Evaluate
Erase Status transaction (EVERS_4_0) must be executed
prior to reading SESTAT bit which specifies the sector
address.

Sector Erase
STR2V(2] SESTAT Success/Failure Status V-=R 1]

Flag Selection Options:

1=Addressed sector (EVERS_4_0) was erased successfully
0 = Addressed sector (EVERS_4_0) was not erased success-
fully

Dependency: NfA

Description: The ERASES bit is used to indicate if the Erase
operation is suspended.

Erase operation
Suspend Status Flag

Selection Options:
0 = Erase operation is not in suspend mode
1=Erase operation is in suspend mode

STR2V(1] ERASES

Dependency: Nf/A

Description: The PROGMS bit is used to indicate if the
Program operation is suspended.

Program operation B Selection Options:
STR2V[0] PROGMS Suspend Status Flag VR 0 0 = Program operation is not in suspend mode
1=Program operation is in suspend mode

Dependency: N/A

Note
26.STR2x value during POR, Hardware Reset, Software Reset, DPD Exit, and CS# Signaling Reset is not valid. STR2x bits are valid only when SRT1V[0] /
RDYBSY=0.
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5.3.3

Configuration register 1 (CFR1x) (x1)

Configuration Register 1 controls interface and data protection functions.

Table 93 Configuration register 1 (x1)
Read/write Factory
Bit number Name Function N = Nonvolatile default Description
V =Volatile (binary)
CFRIN[T] N -= R/W This bitis Reserved for future use. This bit must always be
CFR1V[7] RESRVD Reserved for Future Use V->R/W 0 written/loaded to its default state.
Description: The SP4KBS bit selects whether the 4KB
I PLPROT =0 sectorsare grouped together orevenly split between High
Split 4KB Sectors N> R/W and Low address ranges.
CFRIN[6] selection between top V=R . .
SP4KBS _ 0 Selection Options:
CFR1V[6] and bottom address \fPLrE’iORT'—l 0= 4KB Sectors are grouped together
space V=R 1=4KB Sectors are split between High and Low Addresses
Dependency: TB4KBS(CFRLN[2])
Description: TBPROT selects a memory address range
(lowest or highest) to remain readable during Read
If PLPROT =0 Password Protection mode even before a successful
Top or Bottom Address N -= R/W Password entry is completed.
CFRIN[S] : V=R
CFRIV[S] TBPROT ﬁiﬁﬁ‘;gf‘” Read IFPLPROT =1 0 Selection Options:
N->R 0=Top half of the address range
V>R 1= Bottom half of the address range
Dependency: NfA
Description: The PLPROT bit permanently protects 4KB
Sector location.
Note PLPROT protects SP4KBS, TBPROT, and TB4KBS
. bits;rom p;;oglagw arf}dferase aan itis reclg)mmendedbto
Permanent Locking . configure these bits before configuring the PLPROT bit.
P PLPROT | selection of 4KB Sector NoRL 0 o
Architecture Selection Options:
0=4KB Sector Location is not protected
1=4KB Sector Location is protected
Dependency: N/A
CFRIN[3] N -= R/W This bitis Reserved for future use. This bit must always be
CFR1V[3] RESRVD Reserved for Future Use V-=R/W 0 written/loaded to its default state.
Description:
The TB4KBS bit defines the logical address location of the
4KB sector block. The 4KB sector block replacesthe fitting
If PLPROT=0 portion of the highest or lowest address sector.
CRRIN[2] Top or Bottom Address N Selection Options:
CFR1V([2] TBAKBS gzs&;,ﬁl;i‘on for 4KB IfPLPROT =1 0 0=4KB Sector Block is in the bottom of the memory
N->R address space
V>R 1=4KB Sector Block is in the top of the memory address
space
Dependency: SPAKBS (CFR1x[6])
CFRIN[1] N -= R/W This bit is Reserved for future use. This bit must always be
CFR1V[1] RESRVD Reserved for Future Use V-=R/W 0 written/loaded to its default state.
Description:
The TLPROT bit temporarily protects sector architecture
from any changes.
Temporary Locking Note TLPROT protects SP4KBS, TBPROT, and TB4KBS
CFRINI[0] TLPROT selection of Legacy N-=R 0 bits from program and erase.
CFR1V[0] Block Prcteﬁicn and V== R/W Selection Options:
Sector Architecture 0=4KB Sector Location are not protected
1=4KB Sector Location are temporarily protected
Dependency: NfA
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Table 94 4KB parameter sector location selection
SP4KBS TB4KBS 4KB location
0 0 4KB physical sectors at bottom (Low address)
0 1 4KB physical sectors at top, (High address)
1 X 4KB Parameter sectors are split between top (High Address) and bottom (Low Address)
Table 95 PLPROT and TLPROT protection
PLPROT TLPROT Array protection and 4K sector
0 0 Unprotected (Unlocked)
1 X TBPROT, SP4KBS, TB4KBS - Permanently Protected (Locked)
0 1 TBPROT, SP4KBS, TB4KBS - Protected (Locked) till next Power-down
5.3.4 Configuration register 2 (CFR2x) (x1)

Configuration Register 2 controls the memory read latency selection.

Table 96 Configuration register 2 (x1)
Read/write Factory
Bit number Name Function N = Nonvolatile default Description
V=Volatile (binary)
Description:
The ADRBYT bit controls the expected address length for all
instructions that require address and is selectable between
, Address Byte Length . 3 Bytes or 4 Bytes.
CFR2N[7] ADREYT lection between 3 ord N->R/W 0
CFR2v[7] Ei'teecs \“grr.llnit\;fci?oncs)r V- RW Selection Options:
0 = Instructions will use 3 Bytes for address
1=Instructions will use 4 Bytes for address
Dependency: N/A
CFR2N[6:4] N->R/W These bits are Reserved for future use. This bit must always
CFR2V[6:4] RESRVD Reserved for Future Use V- RW 000 be written/loaded to its default state.
Description: The MEMLAT[3:0] bits control the read latency
(dummy cycles) delay in all variable latency memory array
and Nonvolatile Register read transactions. MEMLAT
selection allows the user to adjust the read latency during
normal operation based on different operating frequencies.
Memory Array Read
CFR2N[3:0] MEMLAT[3:0] Latency selection - N-= R/W 1000 Selection Options:
CFR2V[3:0] - Dummy cycles required V-=R/W 0000 = 0 Latency Cycles Selection based on transaction
for initial data access opcodes
1111=15 Latency Cycles Selection based on transaction
opcodes
Dependency: N/A
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Table 97 Latency code (Cycles) versus frequencym' 28, 30]
SDR SPI read transactions (MHz)
(15-15-15)
RDAY2_C_0
Latency code CR Number of cycles RDSSR_4_0
RDARG_4_0'°
RDECC_4_0
RDPPB_4_0
0000 0 50
0001 1 68
0010 2 81
0011 3 93
0100 4 106
0101 5 118
0110 [ 131
0111 7 143
1000 8 156
1001 9 166
1010 10 166
1011 11 166
1100 12 166
1101 13 166
1110 14 166
1111 15 166
Notes

27.When using the ECC error reporting mechanisms, the read output data must be at least 2 bytes for correct ECC reporting.

28.SCK frequency = 200MHz SDR, or = 200MHz DDR is not supported by HS-T family of devices and SCK frequency > 166MHz SDR, or > 166MHz DDR is
not supported by HL-T family of devices.

29. RDARG_4_0 uses these latency cycles for reading Nonvolatile registers.

30.RSFDP_3_0 always have a dummy cycle of eight and the maximum frequencies for different interfaces related to eight dummy cycles.
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5.3.5

Table 98

Configuration register 3 (CFR3x) (x1)

Configuration Register 3 controls transaction behavior.

Configuration register 3 (x1)

Bit number

Name

Function

Read/write
N = Nonvolatile
V=Volatile

Factory
default

(binary)

Description

CFR3N[7:6]
CFR3V[7:6)

VRGLAT[1:0]

Volatile Register Read
Latency selection -
Dummy cycles required
for initial data access

N->R/W
V->R/W

00

Description: The VRGLAT[1:0] bits control the read
latency (dummy cycles) delay in all variable latency
register read transactions. VRGLAT[1:0] selection allows
the user to adjust the read latency during normal
operation based on different operating frequencies.

See Table 99.

Selection Options:

00, 01, 10, 11 Latency Cycles Selection based on trans-
action opcodes

Dependency: NfA

CFR3N[S]
CFR3V[5]

BLKCHK

Blank Check selection
during Erase operation
for better endurance

N = R/W
V= R/W

Description: The BLKCHK bit selects whether a sector is
checked before issuing an erase operation. When this
feature is enabled an erase transaction first evaluates
the erase status of the sector. If the sector is found to
erased, the erase operation is aborted. In other words,
the erase operation is only executed if programmed bits
are found in the sector. Disabling BLKCHK executes an
erase operation unconditionally.

Selection Options:

0 =Blank Check is disabled before executing an erase
operation

1=Blank Check evaluation is enabled before executing
an erase operation

Dependency: NfA

CFR3N[4)
CFR3V[4]

PGMBUF

Program Buffer Size
selection

N-=R/W
V-=R/W

Description: The PGMBUF bit selects the Programming
Buffer size which is used for page programming.
Program buffer size affects the device programming
time.

Note If programming data exceeds the program buffer
size, data gets wrapped.

Selection Options:
0 =256 Byte Write Buffer Size
1=512 Byte Write Buffer Size

Dependency: NfA

CFR3N[3)
CFR3V[3]

UNHYSA

Uniform or Hybrid
Sector Architecture
selection

N-=R/W
V>R

Description: The UNHYSA bit selects between uniform
(all 256KB sectors) or hybrid (4KB sectors and 256KB
sectors) sector architecture. If hybrid sector architecture
is selected, 4KB sector block is made part of the main
Flash array address map. The 4KB sector block can
overlay at either the highest or the lowest address range
of the device. If uniform sector architecture is selected,
4KB sector block is removed from the address map and
all sectors are of uniform size.

Note Hybrid sector architecture also enables 4KB Sector
Erase transaction (20h). Otherwise, 4KB Sector Erase
transaction, if issued, is ignored by the device.

Selection Options:

0 = Hybrid Sector Architecture (combination of 4KB
sectors and 256KB sectors)

1= Uniform Sector Architecture (all 256KB sectors)

Dependency: SPAKBS(CFRIN[6]), TB4KBS(CFRIN[2])

CFR3N[2]
CFR3V[2]

RESRVD

Reserved for Future Use

N-=R/W
V= R/W

This bit is Reserved for future use. This bit must always
be written/loaded to its default state.
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Table 98 Configuration register 3 (x1) (Continued)
Read/write Factory
Bit number Name Function N = Nonvolatile default
V=Volatile (binary)
The INTFTP bit selects the interface of the device
between HYPERBUS™ and legacy (x1) SPI.
r Interface type selection F : e
CFR3N[1] o N-=R/W Selection Options:
CFR3V[1] INTFTP ';‘ﬂ’-g“ﬁegﬁﬁ E?Eg‘s' Vo> RIW 0 1= HYPERBUS™ interface
gacy 0=Legacy (x1) SPI
Dependency: N/A
CFR3N[0] ) N-=R/W This bit is Reserved for future use. This bit must always
CFR3V[0] RESRVD Reserved for Future Use V-=R/W 0 be written/loaded to its default state.
Table 99 Register latency code (cycles) versus frequency

SDR SPI register transaction latency dummy cycles (15-15-15;

d RDPLE_0_0
Latency code Freauency’3!] RDARG_4_0/* RDIDN_0_0
quency RDDYB_3_0 RDSR1_0_0
RDSR2_0_0
00 50MHz 0 0
o1 133MHz 1 0
10 133MHz 1 1
1 166MHz 2 2

Notes

31.SCK frequency > 166MHz SDR, is not supported.
32.RDUID_4_0 alway has 32 cycles of latency. Maximum frequency under SDR SPI is 166MHz, under HS-T SDR/DDR Octal is 200MHz and under HL-T

SDR/DDR Octal is 166MHz.
33.RDARG_4_0 uses these dummy cycles for reading Volatile registers.
34.RDCRC_4_0alway has 8 cycles of latency. Maximum frequency under SDR SPIis 166MHz, under HS-T SDR/DDR Octal is 200MHz and under HL-T SDR/DDR

Qctal is 166MHz.
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5.3.6

Configuration register 4 (CFR4x) (x1)

Configuration Register 4 controls the main flash array read transactions burst wrap behavior and output driver

impedance.
Table 100 Configuration register 4 (x1)
Read/write Factory
Bit number Name Function N = Nonvolatile default Description
V= Volatile (binary)
Description: The I0IMPD([2:0] bits select the 10 driver
output impedance (drive strength). The output
impedance configuration bits adjust the drive strength
during normal device operation to meet system signal
integrity requirements.
Selection Options:
. . 000=450
CFR4N[T:5] . 1/O Driver Qutput N-=R/W _
CFR4V[T:5] I0IMPD(2:0] Impedance selection V->=R/W 101 3% - é%?{)
011=600
100=450
101=300 (Factory Default)
110=200
111=150
Dependency: N/A
Description: The RBSTWP bit selects the read burst wrap
feature. It allows the device to enter and exit burst
wrapped read mode during normal operation. The wrap
length is selected by RBSTWL[1:0] bits.
CFR4N[4] RBSTWE Read Burst Wrap Enable N -= R/W 0
CFRAV[4] selection V->=R/W Selection Options:
0=Read Wrapped Burst disabled
1=Read Wrapped Burst enabled
Dependency: RBSTWL[1:0] (CFR4x[1:0])
Description: The ECC125 bit selects between 1-bit ECC
error detection/correction or both 1-bit ECC error
detection and correction and 2-bit ECC error detection.
This configuration option affects Address Trap Register
and ECC Counter Register functionalities as well. The
host needs to erase and reprogram the data in the
Error Correction Code SEMPER™ Flash memory upon ECC configuration
CFR4N[3] ECC12S (ECC) 1-bitor 1-bit/2-bit N-> R/W 1 change (1-bit correction to 1-bit correction and 2-bit
CFR4V([3] error correction V-=R/W detection or vice versa).
selection
Selection Options:
0= 1-bit ECC Error Detection/Correction
1=1-bit ECC Error Detection/Correction and 2-bit ECC
error detection
Dependency: N/A
Description: The DPDPOR bit selects if the device will be
in either Deep Power Down (DPD) mode or the Standby
mode after the completion of POR. If enabled, DPDPOR
configures the device to start in DPD mode to reduce
current consumption until the device is needed. If the
device is in DPD, a pulse on CS# or a Hardware reset will
Deep Power Down return the device to Standby mode.
CFR4N[2] DPDPOR power saving mode N-> R/W 0
CFRaV[2] entry selection upon V-=R Selecti A
POR election Options: i
0=Standby mode is entered upon the completion of
POR
1=Deep Power Down Power mode is entered upon the
completion of POR
Dependency: N/A
Description: The RBSTWL[1:0] bits select the read burst
wrap length and alignment during normal operation. It
selects the fixed length/aligned group of 8-, 16-, 32-, or
64-bytes.
CFR4N[1:0] . Read BurstWrap Length N-> R/W Selection Options:
CFR4V[1:0] RBSTWL[1:0] selection V-=R/W 0o 00 = 8 Bytes Wrap length
01 =16 Bytes Wrap length
10=232 Bytes Wrap length
11 =64 Bytes Wrap length
Dependency: RBSTWP (CFR4x[4])
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Table 101 Output data wrap sequence
Wrap boundary (Bytes) Start address (Hex) Address sequence (Hex)
Sequential XX000X03 03, 04, 05,06, 07, 08, 09, 0A, 0B, 0C, 0D, OE, OF, 10, 11, 12, 13, 14, 15, 16, 17, 18.
8 Y0000K00 00, 01, 02, 03, 04, 05, 06, 07, 00, 01, 02.
8 300000407 07,00, 01, 02, 03, 04, 05, 06, 07, 00, OL.
16 Y0000(02 02,03, 04, 05, 06, 07, 08, 09, 0A, 0B, 0C, 0D, O, OF, 00, 01, 02, 03
16 XHOOKXOC 0C, 0D, OE, OF, 00, 01, 02, 03, 02, 03, 04, 05, 06, 07, 08, 09, 0A, 0B, 0C, 0D, OE.
0A, 0B, 0C, 0D, OE, OF, 10, 11, 12, 13, 14, 15, 16, 17, 18, 19, 1A, 1B, 1C, 1D, 1E,
32 XOOKOA 1F, 00, 01, 02, 03, 04, 05, 06, 07, 08, 09, OA, OB, OC, 0D, OE, OF.
1E, 1F, 00, 01, 02, 03, 04, 05, 06, 07, 08, 09, 0A, 0B, OC, 0D, OF, OF, 10, 11, 12,
32 KHKXXKIE 13,14,15,16,17,18,19, 1A, 1B, 1C, 1D, 1E, 1F,00.
03, 04, 05, 06, 07, 08, 09, 0A, 0, 0C, 0D, OF, OF, 10, 11, 12, 13, 14, 15, 16, 17,
64 00000403 18,19, 1A, 1B, 1¢, 1D, 1, 1F, 20, 21, 22, 23, 24, 25, 26, 27, 28, 29, 2A, 2B, 2C,
2D, 2€, 2F, 30, 31, 32, 33, 34, 35, 36, 37, 38, 39, 3A, 3B, 3C, 3D, 3E, 3F 00, 01, 02.
2E, 2F, 30, 31, 32, 33, 34, 35, 36, 37, 38, 39, 3, 3B, 3C, 3D, 3€, 3F, 00, 01, 02,
64 XXXXXX2E 03,04, 05, 06, 07, 08, 09, OA, OB, 0C, 0D, O, OF, 10, 11, 12, 13, 14, 15, 16, 17,
18,19, 1A, 1B, 1C, 1D, 1E, 1F, 20, 21, 22, 23, 34, 35, 36, 37, 28, 29, 2A, 2B, 2C, 2D.
5.3.7 Interface CRC enable register (ICEV) (x1)

Interface CRC Enable Register controls the enabling/disabling of the Interface CRC function.

Table 102 Interface CRC enable register (x1)
Readfwrite Factory
Bit number Name Function N = Nonvolatile default Description
V =Volatile (binary)
This bit is Reserved for future use. This bit
ICEV[7:1] RESVRD Reserved for Future Use V-=R 0000000 | must always be written/loaded to its default
state.
Description: The ITCRCE bit controls
enabling/disabling of the Interface CRC
function.
ICEV[0] ITCRCE Interface CRC Selection V->R/W 0 Selection Options:
0= Interface CRC Enabled
1=Interface CRC Disabled
Dependency: N/A
5.3.8 Interface CRC check-value register (ICRV) (x1)

The Interface CRC Check-value Register (ICRV) stores the results of the CRC calculation on the command and Data
Content over the interface for Protection.

Table 103 Interface CRC check-value register (x1)
Readfwrite Factory
Bit number Name Function N = Nonvolatile default Description
V=Volatile (hex)
Description: The ITCRCV[31:0] bits store the
check-value of the CRC process on the
memory array data contained within the
ICRV[31:0] ITCRCV[31:0] ?ggéfl?scfnfs(a:lue VR OXFFFEFFFF starting address and the ending address.
Selection Options: Checksum Value
Dependency: N/A
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5.3.9 Memory array data integrity check CRC register (DCRV) (x1)

The Memory Array Data Integrity Check CRC Register (DCRV) stores the results of the CRC calculation on the data
contained between the specified starting and ending addresses.

Table 104 Memory array data integrity check CRC register (x1)

Readfwrite Factory
Bit number Name Function N = Nonvolatile default Description
V=Volatile (hex)
Description: The DTCRCV[31:0 bits store the
checksum value of the CRC process on the
Memory Array Data memory array data contained within the
DCRV[31:0] DTCRCV[31:0] | Integrity Check CRC V>R 0x00000000 | Starting address and the ending address.
Checksum Value Selection Options: Checksum Value
Dependency: N/A

5.3.10 ECC status register (ESCV) (x1)

The ECC Status Register (ESCV) contains the ECC status of any error correction action performed on the unit data
whose byte was addressed during last read.

Note Unit data is defined as the number of bytes over which the ECC is calculated. HL-T/HS-T family devices have
a 16 bytes (128 bits) unit data.

Table 105 ECC status register (x1)

Read/write Factory
Bit number Name Function N = Nonvolatile default Description
V =Volatile (binary)

o 3 This bitis Reserved for future use. This bitmust always be
ECSV[T:5] RESRVD Reserved for Future Use V->R 000 written/loaded to its default state. ¥
Description: The ECC2BT bit indicates that a 2-bit ECC
Errorwas detected in the data unit (16 bytes). A Clear ECC
Status Register transaction (CLECC_0_0) will reset
ECC2BT.

Note ECC2BT is updated every time any memory address
isread and is sticky, i.e. once itis set, it remains set. The
; ECC2BT status is maintained until a Clear ECC Status
ECC Error 2-bit Error V=R 0 Register transaction (CLECC_0_0) is executed.

Detection Flag Note ECC1BT is not valid if ECC2BT status flag is set.

ECSV[4] ECC2BT

Selection Options:

0 =No 2-Bit ECC Error was detected in the data unit (16
bytes)

1=2-bit ECC Error was detected in the data unit (16 bytes)

Dependency: CFR4x[3]

Description: The ECC1BT bit indicates that a 1-bit ECC
Error was detected and corrected in the data unit (16
bytes). A Clear ECC Status Register transaction
(CLECC_0_0) will reset ECC1BT.

Note ECC1BT is updated every time any memory address
5 isread and is sticky, i.e. once it is set, it remains set. The
ECC Error 1-bit Error ECC1BT status is maintained until a Clear ECC Status

ECSV[3] ECC1BT Detection and V>R Q Register transaction (CLECC_0_0) is executed.
Correction Flag

Selection Options:

0=No 1-Bit ECC Error was detected in the data unit (16
bytes)

1=1-bit ECC Error was detected in the data unit (16 bytes)

Dependency: N/A

ECSV[2:0] RESRVD Reserved for Future Use V=R 000 This bitjs Reserved for future use. This bit must always be
written/loaded to its default state.
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5.3.11 ECC address trap register (EATV) (x1)

The ECC Address Trap Register (EATV) stores the address of the ECC unit data where either a 1-Bit/2-Bit error or
only a 1-Bit error occurred during a read operation. It stores the ECC unit address of the first ECC error captured
during a memory read operation since the last Clear ECC transaction.

Table 106 ECC address trap register (x1)

Read/write Factory
Bit number Name Function N = Nonvolatile default Description
V=Volatile (hex)

Description: The Address Trap Register (ECCATP[31:0])
stores the ECC unit data address where a 1-Bit/2-Bit
error occurred during a read operation. ECCATP[31:0]
stores the ECC unit address of the first ECC error
captured during a memory read operation since the
last Clear ECC Status Register transaction
(CLECC_0_0).

Note ECCATP[31:0] is only updated during Read
Instruction.

Note Clear ECC Status Register transaction
(CLECC_0_0), POR or Hardware/Software reset clears
the EATV[31:0] to 0x00000000.

ECC1-bitand2-bitError

Address Trap Register V=R 000000000

TV[31:0] | ECCATP[31:0]

Selection Options: ECC Error Data Unit Address

Dependency: N/A

5.3.12 ECC error detection count register (ECTV) (x1)

The ECC Error Detection Counter Register (ECTV) stores the number of either 1-Bit/2-Bit or only 1-Bit ECC errors
have occurred during read operations since the last POR or hardware/software reset.

Table 107 ECC count register (x1)

Read/write Factory
Bit number Name Function N = Nonvolatile default Description
V =Volatile (hex)

Description: The ECCCNT[15:0] stores the number of
1-bit/2-bit ECC errors occurred during read operations
since the last POR or hardware/software reset.

Note ECCCNT[15:0] is only updated during Read
Instruction.

Note Only one ECC error is counted for each data unit.
If multiple read transactions access the same unit data
containing an ECC error, the ECCCNT([15:0] will

V>R 0x0000 increment each time the unit data is read.

Note Once the count reaches OxFFFF, the ECCCNT[15:0]
will stop incrementing

Note POR or Hardware/Software reset clears the
ECCNT[15:0] to 0x0000.

ECC 1-bitand 2-bit Error

ECTV(1S:0] | ECCONTUIS0) | connvae ot

Selection Options: ECC Error Count

Dependency: N/A

5.3.13 Advanced sector protection register (ASPO) (x1)
The ASP Register (ASPO) configures the behavior of Advanced Sector Protection scheme.

Table 108 Advanced sector protection register (x1)

Read/write Factory
Bit number Name Function N = Nonvolatile default Description
V =Volatile (binary)
ASPO[15:6] RESRVD Reserved for Future Use N=>R/1 1111111111 This bit is Reserved for future use. This bit must always be

written/loaded to its default state.

Description: The ASPRDP bit selects the Read Password
Mode Protection mode. Read Password Protection mode
works in conjunction with Password Protection mode to
protect all sectors from Read/Erase/Program. Based on
TBPROT configuration bit (CFR1x[5]), either the top or
bottom sector is available for reading.

Read Password Based

ASPO[3] ASPRDP Protection Selection N==R/L 1
Selection Options:
0= Read Password Protection Mode is enabled
1=Read Password Protection Mode is disabled
Dependency: TBPROT (CFR1x[5])
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Table 108

Advanced sector protection register (x1) (Continued)

Bit number

Name

Function

Read/write
N = Nonvolatile
V=Volatile

Factory
default

(binary)

Description

ASPO[4]

ASPDYB

Dynamic Protection
(DYB) for all sectors at
power-up Selection

N=>R/1

Description: The ASPDYB bit selects whether all DYB bits
(sectors) are in the protected state following power-up or
hardware reset. DYB bits will individually need to be reset to
change sector protections.

Selection Options:

0=DYB based sector protection enabled at power-up or
hardware reset

1=DYB based sector protection disabled at power-up or
hardware reset

Dependency: N/A

ASPO[3]

ASPPPB

Permanent Protection
(PPB) bits for all sectors
programmability
Selection

N=>R/1

Description: The ASPPPB bit selects whether all PPB bits are
OTP making PPB sector protection permanent.
Note ASPPPB disables PPB erase transaction (ERPPB_0_0).

Selection Options:
0=PPB bits are OTP
1=PPB bits can be erased and programmed as desired

Dependency: N/A

ASPO[2]

ASPPWD

Password Based
Protection Selection

N=>R/1

Description: The ASPPWD bit selects the Password
Protection Mode. Password Protection mode protects all
PPB bits till the correct password is entered. The ASPPWD
can also be used in combination with the ASPRDP to protect
all registers and all memory from erase/program and to
protect sectors from being read as well till the correct
password is provided - except for top or bottom sector which
is available for reading based on TBPROT configuration bit
(CFR1x[5]).

Note When ASPPWD is selected, ASPO[15:0], CFR1N[7:2] and
PWDO[63:0] are protected against Write operations..

Selection Options:
0= Password Protection Mode is enabled
1=Password Protection Mede is disabled

Dependency: N/A

ASPO[1]

ASPPER

Persistent Protection
Selection (Register
Protection Selection)

N=>R/1

Description: The ASPPER bit selects the Persistent Protection
Mode. The Persistent Protection mode (ASPPER) protects the
ASPO[15:0], CFR1x[6, 5, 4, 2], and CFR3x[3] registers from
€erase or program.

Selection Options:
0= Persistent Protection Mode is enabled
1= Persistent Protection Mode is disabled

Dependency: N/A

ASPO[0]

ASPPRM

Permanent Protection
Selection

N=>R/1

Description: The ASPPRM bit selects the Permanent
Protection Mode. The Permanent Protection mode
(ASPPRM) permanently protects the PPB bits from erase or
program. ASPPRM bit should be programmed once all the
PPB based sector protections are finalized.

Note Permanent protection is independent of the PPBLOCK
bit.

Selection Options:

0= Permanent Protection Mode is enabled

1= Permanent Protection Mode is disabled

Dependency: N/A
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5.3.14 ASP password register (PWDO) (x1)
The ASP Password Register (PWDO) is used to permanently define a password.
Table 109 Password register (x1)

Read/write Factory
Bit number Name Function N = Nonvolatile default Description
V=Volatile (hex)
Description: The PASWRD[63:0] permanently stores a
password used in password protected modes of operation.
When the Password P_rotection mode is enabled, this register
PWDO[63:0] | PASWRD[63:0] | Password Register N=>R/1 OEEEEEEEEF will output the undefined data upon read password request.
Selection Options: Password
Dependency: N/A

5.3.15 ASP PPB lock register (PPLV) (x1)
The PPBLCK bit in the ASP PPB Lock Register (PPLV) is used to protect the PPB bits.
Table 110 ASP PPB lock register (x1)

Read/write Factory
Bit number Name Function N = Nonvolatile default Description
V =Volatile (binary)
- Reserved for Future This bit is Reserved for future use. This bit must always be
PRLV[T:1] RESVRD Use VR 0000000 written/loaded to its default state.

Description: The PPBLCK bit is used to temporarily protect
all the PPB bits.

Selection Options:
PPLV[0] pPBLCK | pho Temporary V= RW 1,ASPO[2:1] | 1= PPB Bits can be erased or programmed

0=PPB bits are protected against erase or program till the
next POR or hardware reset

Dependency: N/A

5.3.16 ASP PPB access register (PPAV) (x1)
The ASP PPB Access Register (PPAV) is used to provide the state of each sector’s PPB protection bit.
Table 111 ASP PPB access register (x1)

Read/write Factory
Bit number Name Function N =Nonvolatile default Description

V=Volatile (binary)
Description: The PPBACS[7:0] bits are used to provide the state
of the individual sector's PPB bit.
Selection Options:
FF = PPB for the sector addressed by the Read PPB transaction

. = Sector Based PPB W (RDPPB_4_0) is 1, not protecting that sector from program or
PRAV[7:0] PPBACS][T:0] Protection Status N->W/R R erase operations
00 = PPB for the sector addressed by the Read PPB transaction
(RDPPB_4_0) is 0, protecting that sector from program or erase
operations
Dependency: NfA
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5.3.17 ASP dynamic block access register (DYAV) (x1)
The ASP DYB Access Register (DYAV) is used to provide the state of each sector’s DYB protection bit.
Table 112 ASP DYB access register (x1)

Read/write Factory
Bit number Name Function N = Nonvolatile default Description
V =Volatile (binary)

Description: The DYBACS[7:0] bits are used to provide the state
of the individual sector’s DYB bit.

Selection Options:

FF = DYB for the sector addressed by the Read DYB transaction
Sector Based DYB (RDDYB_4_0) is 1, not protecting that sector from program or
Protection Status Vo> RIW 111111 erase operations

00 = DYB for the sector addressed by the Read DYB transaction
(RDDYB_4_0) is 0, protecting that sector from program or erase
operations

DYAV[7:0] DYBACS[7:0]

Dependency: N/A

5.3.18 AutoBoot register (ATBN) (x1)

The AutoBoot Register (ATBN) provides a means to automatically read boot code as part of the power-on reset,
or hardware reset process.

Table 113 AutoBoot register (x1)

Read/write Factory
Bit number Name Function N =Nonvolatile default Description
V = Volatile (binary)

Description: The STADR[22:0] bits set the starting
Starting Address 0000000000 address from which the device will output the read data.
Selection where AuteBoot N R/W 0000000000
will start reading data ’ 000
from

ATBN[31:9] STADR[22:0] Selection Options: Address Bits

Dependency: N/A

Description: The STDLY[7:0] bits specify the initial delay
(clock cycles) needed by the host before it can accept
data.

Note STDLY[7:0]=0x00 is valid for SPl up to 50MHz.
STDLY[7:0] = 0x01 or higheris valid for SPI/DPI/QPI up to
166MHz. STDLY[7:0] = 0x05 or higher is valid for HL-T
N-=R/W 00000000 | Octal up to

166MHz and HS-T Octal up to

200MHz.

AutoBoot Read Starting
Delay Selection

ATBN[8:1] STDLY[T:0]
Selection Options: Address Bits
Dependency: N/A

Description: The ATBTEN bit enables or disables the
AutoBoot feature.

. AutoBoot Feature Selection Options:
ATBN[0] ATBTEN Selection N->R/W a 0=AutoBoot feature disabled
1=AutoBoot feature enabled

Dependency: N/A
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5.3.19 Sector erase count register (SECV) (x1)

The Sector Erase Count Register (SECV) contains the number of times the addressed sector has been erased.

Table 114 Sector erase count register (x1)
Read/write Factory
Bit number Name Function N = Nonvolatile default Description
V =Volatile (hex)

Description: The SECCPT bit is used to determine if the
reported sector erase count is corrupted and was reset
Note If SECCPT is set due to count corruption, it will

reset to 0 on the next successful erase operation on the

Sector Erase Count selected sector.

SECV[23] SECCPT Corruption Status Flag

Selection Options:
0 = Sector Erase Count is not corrupted and is valid
1 =Sector Erase Count is corrupted and is not valid

Dependency: N/A

Description: The SECVAL[22:0] bits store the number of
times a sector has been erased

SECV[22:0] SECVAL[22:0] | Sector Erase Count Value V-=R 0x000000 Selection Options: Value

Dependency: N/A

5.3.20 Infineon® Endurance Flex architecture selection register (EFXx) (x1)

The Infineon® Endurance Flex architecture selection registers (EFXx) define the long retention / high
endurance regions based on a four pointer based architecture.

Table 115 Infineon® Endurance Flex architecture selection register (Pointer 4) (x1)
Read/write Factory
Bit number Name Function N =Nonvolatile default Description
V =Volatile (binary)

Description: The EPTAD4[8:0] bits define the 9-bit address
of the beginning sector from where the long retention /

. EnduraFlex Pointer 4 high endurance region is defined.

EFX40[10:2] | EPTADA[8:0] | nGHrariexrointer N=>R/1 111111111

Address Selection Selection Options: Pointer Address

Dependency: N/A

Description: The ERGNT4 bit defines whether the region is
long retention or high endurance.

EnduraFlex Pointer 4 Selection Options:

i =R/

EFX40[1] ERGNT4 gzlsee(dﬁlzeﬂglon Type N=>Rf1 1 0= Long Retention Sectors
1=High Endurance Sectors
Dependency: N/A
Description: The EPTEN4 bit define whether the wear
leveling pointer is enabled/disabled.

EnduraFlex Pointer 4 R/ Selection Options:
EFX40[0] EPTEB4 Enable# Selection N=R/1 1 0= Pointer Address Enabled

1="Pointer Address Disabled

Dependency: N/A
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Table 116 Infineon® Endurance Flex architecture selection register (Pointer 3) (x1)
Read/write Factory
Bit number Name Function N = Nonvolatile default Description
V=Volatile (binary)
Description: The EPTAD3([8:0] bits define the 9-bit address
of the beginning sector from where the long retention /
EnduraFlex Pointer 2 high endurance region is defined.
EFX30[10:2] | EPTAD3[8:0] Ag dﬁe”;’s Se;‘left'i';ne' N==R/1 111111111
Selection Options: Pointer Address
Dependency: N/A
Description: The ERGNT3 bit defines whether the region is
long retention or high endurance.
EnduraFlex Pointer 3 . Lo
EFX30[1] ERGNT3 based Region Type N==R/1 1 Selection Options:
Selection D—Lgng Retention Sectors
1=High Endurance Sectors
Dependency: N/A
Description: The EPTEN3 bit define whether the wear
leveling pointer is enabled/disabled.
EnduraFlex Pointer 3 _ Selection Options:
EFX30[0] EPTEB3 Enable# Selection N=R/1 1 0= Pointer Address Enabled
1=Pointer Address Disabled
Dependency: N/A
Table 117 Infineon® Endurance Flex architecture selection register (Pointer 2) (x1)
Read/write Factory
Bit number Name Function N =Nonvolatile default Description
V=Volatile (binary)
Description: The EPTAD2[8:0] bits define the 9-bit
address of the beginning sector from where the long
PP retention / high endurance region is defined.
EFX20[10:2] EPTAD2[8:0] igg?éig?:lggi';f' 2 N=>R/1 111111111
Selection Options: Pointer Address
Dependency: N/A
Description: The ERGNT2 bit defines whether the region
is long retention or high endurance.
EnduraFlex Pointer 2 Selection Options:
EFX20[1] ERGNTZ E:fe?tiiiglm Type N=>R/1 1 0= Long Retention Sectors
1=High Endurance Sectors
Dependency: N/A
Description: EPTEN2 bitdefine whetherthe wear leveling
pointer is enabled /disabled.
EnduraFlex Pointer 2 _ Selection Options:
EFX20(0] EPTEB2 Enable# Selection N=>R/1 1 = Pointer Address Enabled
1= Pointer Address Disabled
Dependency: N/A
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Table 118

Infineon® Endurance Flex architecture selection register (Pointer 1) (x1)

Bit number Name Function

Read/write
N = Nonvolatile
V=Volatile

Factory
default
(binary)

Description

EnduraFlex Pointer 1

EFX10{10:2] Address Selection

EPTAD1(:0)

N==R/1

111111111

Description: The EPTAD1[8:0] bits define the 9-bit
address of the beginning sector from where the long
retention / high endurance region is defined.
Selection Options: Pointer Address

Dependency: N/A

EnduraFlex Pointer 1
based Region Type
Selection

EFX10[1] ERGNTL

N==R/1

Description: The ERGNT1 bit defines whether the region
is long retention or high endurance

Selection Options:
0=Long Retention Sectors
1=High Endurance Sectors

Dependency: N/A

EnduraFlex Pointer 1

EPTEBL Enable# Selection

EFX10[0]

N=>R/1

Description: The EPTEN1 bit define whether the wear
leveling pointer is enabled/disabled.

Selection Options:
0= Pointer Address Enabled
1=Pointer Address Disabled

Dependency: N/A

Table 119

Infineon® Endurance Flex architecture selection register (Pointer 0) (x1)

Bit number Name Function

Read/write
N = Nonvolatile
V = Volatile

Factory
default
(binary)

Description

All Sectors based

GBLSEL Region type Selection

EFX00[1]

N=>R/1

Description: The GBLSEL bit defines whether all sectors
are defined as long retention region or high endurance
region.

Note If all other Pointer registers are disabled, this bit
defines the behavior of the entire memory space and is
hardwired to start at Sector 0.

Selection Options:
0 = Long Retention Sectors
1=High Endurance Sectors

Dependency: N/A

Wear Leveling Enable

WRLVEN Selection

EFX00[0]

N=>R/1

Description: The WRLVEN bit enables/disables the wear
leveling feature.

Selection Options:
0 =Wear Leveling Disabled
1=Wear Leveling Enabled

Dependency: N/A
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6 Transaction table

6.1 HYPERBUS™ transaction table
Table 120 HYPERBUS™ transaction description

Transaction name Description Cycles
RDMARY_1_0 Read transaction allows reading out the memory array data at the given address and places it on DQ[7:0]. 1
ENSPIM_3_0 Enter SPI transaction changes the device interface from HYPERBUS™ to Legacy (x1) SPI. 3

Software Reset [ ASO Exit transaction returns the device to reading memory array data mode when device
SRASOE_1_0 isin ASO. It also clears SR0[5,4,3,1,0] when the deviceis not busy orisin the middle of a transaction sequence 1
orinanASO.
ENTDPD_3_0 Enter Deep Power Down Mode transaction moves the device in the lowest power consumption mode. 3
RDVSTR_2_0 gga_?lg]tatus Register transaction allows the Status Register contents to be read with data placed on 2
CLVSTR_1_0 Clear Status Register Failure Flags transaction resets all failure flags being reported. 1
Program Nonvolatile POR Timer Register transaction programs into the 16-bit POR Time Register the
PRNPOR_4_0 value which is multiplied by tPOR_CK (25 to 42 ps) to define the length of extension to the RSTO# pulse 4
beyond tVCS with data placed on DQ[T:0].
RDNPOR 4 0 Read Nonvolatile POR Timer Register transaction allows reading the contents of the 16-bit POR Time 4
- Register and places it on DQ[T:0].
PGVINC 4 0 Program Volatile Interrupt Configuration Register transaction programs the 16-bit Interrupt Configu- 4
- ration Register with data placed on DQI[7:0].
RDVING 4.0 Read Volatile Interrupt Configuration Register transaction allows reading the contents of the 16-bit 4
== Interrupt Configuration Register and places it on DQ[7:0].
PGVINS 4 0 Program Volatile Interrupt Status Register transaction programs the 16-bit Interrupt Status Register with 4
- data placed on DQ[T:0].
RDVINS 4 0 Read Volatile Interrupt Status Register transaction allows reading the contents of the 18-bit Interrupt 4
== Status Register and places it on DQ[7:0]
PGVCR1 4 0 Program Volatile Configuration Register 1 transaction programs the 16-bit Volatile Configuration Register 4
- 0 with data placed on DQ[7:0].
Program Volatile Configuration Register 2 transaction programs the 16-bit Volatile Configuration Register
PGVCR2_4_0 h e 4
1 with data placed on DQ[T7:0].
RDVCRL 4 0 Read Volatile Configuration Register 1 transaction allows reading the contents of the 16-bit Volatile 4
—= Configuration Register 0 and places it on DQ[T:0].
RDVCR2 4 0 Read Volatile Configuration Register 2 transaction allows reading the contents of the 16-bit Volatile 4
— = Configuration Register 1 and places it on DQ[7:0].
PGNCRL 4 0 Program Nonvolatile Configuration Register 1 transaction programs the 16-bit Nonvolatile Configuration 4
i Register 0 with data placed on DQ[7:0].
PGNCR2 4 0 Program Nonvolatile Configuration Register 2 transaction programs the 16-bit Nonvolatile Configuration 4
- Register 1 with data placed on DQ[7:0].
ERNC12_3.0 Erase N latile Configuration Registers 1 and 2 transaction erases the contents of the two 16-bit Y
Nonvolatile Configuration registers (0, 1).
RDNCRL 4 0 Read Nonvolatile Configuration Register 1 transaction allows reading the contents of the 16-bit Nonvol- 4
- atile Configuration Register 0 and places it on DQ[7:0].
RDNCR2 4 0 Read Nonvolatile Configuration Register 2 transaction allows reading the contents of the 16-bit Nonvol- 4
- atile Configuration Register 1 and places it on DQ[7:0].
- o : 0l
PGWORD_4_0 aP:fl;gyrzm Word transaction programs the data word (0's) supplied on DQ[7:0] in the addressed memory 4
LDBUFR_6_0 Load Write Buffer transaction loads up to 256/512 bytes of data (0's) supplied on DQ[7:0] in the write buffer. 6
Program Write Buffer Confirm transaction tells the device to program the data loaded into the write buffer
PGBFCM_1_0 H . 1
into the addressed memory array.
RSTWBA 3 0 Reset Write to Buffer Abort transaction resets the Write Buffer Abort Status Flag (WRBFAB - STRV[3]) and EY
- Programming Error Status Flag (PRGERR - STRV[4]) in the Status Register.
ERCHIP_6_0 Erase Chip transaction sets all bits to 1 (all bytes are FFh) inside the entire flash memory array. 6
ERSCTR_6_0 Erase Sector transaction sets all the bits of an addressed 256 KB sectoror a 4KB sector to 1 (all bytes are FFh). 6
BLKCHK 1 0 Blank Check transaction confirms if the selected Flash Memory Array sector is fully erased. ERSERR 1
- (STRV[5]- Bit 5 of the Status Register) will be cleared to 0 if the sector is erased and set to 1 if not erased.
Evaluate Erase Status transaction verifies that the last erase operation on the addressed sector was
EVERST_1_0 completed successfully. f the selected sector was successfully erased the SESTAT (STRV[5]- Bit 0 of the 1
Status Register) is set to 1.
SPERSE_1_0 Suspend Erase transaction allows the system to interrupt an erase cperation. 1
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Table 120 HYPERBUS™ transaction description (Continued)

Transaction name Description Cycles
RSERSE_1_0 Resume Erase transaction allows the system to resume an erase operation. 1
SPPROG_1_0 Suspend Program transaction allows the system to interrupt a program operation. 1
RSPROG_1_0 Resume Program transaction allows the system to resume a program operation. 1

ID/Unique ID/SFDP ASO Entry 1 transaction allows reading Device ID, Unique ID
IDSFE1_3_1 and SFDP parameters. This entry transaction uses the Sector Address (SA) in the 3
command to determine which sector will be overlaid.

ID/Unique ID/SFDP ASO Entry 2 transaction allows reading Device ID, Unique ID

IDSFE2_1_1 ASO and SFDP parameters. This entry transaction uses the Sector Address (SA) in the 1
BEV'CS ”% command to determine which sector will be overlaid.
nique

Read ID/Unique ID/SFDP transaction allows reading the Device ID, Unique ID and

RDIDSF_1_1 SFDP parameters at the given address and places it on DQ[7:0].

ASO Exit transaction returns the device to reading memory array data mode when
ASOEXT_1_1 device is in an ASO. If any of the ASO Entry commands were issued, an ASO Exit 1
command must be issued to reset the device into Read mode.

SSRASO Entry transaction allows accessing the SSR. This entry transaction uses

SSRENT_3_1 the Sector Address (SA) in the command to determine which sector will be overlaid. 3
Read SSR transaction allows reading the SSR data at the given address and places
RD_SSR.LL it on DQ[7:0]. L
Program SSR Word transaction programs the data word (0's) supplied on DQ[7:0]
PG_SSR_4_1 ; 4
in the addressed SSR.
LDRSSR 5 1 Load SSR Buffer transaction loads up to 256/512 bytes of data (0's) supplied on 5
= ASO SSR DQ[7:0] in the write buffer.
PGCSSR 1 1 Program SSR Buffer Confirm transaction tells the device to program the data 1
- loaded into the write buffer into the addressed SSR.
RSWSSR_3_1 Reset Write to Buffer Abort transaction resets the Write Buffer Abort Status Flag 3

(WRBFAB - STRV[3]) in the Status Register.

ASO Exit transaction returns the device to reading memory array data mode when
ASOEXT_1_1 device is in an ASO. If any of the ASO Entry commands were issued, an ASO Exit 1
command must be issued to reset the device into Read mode.

Advanced Sector Protection ASO Entry transaction allows accessing the
Advanced Sector Protection Configuration Register. This entry transaction does not
use a sector address from the entry transaction to overlay. The ASP Configuration
Register appears at word location 0 in the device address space.

ASPENT_3_1

Program One-Time-Programmable Advanced Sector Protection Register trans-
PGOASP_2_1 ASO action programs the 16-bit OTP ASP Configuration Register with data placed on 2
Advanced Sector DQL7:0].

Protection Read One-Time-Programmable Advanced Sector Protection Register trans-
RDOASP_1_1 action allows reading the contents of the 16-bit OTP ASP Configuration Register 1
using device address 0 and places it on DQ[7:0].

ASO Exit transaction returns the device to reading memory array data mode when
ASOEXT_1_1 device is in an ASO. If any of the ASO Entry commands were issued, an ASO Exit 1
command must be issued to reset the device into Read mode.

Password ASO Entry transaction allows accessing the 64-bit password. This entry
PWDENT_3_1 transaction does not use a sector address from the entry transaction to overlay. The 3
Password appears at word locations 0 to 3 in the device address space.

Program Nonvolatile Password transaction programs the 64-bit Password with
PGNPWD_2_1 data placed on DQ[7:0]. 2

Read Nonvolatile Password transaction allows reading the contents of the 64-bit
RDNPWD_1_1 ASO Password Password using device address 0 to 3 and places it on DQ[7:0]. 1
ULNPWD_T_1 Unlock Nonvolatile Password transaction allows entering the 64-bit Password on 7

DQ[7:0] to unlock the device for access.

ASO Exit transaction returns the device to reading memory array data mode when
ASOEXT_1_1 device is in an ASO. If any of the ASO Entry commands were issued, an ASO Exit 1
command must be issued to reset the device into Read mode.
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Table 120 HYPERBUS™ transaction description (Continued)

Transaction name Description Cycles

Persistent Protection Bits ASO Entry transaction allows accessing the Persistent
PPRENT 3.1 Protection bits (PPB) associated with sectors. This entry transaction does notuse a 3

== sector address from the entry transaction to overlay. The PPB bit for a sector
appears in bit 0 of all word locations in the sector.

Program Nonvolatile Persistent Protection Bits transaction programs the PPB bit

PGNPPB_2_1 corresponding to a sector with data placed on DQ[7:0]. The PPB bit for a sector 2
appears in bit 0 of all word locations in the sector.
ERNPPB_2 1 Erase Nonvolatile Persistent Protection Bits transaction erases all the PPB bits. 2

Reset Write to Buffer Abort transaction resets the Write Buffer Abort Status Flag
(WRBFAB - STRV[3]) in the Status Register caused by a PPB program failure.

ASO Persistent Read Nonvolatile Persistent Protection Bits transaction allows reading the PPB
RDNPPB_1_1 Protection Bits bit corresponding to a sector and places it on DQ[7:0]. The PPB bit for a sector 1
appears in bit 0 of all word locations in the sector.

RSWPPB_3_1

Sector Protection Status transaction provides the protection status of the
addressed sector. Data out during a SA Protection Status Read indicates whether
the indicated sector is protected in bits 0-2:

Bit 0 - Indicates whether the indicated sector is protected (0= protected, 1 = unpro- 5
tected).

Bit 1 - Protected using the sector’s DYB bit (0 = protected, 1 = unprotected).
Bit 2 - Protected using the sector’s PPB bit (0 = protected, 1 = unprotected).
Bits 3 through 15 are all 1s.

ASO Exit transaction retums the device to reading memory array data mode when
ASOEXT_1_1 device is in an ASO. If any of the ASO Entry commands were issued, an ASO Exit 1
command must be issued to reset the device into Read mode.

PRTSTS_2_1

Persistent Protection Lock ASO Entry transaction allows accessing the global
PPLENT 2. 1 Persistent Protection Lock bit. This entry transaction does not use a sector address 3

== from the entry transaction to overlay. The global Persistent Protection Lock bit
appears in bit 0 of all word locations in the device.

Clear Volatile Persistent Protection Lock transaction clears the global Persistent

CLVPPL 21 Protection Lock bit.

ASO PPB Lock

Read Volatile Persistent Protection Lock transaction allows reading the global
RDVPPL_1_1 Persistent Protection Lock bit and places it on DQ[7:0]. The PPL bit appears in bit 0 1
of all word locations in the sector.

ASO Exit transaction retums the device to reading memory array data mode when
ASOEXT_1_1 device is in an ASO. If any of the ASO Entry commands were issued, an ASO Exit 1
command must be issued to reset the device into Read mode.

Dynamic Protection Bits ASO Entry transaction allows accessing the Dynamic
DYBENT 3.1 Protection bits (DYB) associated with sectors. This entry transaction does notuse a 3

== sector address from the entry transaction to overlay. The DYBB bit for a sector
appears in bit 0 of all word locations in the sector.

Set Volatile Dynamic Protection Bit transaction sets the DYB bit corresponding to
STVDYB_2_1 a sector with data placed on DQ[7:0]. The DYB bit for a sector appears in bit 0 of all 2
word locations in the sector.

Clear Volatile Dynamic Protection Bit transaction clears the DYB bit corre-
CLVDYB_2_1 sponding to a sector with data placed on DQ[T7:0]. The DYB bit for a sector appears 2
in bit 0 of all word locations in the sector.

. Read Volatile Dynamic Protection Bit transaction allows reading the DYB bit
RODVDYB_1_1 AS_O Dynamic corresponding to a sector and places it on DQ[T:0]. The DYB bit for a sector appears 1
Protection Bits in bit 0 of all word locations in the sector.

Sector Protection Status transaction provides the protection status of the
addressed sector. Data out during a SA Protection Status Read indicates whether
the indicated sector is protected in bits 0-2:

Bit 0 - Indicates whether the indicated sector is protected (0= protected, 1 = unpro-
tected).

Bit 1 - Protected using the sector’s DYB bit (0 = protected, 1 = unprotected).

Bit 2 - Protected using the sector’s PPB bit (0 = protected, 1 = unprotected).

Bits 3 through 15 are all 1s.

ASO Exit transaction retums the device to reading memory array data mode when
ASOEXT_1_1 device is in an ASO. If any of the ASO Entry commands were issued, an ASO Exit 1
command must be issued to reset the device into Read mode.

PRTSTS 2_1
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Transaction name

Description

Cycles

ECCENT_3_1

RDECST_1_1

RDADTL_2 1

RDADTU_2_1

RDCONT_2_1

CLRECC_1_1

ASOEXT_1_1

ASO Error Correction
Codes

Error Correction (ECC) ASO Entry transaction allows accessing the error
correction action (ECC status) of any half-page of the Flash Memory Array.

Read Error Correction (ECC) Status transaction provides the ECC Status value for
the addressed half-page on DQ[7:0]. Asingle word of status is displayed at any word
location within a half-page.

Read Address Trap Register Lower Word transaction provides the lower 16-bits of
the error correction action (ECC) related address value stored in the Address Trap

Register (32-bits) on DQ[7:0].

Read Address Trap Register Upper Word transaction provides the upper 16-bits
of the error correction action (ECC) related address value stored in the Address Trap
Register (32-bits) on DQI[7:0].

Read ECC Count Value Register transaction provides the ECC count of th number
of error correction actions on DQ[7:0].

Clear ECC Error Status Failure Flags transaction resets all failure flags and inter-
rupts being reported.

ASO Exit transaction returns the device to reading memory array data mode when
device is in an ASO. If any of the ASO Entry commands were issued, an ASO Exit
command must be issued to reset the device into Read mode.

ICRCEN_3_1

RDICRC_1_1

ASOEXT_1_1

ASO Interface CRC

Interface CRC Register ASO Entry transaction allows accessing the contents of the
Interface CRC Register. Exiting Interface CRC Register ASO clears the Interface CRC
Register.

Read Volatile Interface CRC Register transaction provides the contents of the
Interface CRC Register on DQ[7:0]. Addresses 0x00 and 0x01 define the lower and
upper 16-bit Interface CRC Register values.

ASO Exit transaction returns the device to reading memory array data mode when
device is in an ASO. If any of the ASO Entry commands were issued, an ASO Exit
command must be issued to reset the device into Read mode.

DICREN_3_1

LDSTAD_1_1

LDENAD_1_1

SP_DIC_1_1

RDCMRY_1_1

RS_DIC_11

RDDICL_2_1

RDDICU_2_1

ASOEXT_1_1

ASO Data Integrity
CRC

Data Integrity CRC Register ASO Entry transaction allows accessing the Data
Integrity CRC check-value. While the Data Integrity CRC calculation is not suspended
the Data Integrity CRC ASO overlays the entire flash memory array. When the CRC
calculation is suspended the flash memory array is visible for reading.

Load Start Address transaction loads the Data Integrity CRC beginning address
location.

Load End Address transaction loads the Data Integrity CRC ending address
location.

Suspend Data Integrity CRC transaction allows the system to interrupt the Data
Integrity CRC calculation operation.

Read Memory Array during Data Integrity CRC suspend transaction allows
reading out the memory array data at the given address and places it on DQ[7:0].

Resume Data Integrity CRC transaction allows the system to resume the
suspended Data Integrity CRC calculation operation.

Read Data Integrity CRC Register Lower Word transaction provides the lower
16-bits of the Data Integrity CRC check-value on DQ[T:0].

Read Data Integrity CRC Register Upper Word transaction provides the upper
16-bits of the Data Integrity CRC check-value on DQ[T:0].

ASO Exit transaction returns the device to reading memory array data mode when
device is in an ASO. If any of the ASO Entry commands were issued, an ASO Exit
command must be issued to reset the device into Read mode.

ATBNEN_3_1

PGNATB_2_1

RDATBN_1 0

ASOEXT_1_1

ASO AutoBoot

AutoBoot Nonvolatile Register ASO Entry transaction allows accessing the
AutoBoot Register. This entry transaction does not use a sector address from the
entry transaction.

Program Nonvolatile AutoBoot Register transaction programs the programs the
16-bit Nonvolatile AutoBoot Register with data placed on DQ[T:0].

Read Nonvolatile AutoBoot Register transaction allows reading the contents of
the 32-bit Nonvolatile AutoBoot Register and places it on DQ[7:0]. Addresses 0x00
and 0x01 define the lower and upper 16-bit AutoBoot Register values.

ASO Exit transaction returns the device to reading memory array data mode when
device is in an ASO. If any of the ASO Entry commands were issued, an ASO Exit
command must be issued to reset the device into Read mode.
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Table 120 HYPERBUS™ transaction description (Continued)
Transaction name Description Cycles
Sector Erase Count Volatile Register ASO Entry transaction allows accessing the
SECTEN_3_1 Sector Erase Count Register. This entry transaction does not use a sector address 3
from the entry transaction.
LDSRAD_2_1 Id.oaﬂ SdectorAddressiransactlon loads the sector address whose erase count is P
ASO Sector Erase esired.
RDSECY 1 0 Count Read Volatile Sector Erase Count Register transaction allows reading the 1
— contents of the 16-bit Volatile Sector Erase Count Register and places it on DQ[7:0].
ASO Exit transaction returns the device to reading memory array data mode when
ASOEXT_1_1 device is in an ASO. If any of the ASO Entry commands were issued, an ASO Exit 1
command must be issued to reset the device into Read mode.
EnduraFlex Pointer Selection (Partitions) One-Time_Programmable Register
ENX_EN_3_1 ASOEntry transaction allows accessing the EnduraFlex Pointer registers. This entry 3
transaction does not use a sector address from the entry transaction.
Program One-Time-Programmable EnduraFlex Registers [4:0] transaction
PGOENX 2 1 programs the One-Time-Programmable EnduraFlex registers [3:0] with data placed 2
== on [_)Q[?:O]. Addresses 0x00, 0x01, 0x02, 0x03, 0x04 define the four EnduraFlex
ASO EnduraFlex Register values.
Read One-Time-Programmable EnduraFlex Registers [4:0] transaction reads the
RDOENX_1_1 One-Time-Programmable EnduraFlex registers [3:0] and places it on DQ[7:0]. 1
Addresses 0x00, 0x01, 0x02, 0x03, 0x04 define the four EnduraFlex Register values.
ASO Exit transaction returns the device to reading memory array data mode when
ASOEXT_1_1 device is in an ASO. If any of the ASO Entry commands were issued, an ASO Exit 1
command must be issued to reset the device into Read mode.
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Table 121 HYPERBUS™ transaction cycles

2]qe} uondesuel)|

NOE/AS'T ‘@depiaul ,,SNGYIdAH

yseyd ., . 43dW3s 4OT/qWNTTS/qWIST

Bus cycles Bus cycles Bus cycles Bus cycles Bus cycles Bus cycles
First Second Third Fourth Fifth Sixth
Transaction = — = — = — = — = —_ = _ 5
name T = T = Ty T Ty T I8 = Tz 5
S| 3% |ZE|3| %£ |SE S| £ |SB |5 | if |8 | 5| i |SE|:| #f | S8
5 BE: 8 = | 33 & gz 33 8 = | Tz 8 g 33 & gz 33 g =z
DA[LO]|| | Rd_dat
ROMARY_LO | 106 | EOA |3 - - B - . . - . - - - - -
AMAX:0] | [15:0
DA[LD] || 001 | DALLO| oo1 | DALOI|
ENSPIM3.0 | 001b | gAMAX12] | Ash | O {[AMAX.H] ssho | O | aviax1a) | Fsh | - . - - - - -
BX} 555k X || 24 BX) | 555k
DA[LD] |
SRASOE_10 | ootb | [[AMAX0] | Foh | - . - . . . . . . . . ) )
)
DA[L0] DA[L:0] DA[L0]
ENTDPD_3.0 | cotb | {AMmc1Z] | asan | 00 ([AMAX.'lli] ssho| 0 {[AMAxcgl] goh | - - - - -
B3 | 555h b} || 2AAh B
DA[L0] 101 | DAILOI (1)5 Rd_dat
ROVSTR 2.0 | 001b | ianimc12) | 7on | P | {famax: 2 - - - - - - - -
b} | 555h bx) [15:0]
DA[L0] ||
CSTR_1D | 001b {t[sanﬁx:ull 7h |- . - B . . . . . . } ) )
b} | 5551
DALLO | 001 | DALLO| 01 | DALLOL| 001 | DAL [ Prdat
PRNPOR4_.0 | 001b | {JAMAX:12] | Aah faiciz | ssh [AMAX:12] | 34h {[AMAX:0 3 - - -
b | 555h B | bl 24 b | b 555h b b 1501
DA[LD)] | DA[L:0] | DA[L0] DA[L:0]|| | Rd_dat
RONPOR40 | 001b | {Ianmciz] | aan | 92 ([AMAX.'lZ] ssho | 000 | qanimcr2) | scn |1 {[AMAJ(LLH E - - - -
b} | 555h bx)| 2AAh b} | 555h 115:0]
DA[L0] DA[L:0] DA[L0] DA[L0]|| | Pr_dat
PGVINC 40 | 001b | fAMAX1ZI | Amh | 022 ol | ssh 001 mamiax12) | seh | 0%t {[AMAX$H 2 - - |-
'bx} || 555h 'bx} || 2AAh 'bx} || 555h [15:0]
DA[L:0] DA[L0] DA[L0] DALL0] || | Rd_dat
ROVINC 4.0 | 001b | {[AMAX:12] | Aah | 001 {[AMAmli] ssho | 001 | qamax:12) | can | 10T {[AMAx:.% E - - -
b} | 555h b | 'bxy| 2880 b | by 555k b 1s:0l
DA[LD] | DA[L0] | DALL0] | DA[L0] |
PGVINS 4 0 | 001b {t[’wﬁéészg ah | OB -{n[ﬁ(ﬂwg sh | O @{'}4%5152}]1 st | O | famAc) | FRERR |- B . B
DA[L0] DA[L:0] DA[L:0] DA[L0]|| | Rd_dat
ROVINS_4_0 | 001b {t[,wﬁxu% aah | 00 {[AMAX_-llz‘] ssho | 001 {[AMAX:lg] csh | 100 o) B . . )
b3 | 5551 "bX) || 2AAh b} [ 555h bX} [15:0]
DA[L0] DA[L:0] DA[L:0] DA[L0]|| | Pr_dat
PGVCR1_4.0 | O0lb {[AMAX:lQ] aan | 00 {[AMAX:llz‘] ssno | 0 {[AMAX:lg] EN Ao E - - -
b} | 555h 'bX || 24Ah b} || 555h 1s:al
DA[LD] DA[1:0] DA[L:0] DA[L0]|| | Pr_dat
PGVCR2 4.0 | o01b | (A1 | Asn | O {[Ammcllﬁ] ssho | 00| qamaci | osan | 021 {[AMAX& E - - - -
b3 || 555h b} || ZAh b3 | 555h [15:0]
DA[L0] DA[L:0] DA[L:0] DA[10]|| | Rd_dat
ROVCRI4.0 | oo1b | {aMax12] | aah | O ([AMAX:llg] ssho | 00| amia1s] | can | 222 {[AMAX&H E - - - -
B3 555k b} || ZAAh B3 | 555k [15:0]
DA[LD] || 01 | DALLO|] oo1 | DALOI| 101 | DAL 1:0] | | ra_dat
RoveR2 40 | ootb | qamaxizl | aan | OPF | gammcia) | ossho | OO | qamiaxis) | ocon | B2 gaxol B - - - -
B3 | 555h 'bX] || 2AAh BX) | 555k b} [15:0]
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Table 121 HYPERBUS™ transaction cycles (Continued)

2]qe} uoidesuel)

NOE/AS'T ‘@depiajul ,,SNGYIdAH
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B

Bus cycles Bus cycles Bus cycles Bus cycles Bus cycles Bus cycles Bus cycles
First Second Third Fourth Fifth Sixth Seventh
Transaction — — —_ — — — —_ — — — — —_ — —_
name T = T2 = Ty = oF = Tz = T8 = oF 5
2 38 |Zg|3| 32 |Eg|3| 3 |Eg 3| 3 |E2 3| 3P (B2 %) 3R |E2 %) 32 |E:
[=4-] [=4-] oa oa [=4-] [=4-] = [=4-]
= gz |8 |¥| S |8 || 8% |8 || ¥ |8 || ¥% |88 |z| ¥ |8 |=| 5% |8
DA[1:0] DA[1:0] DA[1:0] )| | Pr_dat
PGNCR1.4_0 | 001b {[AMAX:lQ] aan | 00 {[AMAX.llz‘] ssno | 0 {[AMAX:lg] soh | O AXOH E - - - -
b} || 555k b || 28 'bx || 555k 11501
DA[LO] | 01 | DALLOL| oo1 | DALLOI| 0t DA[]:O]\H Pr_dat
PGNCR2 4.0 | 001b | {[AMAX1Z] | Ash | OF {[AMAX:lZ] ssho | 000 | qanacrz) | sen | 02| qiamAxa E - - - -
'BX}|| 555k b} || 284h b} || 555h X 11501
DA[1:0] 001 | LAl 001 | DAL:0]
ERNCI123.0 | ootb | {aMax12] | aah | 0PN | famkad] [ ossho | OO0 | awaas] | ocsh | - - - - - - - - - -
'bX}[| 555h b || 28Ah 'bX} || 555k
DA[1:0] DA[1:0] DA[1:0] DAL1:0] || | Rd_dat
RONCRI40 | cotb | [AMAx1z] [ ash | 02 ([AMAX.'lli] ssho | 00| fawiax1s] | cen | 122 {[AMAX:& E - - - -
b} || 555k b¥ || 284h 'bX} || 555k b} 11501
DA[LO] | o1 | DAILO]|] 01 | DALz0l| 101 | DAl | Rd_dat
RONCR2 4.0 | ootb | {AmMAk1Z] | Ash | Of {[AMAX.lZ] ssho | %00 | qanacrz) | can | 1M qiaMAxa E - - - - - - -
"bx}[| 555h X || 284 "ox} || 555h b 115:0]
DA[L:0] || o1 | DALl 001 | DALLOL| o1 | DAILOI|| | Pr_dat
PGWORD_4 0 | 001b | flamax:12] | ash | OF ([AMAX.lZ] ssho | 000 | ganiaerz) | aoh | O | praddr E - - - - - - -
"bx} || 555h X} || 28] 'bx} || 555h [ARAX:0] | [15:0]
) ] DA[1:0] | DA[1:0] | ) ;
DA[1:0] DA[1:0] pafL0] || | Pr_dat DA[L:0]| | Pr_dat
LDBUFR 6.0 | 0o1b | [AMAx12] | aan | O ([AMAX.'lli] ssho | 01 ﬁ;‘,&ﬁu =h |00 [fﬁ;;iM‘l'l wid_ent | 001 | vt I a || el I a .
'bx}|[555h 'bx} || 28Ah [aMAX:0] | [15:0] [amMaX:0] | [15:0]
N] N]
DALL:0] ||
PGBFCM_10 | 001b | S5 ad‘l 29h
-1 [AMAGAMI - : - - . . - - : : - - - : : -
N]
DALLO] | o1 | DALLO]| 01 DA[l:G]H]
RSTWBA 30 | ootb | {AMmk1z] | Ash | OF ([AMAX.lZ] 55h [AMAX:0] | Foh . . . . . . . . .
"bx} || 555h X} || 284l b}
DALLO] | DALLO] | DALL:0] | DALL:0] | DA[L:0] | DALL:O] |
ERCHIP60 | 0otb | {lanaxiz] | aan | 92 ([AMAX.lZ] ssho | 000 | gamacrs | soh | O | gavaxis | oaan | O | gammeis [ ossho | 00| gammcny) | oaoh |-
"Bt [| 555h X || 20 "ox} [| 555h bt {| 355h “bX}|| 2Ah b} || 555h
DA[L:0] |
DA[1:0] DA[1:0] DA[1:0] DA[1:0] DA[1:0]
ERSCTRL6.0 | o0tb | AL | Amn | %01 | Daien | ssn | 000 | B | son | 0% | ineid | s | 000 | e | ssh | 01| Sec ol oh | -
b | 555h b | x| 284k B | 6] 555h © | 'bx[|s55h b | x| 24ah b AMA’}-AM'
DAlLOl |
BLKCHK_1.0 | 001b [iﬁﬁc&f\w 33h - - - - - - - - - - - - - - - -
N] || 555h
DAILO |
EVERST_1 0 | 001b ﬁm{giw DOh - - - - - - - - - - - - - - - -
N] || 555h
DA[L:0] l]]\l
SPERSE_10 | 001b AMAX BOh | - - - - - - - - - - - - - - - -
DA 1;0] [
RSERSE_LO | 001b HAPQ';‘QX:U 300 | - - - - - - - - - - - - - - - -
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Table 121 HYPERBUS™ transaction cycles (Continued)
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Bus cycles Bus cycles Bus cycles Bus cycles Bus cycles Bus cycles Bus cycles
First Second Third Fourth Fifth Sixth Seventh
Transaction — — — — — — —
name EF) = S = =g = = = =8 — = — =2 —
2 032 |Eg|%| 3f |Eg 3| 3£ |Eg|E) 3E |Ez 3 3 | Ez|%) 3E |E2|f| 3 | &
AEIBIHE I EIHE R EIHE R R EGIHE RGIHE R
o w o o L= o o
DA[L:] ||
SPPROG_10 | 001b | {[AMAX:0] | 51h - - B B .
%)
DA[L0] ||
RSPROG 1.0 | 001b | [[AMAX:0] | S0 | - - - B E . . . . . . . B . . .
54)
. DA[LO] o1 | DALLO]| £ 001 | DALLO]
IDSFE13_1 | o0t | {AMAX12] | Ak | OPT| mamxt2) | ossho | 0D | gamakia | soh | - - - - E B . . . .
"X} || 555h 'bX} || 28AR 'bX} || 555h
DA[1:0]
IDSFE2_11 | 001b | (fAMAX:12] | 98h | - - - B E . . . . . . . B . . .
"X} || 555h
DA[LO] || | Rd_dat
RDIDSF_11 | 101b RDA a - . . B .
[aMAX:0] | [15:]
DA[LO] ||
ASOEXT_1_1 | 00lb ([AI\QA)}(:[)_ Foh | - . - - E . . . . . . . . . . .
'bX
\ ! DA[L:0] |
DA[1:0] DA[1:0]
SSRENT_3.1 | co1b | [amax12] | aan | O {[AMAX:lli] ssho | 01 [iincix _A‘#I ssh | - - - - . . . . , B
b} || 555h b} || 28R M | Sosh
DA[L0] || | Rd_dat
RD_SSR_1.1 | 101b RDA a - . . B .
-7 [AMAX:0] | [15:0]
DA[1:0] DA[1:0] DA[1:0] DA[1:0]|| | Pr_dat
PG_SSR 41 | oolb | fAMmxi] [ ash | O {[AMAX:lli] ssho | 000 | qanimcio) | aoh | O Pr_add‘rl ) B B B
"bx}|| 555h 'bx || 284h 'bX} || 555h [ARax0] | [15:0]
; ! DA[L:0] | DALL:0] | o .
DA[L:0] || DA[L:0] || DA[L0]]| | Pr_dat DA[L:0]|| | Pr_dat
LDBSSR_5_1 | 001b | {[AMAX:12] [ Aah Dgl {AMAX:12] |  55h Dgl [ii,fa;i‘i{l 25h Dgl [ﬁﬁif-i%ﬂ wd_ent | 001 WEL a 081 WBL 2 -
'bx} | 555h 'bx} || 28Ah N N [AMAX:0] | [15:0] [AMAX:0] | [15:0]
oalze] |
Sec_addr
PGCSSR_1.1 | 001b [AMATAMI 29h - - . B .
N
? DALLl | o01 | DAL w1 :DA[l:Oﬁ_\I]
RSWSSR3_1 | ootb | flAMAXLZ] [ Ash [ %P% | famacid | ossho | PPt | famAxo] | Foh | - - - - . B B . . .
B3 | 555k b) || 2AAh B
DA[L:0] ||
ASOEXT 1.1 | 00lb | [[AMAX:O] | Fon | - - E - . . . B - . . B B . . 3
'bx}
ASPENT 3.1 | 001b {[E.mé:)?]l] aah | 001 :[[2\%?-]1'5 ssn | 001 ([E\'Lr\w[}xﬁr] 40h
3 - il - 0 MAX: . . - - . B B . . .
b} | 555h bX) | 2AAh b} [ 555h
DA[LO] | DA[L:0]|
PGOASP_2_1 | 001b ([AMAX:& Ah Dgl {[AMA)(:DH pﬁ;gﬁa - - - - B
'bx} 'bX} -
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Table 121 HYPERBUS™ transaction cycles (Continued)

2]qe} uondesuel)|

NOE/AS'T ‘@depiaul ,,SNGYIdAH

yseyd ., . 43dW3s 4OT/qWNTTS/qWIST

Bus cycles Bus cycles Bus cycles Bus cycles Bus cycles Bus cycles Bus cycles
First Second Third Fourth Fifth Sixth Seventh
Transaction — — — — — — —
name =4 = =4 = =4 = T3 = T8 = =4 = T4 =
£ 03f |Eg|f| % |Ez|f| % Eg %) ¥ (B % 3 |Ez|E| EE |Ez %] 3 i
T8 =2 = = =2 =2 = =
5| 8% |8 |§) 3= |& |5 5% |8 |g| 3% |& 5| 32 |B8% |§5| 32 |8 |§5| 3% | &
DA[LO] || | Rd_dat
RDOASP_1_1 | 101b | {[AMAX:0) 2 : . B B - . . . . ] . . . . . .
b¥} [15:0]
DA[L:O] |
ASOEXT 1.1 | 001b | {[AMAX:0] | Foh | - . B B . . . : . . . . . . . .
e
DA[1:0] DA[1:0] DA[1:0]
PWDENT3_1 | o01b | [AMAX12] | Ash | O)F ([AMAX:llg] ssho | 00| fawiax:1a] | eoh | - . . . . . . . . )
'bX}[| 555h b || 28Ah 'bX} || 555k
DA[IU]%
DA[L:] | o0p | [AMAXZ] | P_PwD
PGNPWD_2_1 | 001b | {famAxo] | Aoh |Of B | - - . - . . . . .
'bX} {PSWD [15:0]
Addr{1:0]}
ot | ret_ast
. al
RDNPWD_I_1 | 101b | 'bX}|] a . . - B . . . . . . . ) ) . } .
PSWD | [15:0]
Addr{1:0]}
DA[1:0] DA[1:0] DA[1:0] DA[1:0] DA[1:0] DA[1:0] DA[1:0]
ULNPWD_T_1 | 001b AMAXJ] sh |02 {[AMAx:iH oan | 0 {[AMAX:%I] 'a'g_%? o AMAX:% [g‘f_'?ﬁl] o {[AMA)QH [5%’22] o AMA)(:% [2‘3"5;'] oo {[AMAX:%
‘bx}||{0h} "B} || {0ht b || {0k} : Bt by | B B || izkt | BT ‘bx}||{3h} | B3 b | {0k}
DAlO]lul
ASOEXT_1_1 | 001b | [[AMAX: Foh | - . B B . . . : . . . . . . . .
DA[ 1:0] I o1 | DAILO]|] 01 | DALz0l|
PPBENT_3.1 | o0tb | {AmMAX1Z] | Ash | Of {[AMAX.lZ] ssho | 00| gamac1z) | con |- . . . . . . . . .
b} 555h X1| 28 b} || 555h
DA[L:0] |
DA[1:0]
PGNPPE_2_1 | 001b AMAX.I!"] aoh | O iﬁ;&ﬁn ooh | - . . . i . . . . . . . .
N]
DA[L:O] | o1 | DAILO]|
ERNPPB_2_1 | 001b {[Ang%x:o soh | OF (I[:\mmzr]. 00 | - . . . : . . . . . . . .
' “bxt[| 000!
DALLO] | 01 | DALLO| o1 DA[l:G]H]
RSWPPE_3_1 | 0tb | fiamaxi2) | ash [ OF ([AMAX.:LZ] ssho | 00| fiamaxa] | Foh | - . . . . . . . . .
'bx} || 555h X} || 2841 b}
ETR P
RONPPE_L_1 | 101b AMA)% o | 2o | - - - - . . - . . . . . . . .
DALLO] |
DA[1:0] Rd_dat
PRTSTS_2_1 | 001b AMAX lljl] eoh | 1t iﬁ,m_d%d wa | - - - . . B . .
15:0)
DALL] |
ASOEXT_11 | 00tb {[AI\Q.;\GX:D Foh | - . B B . . . i . . . . ) . . .
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Table 121 HYPERBUS™ transaction cycles (Continued)

2]qe} uoidesuel)

NOE/AS'T ‘@depiajul ,,SNGYIdAH

yseyd ,, . 43dW3s 9OT/qNTTS/qWIST

Bus cycles Bus cycles Bus cycles Bus cycles Bus cycles Bus cycles Bus cycles
First Second Third Fourth Fifth Sixth Seventh
Transaction — — — — — — —
=8 = =g = =a = =u —_ =a —_ =8 —_ =u _
e | 20§ |2 d) 8 |Sg 02| 3 |Er %) 3 |Eg 3| 3F |Eg|d) 3E | %2 % %
g | % |8 |%| 3% |8 |3 s |&°|%| §% |8 |z| §F |8 |3 | % |8 |7| 5% |&°
DA[L:0] || o1 | DALLOL| 01 | DALLOL|
PPLENT 3.1 | 00ib | {IAMAX:12] | Ash | %P {[AMAX.lZ] 55h or | [AMAX:12) | 50k - - - - . - B . . .
"X} || 555h b} || 2841 'bX} || 555h
DA[L:0] | o1 | DALLO]|
CPPL 21 | 001b | [faMAXO] | Aok | °pT | [TAMAXD 00h - . . . . . . - . . . . .
'bX} 'bx}
DA[L:0] &l Rd_dat
ROVPPL_1_1 | 101b AMAX. a - - - . - - . . . .
[15:0]
DAlol&
ASOEXT_1.1 | 001b | {[AMAX: Foh - - - . - - . . . .
DA 1:0_] I oo1 | DALLO]| oo1 | DALLO|
DVBENT 3.1 | 001b | [[AMAX:12] | Ash | {[AMAX.lZ] 55h b | [AMAX:12) | EOh - - . - . . . . . .
"bx}[| 555h X || 24 "ox} || 555h
DA[L:0] ||
DA[L:0]
STDvB 2.1 | 001b AMAXI!"] aoh | O iﬁ;&ﬁn ooh | - . . . i . . . . . . . .
DAlu\
DALLO] | 1
. 001 | Sec_ads
CLVDYB_2_1 | 001b HAPQ%X'D aoh | % AMAX.AM\ 0th - . . - . . . - . . . . .
DA[L:0]
ROVDVE_1_1 | 101b iﬁf&i‘g" R[d'adT . . - . . . . . . . . ) ) . } .
15:0)
N]
DA[1:0] ||
DA[L:0] | Rd_dat
PRISTS 2.1 | o01b | (fAMAX0] | eon | P iﬁ,‘“&ﬁ” 3 . . . . . . . . B B . . .
'bx} [15:0]
DA[L:0] |
ASOEXT_1.1 | 001b | {[AMAX:O Foh - . - - - . . . . . . . . . . .
b
DA[L0] ooL | DA[L0] |£ 001 | DAIO!
ECCENT_3.1 | ootb | [[Awax:12] | Aah | %) ([AMAX.l] 55h b | favaxl | Tsh - - - - - - - . . .
"bx}|| 555h X || 288 'bX} || 555h
DALO]|| | Rd_dat
RDECST_1.1 | 101b RDA a E E - - - . . . . . R . . . . 3
[AMAX:0] | [15:0]
DA[L:0] | 101 | DALLO] |H Rd_dat
RDADTL_2_1 | 00lb {[Ahg.;\(})co 60h I{;[)?}mmb] [aU] - . - - - . R . .
! | 00| 15:0)
DA[L0] | 101 | DAILO] lH Rd_dat
RDADTU_2.1 | 00lb {[AI\Q.SKGX:U oh | P I{)[;amx:zb] [aU] - - - - - . - R .
[ ! o] 15:0)
DA [1:0] lljll 101 DA[l 0]% Rd_dat
RDCONT_2_1 | 00lb AMAX. 60h {[AMAX: 20 - - - - - . - R .
bX} || {106] | [15:01
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Table 121 HYPERBUS™ transaction cycles (Continued)

2]qe} uondesuel|

NOE/AS'T ‘@depiajul ,,SNAYIdAH

yseyd ., . 43dW3S 4OT/qNTTS/qWIST

Bus cycles Bus cycles Bus cycles Bus cycles Bus cycles Bus cycles Bus cycles
First Second Third Fourth Fifth Sixth Seventh
Transaction — — — — — — —_
name g8 = EF = g8 ) CE = CE = =8 = CE =
$103f |Eg|f| % |Ez|f| % Eg %) ¥ (B % 3 |Ez|E| EE |Ez %] 3 i
[=4=1 oo oa oa oo oo = [=4=]
| % |8 || 8§ |8° |3 8§ |&°|x| ¥z |8 |z| § |8 |3| ¥z |2° |z| 73 |2
DA[1:0] |h
CLRECC_1_1 001b {[AMAX:0] 50h - - - - - - - - - -
%)
DA[L:0] |
ASOEXT_1_1 001b {[AMAX:0! FOh - - - - - - - - - - - - - - - -
5%
DA[1:0] 001 DA[1:0] |£ 001 DA[1:0]
ICRCEN_3_1 001b | {[AMAX:12] Ash b {[AMAX:12] 55h b {[AMAX:12] 76h - - - - - - - - - -
'bX} || 555h 'bX} || 2AAR 'bX} || 555h
DA 10] l] Rd_dat 101 DA[1:0] H Rd_dat
RDICRC_L 1 101b a0 b [[AMAX: al - - - - - - - - -
‘h)(] || {oob} | [15:0] 'bx} || {01b} | {31:16]
DA[L:0] |
ASOEXT_1_1 001b {[AMAX:0] Foh - - - - - - - - - - - - - - - -
b}
DA[L:0] || o1 | DALl 01 | DALl
DICREN_3_1 001b | {[AMAX:12] Ash b ([AMAX.lZ] 55h b [[AMAX:12] 78h - - - - - - - - - -
"bx} || 555h X} || 28] 'bX} || 555h
DA[1: (:i]cl‘
Sec_a
LDSTAD_1_1 001b [AMAXAMI C3h - - - - - - - - - - - - - - - -
N]
DA[L: O]CI\
LDENAD_11 | 001b imiw ach | - - . . - - . . . S| ] ] ]
DA[L:0] |
SP_DIC_11 001b {[AMAX:0] co - - - - - - - - - - - - - - - -
b}
DAILO]|| | Rd_dat
RDCMRY_L_1 101b RDA E] - - - - - - - - - - - - - - - -
[AMAX:0] [15:0]
DA [1:0] l],lll
RS DIC 11 001b AMAX. c1 - - - - - - - - - - - - - - . -
DA[L: 0] J’ll 101 | DAL 0]% Rd_dat
RDDICL_2_1 001b AMA)( 60h b {AMAX: a0 - - - - - - - - - - - - -
*bx} || {ook} | [15:0]
DAL 1:0] [ 101 | DALLO] |H Rd_dat
RDDICU_2_1 001b {[AMAX:0] 60h b {[AMAX:2] al - - - - - - - - -
'bX} 'bX} || {01b} | [15:0]
DA[LO] |
ASOEXT_1.1 001b | {[AMAX:0] FOh - - - - - - - - - - - - - . . -
5%
DA[1:0] || oo1 | DALLOT]] 001 | DALLOT]|
ATBNEN_3_1 001b | {[AMAX:12] AAh b {[AMAX:12] 55h b {[AMAX:12] 14h - - - - - - - - - -
'bX} || 555h 'bX} || 2AAR 'bX} || 555h
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Table 121 HYPERBUS™ transaction cycles (Continued)

2]qe} uondesuel)|

NOE/AS'T ‘@depiaul ,,SNGYIdAH

Bus cycles Bus cycles Bus cycles Bus cycles Bus cycles Bus cycles Bus cycles
First Second Third Fourth Fifth Sixth Seventh
Transaction — — — — — — —_
name g8 = g8 = =8 =z g3 z =8 = g8 = T3 =
£ 03f |Eg|f| % |Ez|f| % Eg %) ¥ (B % 3 |Ez|E| EE |Ez %] 3 i
[=4-] [=4-] [=4- ga [=4-] =41 = [={-]
5| 8% |8 |§) 3= |& |5 5% |8 |g| 3% |& 5| 32 |B8% |§5| 32 |8 |§5| 3% | &
DA[1:0]|H
DA[L] | oop | famaxt) | FAST
PGNATB_2_1 001b | {[AMAX:0] ACh b 'bX}| X - - - - - - -
'bx} {AUTOBOO [15:0]
T Addr{0]} )
DAL 10]4{1 Rd_dat 101 DA[1: % Rd_dat
RDATBN_1_0 101b {[AMAX: a0 b {[AMAX: al - - - - - - - - -
‘h)(] || {oob} | [15:0] 'bX} || {01b} | {31:16]
DAlO]&]
ASOEXT_1_1 001b [AMAX: Foh - - - - - - - - - - - - - - - -
DAL 1:0] I oo1 | DALLO]] 001 | DALLGL|
SECTEN_3_1 001b | {[AMAX:12] AAh b {[AMAX.lZ] 55h b {[AMAX:12] 15h - - - - - - - - - -
'bX} | 555h X || 2AAl 'bX} || 555h
DA[L:0] ||
DA[1:0]
LDSRAD_2_1 | 001b AMA)(&] aoh | 00 iﬁ&i‘%m sph | - - - - - . . . B . . . i
N]

yseyd ., . 43dW3s 4OT/qWNTTS/qWIST

DA[L:0] || | R_dat | 40, DA[1:0]|H Rd_dat

RDSECV_1_0 101b {[AMAX:2] al b {AMAX:2] al
5] [ [00b] | [15:0] B[ 01b} | [31:16]

DA[L:0] |
ASOEXT_1_1 | 001b {[Ahg.;\(})(:[) Foh | - . - - . . - . . . . . . . . .

DA[L1:0] || o1 | DALl o1 | DALL:OL||
ENX_EN_3_1 001b | {[AMAX:12] Ash b {[AMAX:12] 55h b {[AMAX:12] 16h - - - - - - - - - -
'bX} | 555h 'bX} || 2AAR 'bX} || 555h
DA[1: U]&H
DA[L:0] | 01 {[AMAX: Pr_data
PGOENX21 | 001b | ([aMAX0] | Aoh | %f b0} || X - - . - . . . . B B . . .
'bx} Pointer [15:0]
Addr[2:0]
DA[L:0] |
{[AMAX:3] Rd_dat
RDOENX_1_1 101b b0} || El - - - - - - - - - - - - - - - -
Pointer {15:0]
Addr[2:0]
DA[1:0] &]
ASOEXT_1_1 001b AMA)( Foh - - - - - - - - - - - - - - - -

e
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Transaction table

Command Definitions Legend

X=Don't care

RA = Address of the memory to be read

RD = Data read from location RA during read operation

PA = Address of the memory location to be programmed

PD = Data to be programmed at location PA

SA = Address of the sector selected. Address bits Ay ,,-A17 for 256KB sectors and Ay ,-All for 4KB parameter sectors uniquely select any sector.

WBL = Write Buffer Location. The address must be within the same Line.
WC=Word Count is the number of write buffer locations to load minus 1.

PWAx = Password address for word0 = 00h, word1 = 01h, word2 = 02h, and word3 = 03h

PWDx = Password data word0, wordl, word2, and word3

EFPRx = Infineon® Endurance Flex architecture pointer address registers 0, 1,2, 3,4

DA = Die Address (DA[1:0] = 00b for all the devices)

Notes

35. All values are in hexadecimal. All addresses reference 16-bit words.

36. Except for the following, all bus cycles are write cycle: read cycle during Read, ID Read (Manufacturing ID / Device ID), Indicator Bits, SSR Read, SSR
Lock Read, and 2nd cycle of Status Register Read.

37. Data bits DQ15-DQ8 are ‘don't care’ in command sequences, except for RD, PD, WC and PWD.

38. Address bits Ay ax-All are ‘don't care’ for unlock and command cycles, unless SA or PA required. (A 1y is the Highest Address pin.)

39. No unlock or command cycles required when reading array data.

40. The Reset command is required to return to reading array data when device is in ID-SFDP (Autoselect) mode.

41. Command is valid when device is ready to read array data or when device is in ID-SFDP mode.

42.The system can read and program / program suspend in non-erasing sectors, or enter the ID-SFDP ASO, when in the Erase Suspend mode. The Erase
Suspend command is valid only during a sector erase operation.

43.The Erase Resume / Program Resume command is valid only during the Erase Suspend / Program Suspend modes.

44, Issue this command sequence to return to READ mode after detecting device is in a Write-to-Buffer-Abort state. Note that the full command sequence
is required if resetting out of ABORT.

45.The Exit command returns the device to reading the array.

46. For PWDx, only one portion of the password can be programmed per each ‘A0’ command. Portions of the password must be programmed in sequential
order (PWDO-PWD3).

47. All ASP Register bits are OTP. The program state = 0 and the erase state = 1. Both the Persistent Protection Mode Lock Bit and the Password Protection
Mode Lock Bit cannot be programmed at the same time or the ASPR Register Bits Program operation aborts and returns the device to Read mode. ASPR
Register bits that are reserved for future use are undefined and may be 0’s or 1's.

48.1f any of the Entry commands was issued, an Exit command must be issued to reset the device into Read mode.

49.Bit 0= 0 indicates the Protected State, Bit 0 = 1 indicates the Unprotected State - Bits 1 through 15 are all Os for Protected and all 1s for Unprotected.
The sector address for DYB set, DYB clear, or PPB Program command may be any location within the sector; the lower order bits of the sector address
are “don't care”. Note that PPB Program command gets aborted if bits 1 through 15 are not all 0s.

50. Data out during a Register Read transaction is only valid during the first word output by the device. Subsequent data values output if CK/CK# continue
to toggle while CS# remains Low are undefined.

51. Data out during a SA Protection Status Read indicates whether the indicated sector is protected in bits 0-2.

Bit 0 - Indicates whether the indicated sector is protected (0 = protected, 1 = unprotected).
Bit 1 - Protected using the sector’s DYB bit (0= protected, 1 = unprotected).

Bit 2 - Protected using the sector’s PPB bit (0 = protected, 1= unprotected).

Bits 3 through 15 are all 1s.

52.The smaller parameter-sectors need to include A[16:11] as part of the address identifying the target parameter-sector during erase and program
command sequences.

53. Reset [ ASO Exit behavior

54. Clears SR0[5,4,3,1,0] when the device not busy or in the middle of a command sequence.

Clears SR0[5,4,3,1,0] when the device not busy orin an ASO.

55. The device will return to Standby mode once CS# goes HIGH if an illegal command sequence is entered.

56. Reset, ASO Exit, Status Register Read and Status Register Clear commands are globally applicable in all ASOs.

57.Wrap feature is not available in AutoBoot mode when Reading from the memory array.

58. Programming Power-On-Reset Timer Register and Nonvolatile Configuration registers should never be suspended. Suspending will produce indeter-
minate results and a hardware reset will be required to return to standby mode.

59. Enter SPI mode command sequence must be followed by a Read Any Register command (RDAR) in SPI mode for proper transitioning from HYPERBUS™
to SPlinterfaces.
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6.2 Legacy (x1) SPI transaction table
Table 122 SPI (15-15-1S) transaction table
N . . : Max
. Transaction . Prerequisite | Bytel | Byte2 Byte3 Byte 4 e5 | Byte6 | ByteT | Byte8 | Byte9 | Transaction Address
Function name Description transaction | (Hex) | (Hex) (Hex) (Hex) (Hex) | (Hex) | (Hex) | (Hex) | (Hex) format fr?wﬁ!;)q length
Read manufacturer and device identification transaction 9F
RDIDN_0_0 | provides read access to manufacturer and device identifi- - (cMD) - - - - - - - - Figure 10 166 N/A
cation.
Read Read JEDEC Serial Flash Discoverable Parameters trans- 5A 0 w0 w0
Device ID RSFDP_3_0 | action sequentially accesses the Serial Flash Discovery Param- - (€MD) | (ADDR) (ADDR) (ADDR) - - - - - Figure 11 156 3
eters (SFDP).
Read Unique ID accesses a factory programmed 4C
RDUID_0_0 | 64"bit number whichis unique to each device. - (€MD) . - - - - - - -
Read Status Register 1 transaction allows the Status Register 05 :
RDSRLDD | 1 Ontents to be read from DQ1/50. - (cMD) - - - - - - - - Figure 10 NiA
RDSRz 0 o | Read Status Register-2 transaction allows the Status 07
—= Register-2 contents to be read from DQ1/S0. - (CMD) - - - - - - - -
~ ADDR ADDR ADDR . . ~ . . 3
Read Any Register transaction provides 2 way te read all 65 [23:16] [15:8] [7:0] .
RDARG_C_0 | 2 ddressed nonvolatile and volatile device reg\ysters. (€MD) [ apDR ADDR ADDR ADDR Figure 11
) [(31:24] | [23:16] | [158] [7:0] ) ) ) ) 4
Write Enable sets the Write Enable Latch bit of the Status 06
WRENB_D_0 | Register 1to 1 to enable write, program, and erase transac- - (cMD) - - - - - - - -
Register tions.
Access " - Figure5 N/A
Write Disable sets the Write Enable Latch bit of the Status 04
WRDIS_0_0 | Register1to0Otodisablewrite, program,and erase transactions - (cMD) - - - - - - - -
execution.
ADDR ADDR ADDR Input . . R R 166 3
Write Any Register & " . toite all . [23:16] [15:8] [7:0] Data [7:0]
ri y Register transaction provides a way to write a .
WRARG_C_1 addressed Nonvolatile and Volatile Device r’eg\ysters. WRENB_0_O (CMD) ADDR ADDR ADDR ADDR Input Figure 8
[31:24] | [23:16] | [15:8] [7:0] ?{_‘Eﬁ - . . 4
Clear Program and Erase Failure Flags transaction resets &2
CLPEF_0_0 | STRIV[S] (Erase failure flag) and STR1V[6] {Program failure - (o) - - - - - - - - Figure 5 N/A
flag).
Read ECC Status is used to determine the ECC status of the 19 ADDR ADDR ADDR ADDR -
RDECC 4.0 | 2 ddressed data unit. - (€MD) | [31:24] | [23:18) | [15:8] [7:0] - - N N Figure 11 4
ECC Clear ECC Status Register transaction resets ECC Status
Register bit[4] (2-bit ECC Detection), ECC Status Register bit[3] 1B -
CLECC 0.0 | (1it ECC Correction), Address Trap Register, and ECC - (CMD) - - - - - - - - Figure5 N/A
Detection Counter.
End End
- N . Start Start Start Start End End
CRC DICHK 4 1 Data Inlegrl@ychecktran;actmn causes thedevice to perform ~ 5B ADDR ADDR ADDR ADDR ADDR | ADDR ADDR | ADDR Figure 7 4
a Data Integrity Check over a user defined address range. (€MD) [31:24] [23:16) T15:8] [7:01 [31]:24 [23]:16 s8] | 700
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Table 122 SPI (1S-1S-1S) transaction table (Continued)
N P N Max
. Transaction - Prerequisite | Bytel | Byte2 Byte3 Byte4 Byte5 | Byte6 | Byte7 | Byte8 | Byte9 | Transaction Address
Function [ 50 e Description transaction | (Hex) | (Hex) | (Hex) | (Hex) | (Hex) | (Hex) | (Hex) | (Hex) | (Hex) |  format f“?,}";_fl")q length
~ ADDR ADDR ADDR . . ~ . . 3
[23:16] [15:8] [7:0]
RDAYLC_0 | pead transaction reads out the memory contents at the given (CﬁD)
address. The maximum CK frequency for this transaction is - [';‘[1)25] [’;3[;2] E%Dﬁﬁ "}Eg? - - - - Figure 12 50
Read 50MHz frequency. . . - - 4
ea
13 ADDR ADDR ADDR ADDR
;Iash RDAY1 4 0 - (CMD) | [31:24] [23:18] [15:8] [7:0] ° B ) B
rray
i ADDR | ADDR | ADDR . . i . . R
RDAY2 C_0 Reahd Fast trags&acticn reads out the memory contents starting 0B [23:18] 115:8] [7:0] Figure 11
at the given address. (€MD) [ appR ADDR ADDR ADDR R
- [31:24] [23:18] [15:8] [7:0] ° N ) )
Program Input | Input -
Program Page programs 2568 or 512B data to the memery 12 ADDR ADDR ADDR ADDR {Conti . .
Flas] PRPGE 4.1 array in one transaction. WRENE_0_O (CMD) | [31:24] [23:16] [15:8] [7:0] Da!..a ! DatIEZ nue) Figure 8
Array [7:0] | [7:0]
Erase 4-KB Sector transaction sets all the bits of a 4KB sector 21 ADDR ADDR ADDR ADDR 4
ER004.4.0 | {7 (all bytes are FFh). WRENB 0.0 | (cyipy | (31241 | (23:16) | (158 [7:0] - - - - Foure s
igure
Erase 256-KB Sector transaction sets all the bits of a 256KB DC ADDR ADDR ADDR ADDR
ER256.40 | ectorto 1 (all bytes are FFh). WRENE_OO | (cmp) | [31:24] | [23:16] | [15:8] [7:01 ) - - -
" . " P 600or
Erase Chip transaction setsall bits to 1 (all bytes are FFh) inside "
IETI?:E ERCHP_0_0 the entire flash memory array. WRENB_0_0 (CCM?D) - - - - - - - - Figure5 N/A
Array N N
Evaluate Erase Status transaction verifies that the last erase
EVERS_4_0 | operation on the addressed sector was completed success- . (CR,IDD) [g?_gf}] [';232] ﬁDsPaﬁ *}9_%? . . - - 166
fully. - - - -
Eh n P Figure 6 4
Sector Erase Count transaction outputs the number of erase
SEERC_4_0 | cycles for the sector of the inputed address from the Sector - (C;;\'IIJD) [';‘?25] [’3’32(?] EDSDE% '}gg? - - - -
Erase Count Register. : - : :
Suspend Erase | Program [ Data grity Check transaction B0
SPEPD_0_D ?ltowa:the system to interrupt a programming, erase or data - (CMD) - - - - - - - -
Suspend / integrity check operation. Figures N/A
Resume Resume Erase [ Program / Data Integrity Check transaction 74
RSEPD_0_0 | allows the system to resume a programming, erase or data - (€MD) - - - - - - - -
integrity check operation.
Input | Input -
N . 42 ADDR ADDR ADDR ADDR (Conti -
Secure PRSSR_4_1 | Program S8R transaction programs data in 1024 bytes of S5R. | WRENB_0_0 (cMD) | [31:24] [23:16) T15:8] [7:01 D[a?t.gll D[%tg]l nue) - Figure 8
Silicon : : 4
Region - 4B ADDR ADDR ADDR ADDR -
RDSSR_4_0 | Read SSR transaction reads data from the SSR. - (cMD) | [31:24] [23:16) T15:8] [7:01 - - - - Figure 11
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Table 122 SPI (1S-1S-1S) transaction table (Continued)
N P N Max
.| Transaction . Prerequisite | Bytel | Byte2 | Byte? | Byted | Byte5 €6 | ByteT | Byte8 | Byted | Transaction Address
Function [ 50 e Description transaction | (Hex) | (Hex) | (Hex) | (Hex) | (Hex) | (Hex) | (Hex) | (Hex) | (Hex) |  format f“?,}";_fl")q length
Read Dynamic Protection Bit transaction reads the contents EQ ADDR ADDR ADDR ADDR .
RDDYB_4.0 | fthe DVB Access Register. - (cMD) | (31241 | 2318 | [158] [7:0) - - - - Figure 11
N - " " . - Input | Input N
Write Dynamic Protection Bit transaction writes to the DYB E1 ADDR ADDR ADDR ADDR (Conti .
WRDVB_4_1 | pccess Register. WRENB_OO | (cypy | [31:24] | [23:18] | [15:8] [7:0) D[ET‘_S]I Dﬁ't_gf nue) | Figure 8
g E 1
RDPPB 4 0 Read Persistent Protection Bit transaction reads the contents E2 ADDR ADDR ADDR ADDR Ei 1
Y| ofthe PPB Access Register. - (cMD) | [31:24] | [23:18)] [15:8] [7:0] - - - - igure
Py m Persistent Protection Bit transaction programs / E3 ADDR ADDR ADDR ADDR -
PRPPB_4_0 writes the PPB Register to enable the sector protact%n. WRENE_0_0 (cMD) | [31:24] [23:18] [15:8] [7:0] - - - - Figure 6
Advanced Erase Persistent Protection Bit transaction sets all persi:
persistent E4
Sector | ERPPE_0_O protection bits to 1. WRENB_0_O (cMD) - - - - - - - -
Protectio Figure 5
n WRPLE_0 0 | Write PPBProtection Lock Bit transaction clears the PPB Lock WRENE 0 0 | , 76 ~ ~ ~ . . ~ . .
to 0. (cMD)
Read Password Protection Mede Lock Bit transaction shifts AT .
RDPLB_00 | o\t the 8-bit PPB Lock Register contents with M3b first. - (CMD) - - - - - - - - Figure 10 166
Password Unlock transaction sends the 64-bit password to
flash device. If the supplied password does not match the P Pa P
hidden password in the Password Register, the deviceis locked assw SSW | FasSW | pocew
PWDUL_0_1 | and only a hardware reset or POR will return the device to - (CE'ISD) PSSE:-:,‘_'B[]” I;a[sls;\.tg]r Sa[%wl%ﬂ g?éiwzzﬁ [3‘;32 I 407(10 [50‘;"‘:'18 or Figure9
standby state, ready for new transactions such as a retry of the h ) - - ]' ]' ]' [63:56] N/A
PWDUL_0_1. If the password does match, the PPB Lockbit is
settol.
Software Reset Enable command is required immediately 66
SRSTE D0 | petorea SFRST_0_0 transaction. - (CMD) - - - - - - - -
Reset Software Reset transaction restores the device to its initial 95
SFRST_0_0 | power up state, by reloading Volatile registers from nonvelatile | SRSTE_0_0 (€MD) - - - - - - - - Figure 5
defaultvalues. &
Deep ENDPD_0_o | Enter Deep Power Down Mode ransactionshifsdevicein the . BS . . ) ) . . ) )
Down owest power consumption mode. (cMD)
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Electrical characteristics

7 Electrical characteristics
7.1 Absolute maximum ratings®
Storage temperature plastic packages.......cooviiiiiiiciiiiiicii -65°C to +150°C
Ambient temperature with power Applied........cocoivinvininn, =65°C to +125°C
Ve (HLT). .-0.5V to +4.0V
Ve (HS-T). -0.5Vto +2.5V
Input voltage with respect to Ground (Vgg)®%....oovvovvvvvvvevcevcevcsvnsmmnmmsonsesssss -0.5V to Vi +0.5V
Output short circuit currentl®l e 100mA
7.2 Operating range
Operating ranges define those limits between which the functionality of the device is guaranteed.
7.2.1 Power supply voltages
Vee / Veeg (HLT devices). i, 2.7V to 3.6V
Ve / Veeg (HS-T devices)... .1.7Vto 2.0V
7.2.2 Temperature ranges
Table 123 Temperature ranges
Spec
Parameter Symbol Devices . Unit
Min Max
Industrial / Automotive AEC-Q100 Grade 3 +85
Ambient Temperature Ty Industrial Plus / Automotive AEC-Q100 Grade 21831 -40 +105 °C
Automotive AEC-Q100 Grade 1[63] +125
7.3 Thermal resistance
Table 124 Thermal resistance
Parameter Description Test condition Device 24-ball BGA Unit
256T 35.2
Theta JA mf;'gﬂﬁ;ﬁ?gf:ﬂ " 512T 34.5 W
01GT 37
256T 19
. Test conditions follow standard test methods and procedures for
Theta JB Lﬁ:&iﬂﬁ&f&?ﬁ? wﬁassug\lrlwEitrh(grnr?fasl)impedance in accordance with EIA/JESDS1. 512T 145 °C/W
! 01GT 9.7
256T 11
Theta JC m:;’;gﬁ;f;ggfe 512T 54 C/w
01GT 7.5
Notes

60. See Section 7.6.1 Input signal overshoot on page 141 for zllowed maximums during signal transition.

61. No more than one output may be shorted to ground at a time. Duration of the shert circuit should not be greater than one second.

62. Stresses above those listed under Section 7.1 Absolute maximum ratings[62] on page 140 may cause permanent damage to the device. Thisis a stress
rating only; functional operation of the device at these or any other conditions above those indicated in the operaticnal sections of this datasheet is
not implied. Expesure of the device to absolute maximum rating conditions for extended periods may affect device reliability.

63. Industrial Plus, Automotive Grade-2 and Automotive Grade-1 operating and performance parameters will be determined by device characterization
and may vary from standard industrial or Automotive Grade-3 temperature range devices as currently shown in this specification.
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7.4 Capacitance characteristics
Table 125 Capacitance
Symbol Parameter Test conditions Typ Max Unit
G Input C it (applies to CK, CS#, RESET# 3.0
N nput Capaci a-n(e applies to ) IMHz 750 oF
Cout Qutput Capacitance (applies to All 1/0) 6.50
7.5 Latchup characteristics
Table 126 Latchup specification(®*
Description Min Max Unit
Input voltage with respect to Vssg on all input only connections 10 Vecg+ 10 v
Input voltage with respect to Vsgq on all 1/0 connections
Veeq Current —-100 +100 mA
7.6 DC characteristics
7.6.1 Input signal overshoot

During DC conditions, input or 1/0 signals should remain equal to or between Vg and V. During voltage
transitions, inputs or 1/Os may overshoot Vg to -1.0 V or overshoot to V¢ +1.0'V, for periods up to 20 ns.

Veea i 20ns Max— !

-10v
Figure 52 Maximum negative overshoot waveform
Veco + 1.0V
VCCQ
Vesa 20ns Max
Figure 53 Maximum positive overshoot waveform

Note
64. Excludes power supply Vi¢. Test conditions: V¢ = 1.8V / 3.0V, one connection at a time tested, connections not being tested are at Vgs.
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Electrical characteristics

7.6.2 DC characteristics (All temperature ranges)
Table 127 DC characteristics®
e . . Reference
Symbol Parameter Test conditions Min Typ Max Unit Figure
Vip Input Low Voltage (all Vo) - Veeg ¥ -0.15 - Veeg = 0.35 -
Vig Input High Voltage (all Vo) - Ve * 0.65 - Vegg* 115 -
4
VoL Output Low Voltage (all Ve¢) At0.1mA - 0.2 -
Von Output High Voltage (all Vo) At—0.1mA Veeg-0.20 - -
Vee =Vee Max, Viy = Viy or
s - - +2
CS#=V)y 85°C
Ve =Vee Max, Vi = Viy or
I Input Leakage Current S5, - - +3 -
CSE=Vyy 105°C
Vee =Vee Max, Viy = Viy or
s - - +4
CSk=Vyy 125°C
LA
Ve =Vee Max, Viy =V or
s - - 22
C8¥=V),,85°C
Vee =Vee Max, Viy =V or
ILo Output Leakage Current 555 - - +3 -
CSH =V, 105°C
Ve =Vee Max, Viy =V or
s - - 4
C8E =V, 125°C
SDR @ 50MHz 14/18 25125
(HL256T / HS256T) - 10710 1018
(HL512T / HS512T) 18714 25135
(HLO1GT / HSO1GT)
SDR @ 166MHz 53/53 69/72
[HL256T / HS256T) _ i 100/ 100
(HL512T / HS512T) 75080 1007100
| Active Power Supply Current (HLOIGT / HSO1GT)
e (READ)*"! DDR @ 166MH
@ z 7575 130/150
(HL256T / HS256T) _ 3778 1307150
(HL512T / HS512T) 28 1307 Te8
(HLO1GT / HSO1GT)
DDR @ 200MHz
156 173
(Hs256T) - 156 172 mA -
(155121) 136 198
(HS01GT)
Active Power Supply Current
lecz (Page Program) (256T / 512T/ | Vee=Vc Max, CS#=Viy - 50 58/58/66
01GT)
Active Power Supply Current
lecs (Write Any Register) Ve =Vee Max, CSE=Vy - 50 55/55/66
(256T /512T / 01GT)
Active Power Supply Current
leca (Sector Erase) (256T / 512T/ Ve =Vee Max, CS8=Viy - 50 55 /5566
01GT)
Active Power Supply Current _ _
lecs (Chip Erase) (256T / 512T / 01GT) | Vee=Vee Max, CS#=Vyy - 50 35/55/66
Notes
65. Typical values are at Ty = 25 °C and Ve = 1.8V/3.0V.
66. The recommended pull-up resistor for the INT# outputs is 5k() to 10k().
67. Outputs unconnected during read data return. Qutput switching current is not included.
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Table 127 DC characteristics®> °? (Continued)

Symbol Parameter Test conditions Min Typ Max Unit ReFf-erem:E
igure
RESET#, CS#=Vcco: R 160/ 113/
AllIjos= VeegorVssgs 85°C 160
RESET#, CS4=Vecq;
Standby Current AllI/0s=V¢eqg or VSSQ: - 11 3203/2%)8“”
(HS256T / HS512T / HSO1GT) 105°C
RESET#, C5%=Vccg: 550 /240
All1/0s=Veq orVsgg, -
| 125°C Q Q 650 -
S8 RESET#, CS#=Vo; R 160/ 126/
All1/Os=Vgg or Vagg, 85°C 160
RESET#, C5%=Vceo:
Standby Current All1/0s =Veeg or Vssg. - 14 3203:'2%)88'1
(HL256T / HL512T / HLO1GT) 105°C
RESET#, CS%=Vceg; 400/340/
All1/Os =Veeg or Vsgos -
125°C Q Q 430
RESET#, C5#=Vecg; R B
All/05=Veeg 0rVsgg, 85°C 24/18/24
RESET%, CS%= Vg
DPD Current All1/0s =Veeq or Vssg, - 13 26/18/26
(HS256T / HS512T / HSD1GT) 105°C :
RESET#, CS#=Vcco;
All1j0s =Veeg or Vssg, - 80/31/80
: 125°C A
DPD
RESET#, CS#=Vccq; R
AUYOS V0 or Vesg, 85°C 26/18/26
RESET#, C52= Vo
DPD Current All1/0s =Veq or Vssg, - 22 26/18/26
(HL256T / HL512T [ HLO1GT) 105°C s
RESET%, CS%=Vecg;
All1/0s = Vg or Visgs - 52/31/52
125°C
RESET#, CSE=Vcq; _ _
lpor POR Current AlL1/0s = Vg of VSSQ 80 mA
Power Up [ Power Down Voltage
Ve (minimum operation _ 27 _ _
. voltage, HL-T) ) Figure 47/
Ve (min) i ; Figure 48
Ve (minimum operation _ 17 _ _
voltage, HS-T) :
Ve (cut off where re-initial- _ 2.4 _ _
ization is needed, HL-T) :
Ve (cut-off) P v
Ve (cut off where re-initial- _ 155 _ _
ization is needed, HS-T) -
— Figure 48
Ve (low voltage for initialization | _ 07 B B
to occur, HL-T) :
Vee (Low) —
Vee (Low voltage forinitialization | _ 0.7 _ _
to occur, HS-T) '
Notes
65. Typical values are at Ty = 25 °C and V¢ = 1.8V/3.0V.
66. The recommended puﬁfup resistor for the INT# outputs is 5k() to 10k().
67. Qutputs unconnected during read data return. Output switching current is not included.
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infineon

1.7 AC test conditions
Device
Under jCL
Test I
Figure 54 Test setup
Table 128 AC measurement conditions'®
Parameter Min Max Unit Reference Figure

Load Capacitance (C,) - 15 pF Figure 54
Input Pulse Voltage 0 Veco v Figure 56
CK Rise (tcr;) and Fall (tpr,) Slew Rates at 200MHz (HS-T)!#! 113 - Fieure 50

igure
CKRise (tepr,) and Fall (tcer,) Slew Rates at 166MHz (HL-T)!®! 172 - v

/ns

Data Rise (tpery) and Fall (tyer,) Slew Rates at 200MHz (HS-T)(58) 113 -
Data Rise (tpgr,) and Fall (tyer,) Slew Rates at 166MHz (HL-T)%] 1.72 -

Figure 56
Vit -0.30 % Vecg 030 % Ve
Vik(ac) 0.7 Veeg 1.30 % Veeg
Vo 0.75 x V, -

OH{ac) ccq v Figure 57 / Figure 58

VoL(sg) - 0.25 % Vg
Input Timing Ref Voltage 0.5 % Ve Figure 56
Output Timing Ref Voltage 0.5 Ve Figure 57 / Figure 58

Notes

68. Input slew rate measured from input pulse min to max at Vo max.
69. AC characteristics tables assume clock and data signals have the same slew rate (slope).
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8 Timing characteristics
Table 129 Timing characteristics! ™%
" - Reference
Symbol Parameter ‘ Min ‘ Typ | Max ‘ Unit ‘ figure
HYPERBUS™
CK Clock Frequency for HYPERBUS™ mode transactions using
- 200
DS (HS-T)
fex - - 0 MHz -
CK Clock Frequency for HYPERBUS™ mode transactions using _ 166
DS (HLT)
Pck CK Clock Period Yfex - o Figure 56
ten Clock High Time 459 - 550 e .
b o igure
toL Clock Low Time Pex - Pex €
CS# High Time (Read transactions) 75 - -
tes CS# High Time (CRC ASO: including ASO entry and exit Config- 50 _ _
uration Register Load Program)
tess CS# Active Setup Time (relative to CK) 4 - -
tesho CS# Active Hold Time (relative to CK in Mode 0) 4 - - Figure 62
. HS-T Data Setup Time (all V¢c) 0.5 - -
U HL-T Data Setup Time (all Vec) 0.6 - -
. HL-T Data Hold Time (all V) 0.6 - -
o HS-T Data Hold Time (all V) 05 - B s
e Clock Low to Output Valid (15pF Loading) (HS-T) 5 - 5.45
v Clock Low to Qutput Valid (15pF Loading) (HL-T) - 7.25
. DS Valid (HS-T) - - 5.45 Fi 63
s igure
CHDS DS Valid (HLT) - N 7.25
tpss 2 DS transition to Data Valid -0.4 - 0.4
tosu ™ DS transition to Data Invalid 0.4 - 0.4
£ 1701 CS# Inactive to Qutput Disable Time (HS-T) - - 6.00
oS CS# Inactive to Output Disable Time (HL-T) - - 7.50 )
Figure 63
. CS# Inactive to DS Disable Time (HS-T) - - 6.00
bsz CS# Inactive to DS Disable Time (HLT) - - 7.50
tio skew'> | Data Skew (First Data Bit to Last Data Bit) - - 0.4 -
SPISDR
fex CK Clock Frequency 0 - 166 MHz -
Pek CK Clock Period 1/ fex - oo Figure 56
ten Clock High Time 45% pcy - 55% pck
Figure 59
oL Clock Low Time 45% pey - 55% peg
ns
CS# High Time (Read transactions) 10 - -
tes CS# High Time Between Transactions (aborted commands) 20 - - FFliggt:.lr:eGEol;
CS# High Time (Program [ Erase transactions) 50 - -
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Table 129 Timing characteristics!™” (Continued)

Symbol Parameter Min Typ Max Unit Reffi::.er:ce
tess ggma%ive Setup Time relative to CK (foy = 50MHz [ foi > 574 _ _ igure 60
tespo CS# Active Hold Time (relative to CK in Mode 0) 4 - -
teshs CS# Active Hold Time (relative to CK in Mode 3) 6 - -
tgy Data Setup Time (all Ve¢) (fog < 50MHz [ ey > S0MHz) 5/2 - - Figure 60
thp Data Hold Time (all Vc) (fok < 50MHz [ fr > 50MHz) 5/2 - -

Clock Low to Qutput Valid 2 _ 65
(15pF Loading, 3.0V — 3.6V, 30 Q) Output Impedance) (HL-T) ne
Clock Low to Output Valid (30pF Loading) (HS-T) 2 - 8
& Clock Low to Output Valid (30pF Loading) (HL-T) 2 - 9
Clock Low to Output Valid (15pF Loading) (HS-T) 2 - 6 Figure 61
Clock Low to OQutput Valid (15pF Loading) (HL-T) 2 - 8
tho Qutput Hold Time 15 - -
. Output Disable Time (HS-T) - - 6
bis Output Disable Time (HL-T) - - 7.50
Power Up [ Power Down Timing
Vcc(min) to Read operation
b (fLaser  szser : S| R Figure a7
(HLO1GT / HSO1GT) 500/500 Hs
tep Vec(Low) time 25 - - Figure 48
t\m[m Ve / VecQ Power Up ramp rate 1 - - Figure 49
tye Ve / VecQ Power Down ramp rate 30 - - uefV Figure 64
Deep Power Down Mode Timing
[E—— Time to Enter DPD mode - - 3 -
Time to Exit DPD mode
oo | A/ 1520) S B e |,
(HLOLGT / HS01GT) 4307430 Figure 48
tespen Chip Select Pulse Width to Exit DPD 0.02 - 3
Reset Timing™* ™!
trs Reset Setup - RESET# High before CS# Low 50 - - ns
Reset Pulse Hold - RESET# Low to CS# Low 550 /600
W | Bif |- S PR e
(HLO1GT / HS01GT) /500
trp RESET# Pulse Width 200 - - ns
ten \(ggesl??tsli)g\}:%fgﬁt from Software Reset Transaction _ _ 90/83/83 us _
CS# Signaling Reset Timing
tesuw Chip Select Low 500 - -
teshe Chip Select High 500 - - ns
treseT Internal device reset (HL512T / HS512T / HLO1GT / HS01GT) - - 455[?0//55050’, us Figure 44
tsuy Data in Setup Time (w.rt CS%) 50 - -
thpy Data in Hold Time (w.r.t CS#) 50 - - ns
Embedded Algorithm (Erase, Program and Data Integrity Check) Performance!7% 77 73: 78
tw Nonvolatile Register Write Time - 44 357.5 ms -
top 256B Page Programming (4KB Sector / 256KB Sector) - 430/ 480 2175/1700 s ~
512B Page Programming (4KB Sector / 256KB Sector) - 680 /570 2175/1700
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Table 129 Timing cha racteristics! 7! (Continued)
Symbol Parameter Min Typ Max Unit Reffi::.er:ce
Sector Erase Time (4KB physical sectors) 42 335
Sector Erase Time (256KB Infineon® Endurance Flex archi-
tse tecture disabled) B 3 2671 ms -
Sector Erase Time (256KB Infineon® Endurance Flex archi-
tecture enabled) B s 3869
Chip Erase Time (256Mb) 101 348
tae Chip Erase Time (512Mb) 201 696 sec -
Chip Erase Time (1Gb) 398 1381
Evaluate Erase Status Time for 4KB physical sectors
(HL256T / HS256T)
{HL512T / HS512T)
. (HLO1GT / HSD1GT) 5 g? ﬁ gf
us -
EES Evaluate Erase Status Time for 256KB physical sectors 53/56
(HL256T / HS256T)
(HL512T / HS512T)
(HLO1GT / HSO1GT)
Data Integrity Check Calculation Setup Time _ _ _
toic_seTup (256T / 512T [ 01GT) s0/50/17 s
Data Integrity Check Calculation Rate (Calculation rate overa 55/55/56/
toic RraTES large (>1024-byte) block of data) (HL512T / HS512T /HLO1GT / o6 65 - MBps -
N HS01GT)
Sector Erase Count Time
(HL256T / HS256T) _ 87/87 _
fsec (HL512T / HS512T) 55 63/63 s
(HLO1GT / HS01GT) 70770
taec: Blank Check single 256KB sector - 13 17
ms -
taecs Blank Check single 4KB sector 1 2
Setting the PPB Lock bit after the valid 64-bit password is given _
tesup to the device 80 100 120 [
Program, Erase or Data Integrity Check Suspend/Resume Timing
trEDs Program/Erase/Data Integrity Check Suspend - 80
Program/Erase/Data Integrity Check Resume to next 100/ 100/ us -
tpeDRS Program/Erase/Data Integrity Check Suspend 250/-/- 100 -
(256T / 512T / 01GT)
Notes

70. Applicable across all operating temperature options.
71.Full Ve range and CL=15pF.
72.Output HI-Z is defined as the point where data is ne longer driven.
73.1f Reset# is asserted during the end of tp), the device will remain in the reset state and tpy, will determine when CS# may go Low.
74.Sum of tRP and tgy must be equal to or greater than tgey.
75.Typical program and erase times assume the following conditions: 25°C, V¢ = 1.8V and 3.0V; 10,000 cycles‘ checkerboard data pattern.
76. The programming time for any OTP programming transaction is the same as tpp. This includes DRSSR 4.1
77.The programming time for the PRPPB_4_0 transaction is the same as tpp. The erase time for ERPPB_0_0 transaction is the same as tse.
78.Values are guaranteed by characterization and not 100% tested in production.
79. Guaranteed by design.
80.The Joint Electron Device Engineering Council (JEDEC) standard JESD22-A117 defines the procedural requirements for performing valid endurance
and retention tests based on a qualification specification. This methodology is intended to determine the ability of a flash device to sustain repeated
data changes without failure (program/erase endurance) and to retain data for the expected life (data retention). Endurance and retention qualification

specifications are specified in JESD4T or may be developed using knowledge-based methods as in JESD94.
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8.1 Timing waveforms
8.1.1 Key to timing waveform
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- A 7\
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Output y  Valid at logic High or Law  y High Impedance j Changing, state unknown ) LogicHigh ) LogicLow

Figure 55 Waveform element meanings
8.1.2 Timing reference levels
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Figure 58 DDR output timing reference level
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8.1.3 Clock timing
; let >
Vi (Min)
Veeo f2
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Figure 59 Clock timing
8.1.4 Input / Output timing
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Figure 60 SPlinput timing
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Figure 61 SPI1 output timing
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9 Device identification
9.1 JEDEC SFDP Rev D header table
Table 130 JEDEC SFDP Rev D header table
aopte . | wordaddress | sFoPDWORD Data Description
(x1 SP1) (x8 HB) name P
This is the entry point for Read SFDP (5Ah) command i.e., location zero within SFDP space
00h 53h e
(sA) + 00h ASCII"S
01h 46h ASCII*F”
02h 44h ASCII“D”
———1 (sa)+01h
03h 50h ASCII“P”
04h SFDP Header 08h SFDP Minor Revision (08h = JEDEC JESD216 Revision D)
(SA) +02h SFDP Major Revision (01h=JEDEC JESD218 Revision D)
05h 01h Thisis the original major revision. This major revision is compatible with all SFDP reading
and parsing software.
06h 02h Number of Parameter Headers (zero based, 02h = 3 parameters)
(SA) +03h FFh (x1) Booting up in SPI 1S-1S-1S (FFh)
07h FAh (x8) Booting up in xSPI NOR Profile 2 HYPERBUS™, (8D, 8D, 8D) operation,
N 5-byte addressing fer SFDP command, 8 wait states (FAh)
08h (5 + 04 00h Parameter ID LSB (00h = JEDEC SFDP Basic SPI flash parameter)
_ +
09h ' 00h Parameter Minor Revision (00h = JEDEC JESD216 Revision D)
0Ah oth Parameter Major RE.‘ViSiD!\ (01h ‘ZlThe original major revision - all SFDP software is
(SA) +05h compatible with this major revision.
0Bh 14h Parameter Table Length (14h =20 DWORDs are in the Parameter table)
1st Parameter - -
och Header 00h (x1) Parameter Table Pointer Byte 0 (DWORD = 4-byte aligned)
(5 + 06h 80h (x8) JEDEC Basic SPI flash parameter x1 byte offset = 0100h, x8 word offset = 0080h
+
oDh ' 01h (x1) Parameter Table Pointer Byte 1
00h (x8)
0Eh 00h Parameter Table Pointer Byte 2
— | (say+07h .
OFh FFh Parameter ID MSB (FFh = JEDEC defined legacy Parameter ID)
10h (5 + 08h 06h Parameter ID LSB (JEDEC xSPI (HYPERBUS™) Profile 2.0)
_ +
11h ' 00h Parameter Table Minor Revision (00h = JEDEC JESD216 Revision D)
12h (5 + 09h 01h Parameter Table Major Revision (01h = JEDEC JESD216 Revision D)
_ +
13h \ nd 03h Parameter Table Length (3h = 3 DWORDs are in the Parameter table)
n
14h Parameter 50h (x1) Parameter Table Pointer Byte 0 (DWORD = 4 byte aligned)
(54)+ 0 Header ABh (x8) JEDEC xSPI Profile 2.0 =x1 byte offset = 150h, x8 word offset = 00A8h
+
15h 01h (x1) Parameter Table Pointer Byte 1
00h (x8)
arameter Table Pointer Byte
16h 00h P ter Table Pointer Byte 2
————1 (sa)+oBh -
17h FFh Parameter ID MSB (FFh = JEDEC defined Parameter)
18h 0Ah Parameter ID LSB (0Ah = Command Sequences to change to HYPERBUS™ (8D-8D-8D)
(SA) +0Ch mode)
19h 00h Parameter Table Minor Revision (00h = JEDEC JESD216 Revision D)
1Ah (51) + 0Dk 01h Parameter Table Major Revision (01h = JEDEC JESD216 Revision D)
_ +
1Bh \ 04h Parameter Table Length (4h = 4DWORDs are in the Parameter table)
3rd Parameter 5Ch (x1) Parameter Table Pointer Byte 0 (DWORD = 4 byte aligned)
1ch Header AEh (x8) JEDEC Status, Control and Configuration Register Map x1 byte offset = 015Ch, x8 word
(SA) + OEh offset = 00AEh
1Dh 01h (x1) Parameter Table Pointer Byte 1
00h (x8)
1E| 00| Parameter Table Pointer Byte 2
h h ble Poi vt
— 1 (SA)+OFh )
1Fh FFh Parameter ID MSB (FFh = JEDEC defined Parameter)
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9.2 JEDEC SFDP Rev D parameter table

For the SFDP data structure, there are three independent parameter tables. Two of the tables have a fixed length
and one table has a variable structure and length depending on the device density Ordering Part Number (OPN).
The Parameter table is presented as single table in Table 131.

Table 131 JEDEC SFDP Rev D parameter table

Byte
Word address | SFDP DWORD P
?:f;ﬁ? (x8 HB) name Data Description
Bits 7:5=unused = 111b
Bit4=1b
100h F7h Bit 3 = Block Protect Bits are Nonvolatile / volatile Nonvolatile = 0b
(SA) + 80h Bit 2 = Program Buffer > 64Bytes = 1b
Bits 1:0 = Uniform 4KB erase is unavailable = 11b
101h 21h Bits 15:8 = Uniform 4KB erase opcode =21h
JEDEC basicflash -
parameter Bit23=Unused = 1b
DWORD-1 Bit 22 = Supports Quad Out (1-1-4) Read = No = 0b
Bit 21 = Supports Quad 1/0 (1-4-4) Read = No = 0b
102h 8Ah Bit 20 = Supports Dual 1/0 (1-2-2) Read = No = 0b
(SA) +81h Bit 19 = Supports DDR=Yes = 1b
Bit 18:17 = Number of Address Bytes = 3- or 4-Bytes = 01b
Bit 16 = Supports Dual Out (1-1-2) Read = No =0b
103h FFh Bits 31:24 = Unused = FFh
104h FFh Density in bits, zero based, 256Mb = OFFFFFFFh
———— (SA)+82h Density in bits, zero based, 512Mb = 1FFFFFFFh
105h JEDEC basic flash FFh Density in bits, zero based, 1Gb = 3FFFFFFFh
106h parameter FFh
(SA) +83h DWORD-2 OFh for 256M
107h 1Fh for 512mM
3Fhfor1G
108h 00h Not Supported
——————  (SA)+84h )
10¢h JEDEC basicflash 0oh
Toh parameter ooh
(SA) = 85h DWORD-3
10Bh 00h
10Ch 00h Not Supported
—— 1 (SA)+86h .
10Dh JEDEC basicflash 00h
parameter
10Eh DWORD-4 00h
—————— (SA)+87h
10Fh 00h
Bits T:5RFU = 111b
Bit 4 = Not Supported = 0b
110h (sA] = 8gh Eeh Bits :LRFU=111b
' JEDEC basicflash Bit 0 =2-2-2 Not Supported =0b
111h parameter FFh Bits 15:8 = RFU = FFh
112h FFh Bits 23:16 = RFU = FFh
— = | (sa)+8oh -
113h FFh Bits 31:24 = RFU =FFh
114h (5A)+ 8Ah FFh Bits 7:0=RFU =FFh
" | 4 .
115h JEDEC basic flash FFh Bits 15:8 = RFU=FFh
parameter
116h DWORD-6 00h Not Supported
——— (SA)+8Bh
117h 00h
118h FFh Bits 7:0 =RFU =FFh
————— (sA)+8ch ‘ -
11%h JEDEC basicflash FFh Bits 15:8=RFU=FFh
11Ah e 00h Not S ted
DWORD-7 0T SUpporte:
— — | (sm+sDh
11Bh 00h
11Ch (S4)+ 8ER 0Ch Erase type 1 size 24N Bytes =212 Bytes =4KB (Initial Delivery State)
= | + )
11Dh JEDEC basic flash 21h Erase type 1 Instruction
parameter
11Eh (54)+ 8Fh DWORD-8 00h Erase type 2 size 2*N Bytes = Not Supported
_ +
11Fh FFh Erase type 2 instruction = Not Supported
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Table 131 JEDEC SFDP Rev D parameter table (Continued)

e
address Wurd;::ress SFDP DWORD Data Description
(x1 SPI) (x8 HB) name
120h 00h Erase type 3 not supported
LI IR, _ typ pp
121h JEDECbasicflash FFh Erase type 2 instruction
parameter - - - -
122h (s4)+ 91 DWORD-9 12h 4 Size, 256KB erase instruction = Erase type size = 2*N (where N= 18) = 12h
123h DCh Erase type 4 instruction = DCh
124h 23h Bits 31:30 = Erase type 4 Erase, Typical time units (00b: 1 ms, 01b: 16 ms, 10b: 128 ms,
———— (SA)+92h 11b:1s)=128 ms
125h FAh =10h
126h FFh Bits 29:25 = Erase type 4 Erase, Typical time count = 00101b (typ erase time = count
+1*units=6"128ms
=768 ms)
Bits 24:23 = Erase type 3 Erase, Typical time units (00b: 1 ms, 01b: 16 ms, 10b: 128 ms,
JEDEC basicflash lllb:ls):lS:llb(RFU) P .
parameter Bits 22:18 = Erase type 3 Erase, Typical time count = 11111b (RFU)
DWORD-10 Bits 17:16 = Erase type 2 Erase, Typical time units (00b: 1 ms, 01b: 16 ms, 10b: 128 ms,
(SA) +93h 11b: 15)=1S=11b (RFU)
127h 8Bh Bits 15:11 = Erase type 2 Erase, Typical time count=11111b (RFU)
Bits 10:9 = Erase type 1 Erase, Typical time units (00b: 1 ms, 01b: 16 ms, 10b: 128 ms,
11b:15)=16ms=01b
Bits 8:4 = Erase type 1 Erase, Typical time count=00010b (typ erase time=count+1*
units=3* 16 ms
=48 ms)
Bits 3:0 = Count = (Max Erase time / (2 * Typical Erase time)) - 1=0011b
128h 82h Bits 31 = Reserved = 1b
————1 (SA)+9%h Bits 30:29 = Chip Erase Typical time units (00b: 16 ms, 01b: 256 ms, 10b: 45, 11b: 64s)
12%h E7h =11b (256M, 512M, and 1G)
12Ah FFh Bits 28:24 = Chip Erase Typical time count =00001b (256M), 00011b (512M), and
00110b (1G)
. Bits 23:19 = Byte Program Typical Time, additional byte=11111b
JEDEC bas‘fﬂ““ Bits 18:14 = Byte Program Typical Time, first byte = 11111b
BWS?SE{ Bits 13 = Page Program Typical Time unit (0: 8 ps, 1: 64 ps) =64 ps=1b
(SA) +95h Elhfor256M | Bits 12:8 = Page Program Typical Time Count = 00111 (typ Program time = count +1*
12Bh E3hfor512M |units=8*64 s
E6hfor1G |=512ps)
Bits 7:4 = Page Size (256B) = 2*N bytes = 1000h
Bits 3:0 = Count = [Max page program time / (2 * Typical page program time)] - 1=
0010b
12Ch ECh Bit 31 = Suspend and Resume supported =0b
———1 [(SA)+9%h Bits 30:29 = Suspend in-progress erase max latency units (00b: 128ns, 01b: 1us, 10b:
120h 23h 8ps, 11b: 64ps)
12¢h 19h “8ps=10b .
RS Bits 28:24 = Suspend in-progress erase max latency count = 01001b, max erase
suspend latency
=count+1* units=10*8 us=80 us
Bits 23:20 = Erase resume to suspend interval count = 0001b, interval = count +1 * 64
pus=2*64ps
=128pus
Bits 19:18 = Suspend in-progress program max latency units (00b: 128ns, 01b: 1ps,
10b: 8us, 11b: 64ps)
=8us=10b
Bits 17:13 = Suspend in-progress program max latency count=01001b, max program
suspend latency
JEDEC basicflash =count+1* units=10* 8 us =80 us
parameter Bits 12:9 = Program resume to suspend interval count =0001b, interval = count +1 *
DWORD-12 64us=2*64 s
(SA) +9Th =128us
12Fh 4h Bit 8 =Reserved = 1b
Bits 7:4 = Prohibited operations during erase suspend
=m0b: May not initiate a new erase anywhere (erase nesting not permitted)
+xlxb: May not initiate a page program in the erase suspended sector size
+xDoch: May not initiate a read in the erase suspended sector size
+ Dooeh: The erase and program restrictions in bits 5:4 are sufficient
=1110b
Bits 3:0 = Prohibited Operations During Program Suspend
=300<0b: May not initiate 2 new erase anywhere (erase nesting not permitted)
+3x0xb: May not initiate a new page program anywhere (program nesting not
permitted)
+x1xxb: May not initiate a read in the program suspended page size
+ Lowb: The erase and program restrictions in bits 1:0 are sufficient
=1100b
130h T7Ah Bits 31:24 = Erase Suspend Instruction = BOh
| (SA)+98h JEDEC basicflash Bits 23:16 = Erase Resume Instruction =7Ah
13th asut: as Boh Bits 15:8 = Program Suspend Instruction = BOh
132h BWS?EIE?: 7Ah Bits 7:0 = Program Resume Instruction = 7Ah
—— (SA)+9%h
133h BOh
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Table 131 JEDEC SFDP Rev D parameter table (Continued)

e
address Wurd;::ress SFDP DWORD Data Description
(x1 SPI) (x8 HB) name
Bits T:4=RFU=Fh
Bit 3:2 = Status Register Polling Device Busy = 01b: Legacy status polling supported =
134h F7h Use legacy polling by reading the Status Register with 05h instruction and checking
(SA) +9Ah WIP bit[0] (0 = ready; 1= busy).
Bits 1:0=RFU=11b
135h JEDEC basicflash 66h Bit 31 = DPD Supported = Supported =0
parameter Bits 20:23 = Enter DPD Instruction = BSh
136h DWORD-14 80h Bits 22:15 = Exit DPD Instruction not supported = 00h
Bits 14:13 = Exit DPD to next operation delay units = (00b: 128ns, 01b: 1ps, 10b: 8ps,
11b: 64ps)
(SA)+9Bh =64us=11b
137h 5Ch Bits 12:8 = Exit DPD to next operation delay count = 00110, Exit DPD to next operation
delay
=(count+1) * units = (6+ 1) * 64 us =448 us
138h (54 +9Ch 00h Bits 31:24 Zk:?eserved = F‘thl d=ob
— + . Bit 23 = Hold or RESET Disable = not supported =0
13h JEDECbasicflash 00h Bits 22:0 = Not supported = 000000h
parameter
13Ah DWORD-15 00h
————— (SA)+9Dh
13Bh FFh
13Ch Foh Bit 7 =Reserved =1
] Bits 6:0 = Volatile or Nonvolatile Register and Write Enable Instruction for Status
Register 1
=s000_xxx1b: Nonvolatile Status Register 1, powers-up to last written value, use
instruction 06h to enable write.
+300¢_Lxxb: Nonvolatile/Volatile Status Register 1 powers-up to last written value in
the nonvolatile status register, use instruction 06h to enable write to nonvolatile
(SA) + 9Eh status register. Volatile status register may be activated after power-up to override
13Dh 10h the nonvolatile status register, use instruction 50h to enable write and activate the
volatile status register.
+xx1_sooch: Status Register 1 contains a mix of volatile and nonvolatile bits. The 06h
instruction is used to enable writing of the register.
+x1x_oooh: Reserved
+ Lo _oooch: Reserved
=1111001b
JEDECbasicflash
13Eh parameter F8h Bits 31:24 = Enter 4-byte Addressing
— DWORD-16 +xx1x_ooob: Supports dedicated 4-Byte address instruction set. Refer to the vendor
datasheet for the instruction set definition.
+ ook _xoob: Reserved
=1010_0000b
Bits 23:14 = Exit 4-Byte Addressing
=0 xdx_oooh: Hardware reset
+30_x Lxx_ooob: Software reset (see bits 13:8 in this DWORD)
(SA) +9Fh +300_Dow_ooob: Power cycle
13Fh ACh +x1 oo _coot: Reserved
+ 1x_sooo_ooob: Reserved
=11_1110_0000b
Bits 13:8 = Soft Reset and Rescue Sequence Support
+x1_sooob: issue reset enable instruction 66h, then issue reset instruction 98h. The
reset enable, reset sequence may beissued on 1,2, or 4 wires depending on the device
operating mode.
=010000b
140h 00h Not Supported
——— (SA)+A0h .
141h JEDEC basicflash 00h
parameter
142h DWORD-17 00h
——— (SA)+Alh
143h 00h
144h 00h Bit31=0b
| (SM+A2h Bit 30:29 = 10b
145h . 00h Bit28=0b
146h JEDgr:gfe‘fSraSh ach Bit 27:26 = Not supported = 00b
DWORD-18 Bits 25:24 = 00b
(SA) + A3h Bit 23 = JEDEC SPI Protocol Reset Supported = 1b
147h 40h Bits 22:18=01111b
Bits 17:0 = Reserved = 00000h
148h h Not Supported
14G6h (SA)+ A4 JEDEC basicflash
parameter 0oh
14Ah DWORD-19
——— (SA)+4Ash
14Bh
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Table 131 JEDEC SFDP Rev D parameter table (Continued)

© . | Wordaddress | SFDP DWORD i
?:f;ePsI? (x8 HEB) name Data Description
14Ch FFh Bits 31:28 = Maximum operation speed of device in 8D-8D-8D made when utilizing
——— 1 (SA)+Ash Data Strobe = 1000b (200MHz) / 0111b (166MHz)
14Dh JEDEC basicflash FFh Bits 27:24 = 8D-8D-8D mode without using Data Strobe is not characterized = 1110b
14Eh parameter FFh Bits 23:20=1111b
DWORD-20 Bits 1%:16=1111b
1aFh (SA) + ATh 8ERHS-T | Bit 15:0= Not Supported = FFFFh
TEh HL-T
9.3 xSPI profile 2
Table 132 xSPI profile 2 parameters
Byte | \yordaddress | SFDP DWORD -
?:f;epsg (x8 HB) name Data Description
Bit 7 = Program Suspend Supported = 1b
150h Eoh Bit 6 = Program Resume Supported = 1b
Bit 5 = Enter SPI (15-15-1S) Supported = 1b
Bit 4:0 = Reserved (00000b)
Bit 15 = Deep Power Down Supported = 1b
(SA) + ABh Bit 14 = Word Program Supported = 1b
Bit 13 = Sector Erase Supported = 1b
Bit 12 = Chip Erase Supported = 1b
151h FFh Bit11= Era‘s)e Suspenggupported =1b
Bit 10 = Erase Resume Supported = 1b
Bit 9 = Write to Buffer Supported = 1b
Bit 8 = Program Write to Buffer Supported = 1b
JEDEC xSPI Bit 23 = Memory Write Linear Supported = 1b
(Profile 2.0) Bit 22 = WREN1 Supported = 1b
DWORD 1 Bit 21 = WREN2 Supported = 1b
152h FFh Bit 20 = SREN Supported = 1b
Bit 19 = Status Register Read Supported = 1b
Bit 18 = Status Register Clear Supported = 1b
Bit 17 = Configuration Register Read Supported = 1b
Bit 16 = Configuration Register Load Supported = 1b
(sA)+ Aoh -
Bit 31 =xSPI Profile 2 Supported = 1b
Bit 30 = Register Read Wrap Supported = 1b
Bit 29 = Register Read Linear Supported = 1b
153h FFh Bit 28 = Memory Read Wrap Supported = 1b
Bit 27 = Memory Read Linear Supported = 1b
Bit 26 = Register Write Wrap Supported = 1b
Bit 25 = Register Write Linear Supported = 1b
Bit 24 = Memory Write Wrap Supported = 1b
154h 2Ch Bits 15:12 = Reserved = 0000b
— (SA) + Adh Bits 11:7 = 200MHz 16 Dummy Cycles = 10000b
155h JEDEC xSPI 08h its 6:2 = 200MHz Configuration Bit Pattern = 01011b
(Profile 2.0) Bits 1:0 = Reserved = 00b
156h DWORD 2 00h Bits 21:16 = Reserved = 00000000000000000b
— | (sm)+ABh
157h 00h
158h och Bits 31:27 = 166MHz 14 Dummy Cycles=01110b
———— (sA)+Ach Bits 26:22 = 166MHz Configuration Bit Pattern = 01001b
15%h JEDEC XSPI T4h Bits 21:17 = 133MHz 12 Dummy Cycles = 01100b
15ah (Profile 2.0) 58h Bits 16:12 = 133MHz Configuration Bit Pattern = 00111b
RD 3 Bits 11:7 = 100MHz 8 Dummy Cycles=01000b
L5Eh (SA) + ADh 731 Bits 6:2 = 100MHz Configuration Bit Pattern = 00011b
Bits 1:0 = Reserved = 00b
Datasheet 155 of 166 002-12337 Rev. *¥

2022-01-18



b/512Mb/1Gb lash e
256Mb/512Mb/1Gb SEMPER™ Flas 1
HYPERBUS™ interface, 1.8\1,’3.0\." I n fl neon

Device identification

Table 133 Command sequences to change to profile 2.0 mode parameters
Byte
Word address | SFDP DWORD P
?:f;?’sli (x8 HB) name Data Description
15Ch (sA)+ AER 00h Bits 31:24=01h
D —— * Command Bits 23:16 = 06h
15Dh Sequences 00h Bits 15:
15Eh - Profile Change 06h Bits 7:0=00h
_ +
150Fh 01h
160h (5] + Boh 00h Bits 21:24=00h
T * Command Bits23:16=00h
161h Sequences 00h Bits 15 :Oﬂh
162h Profile Change 0h Bits 7:0 = 00|
—— 1 (SA)+Blh DWORD 2
163h 00h
164h (sA)+ B2h 00h Bits 31:24=05h
_ + 0 116 =
ot [ e
Profile Change Bits 7:0=00h
__leh | (SA)+ B3h DWORD 3 7ih
167h 05h
168h (58) + 54h 00h Bits 31:24 = 04h
1 AT Command Bits 23:16 = 0Ah
168h Sequences 00h Bits 15:8 = 00h
Profile Change Bits T:0=00h
_ 16ah | (SA) + 85h DWORD 4 0ah
16Bh 04h
9.4 Manufacturer and device ID
Table 134 Manufacturer and device ID (x1 SPI)
Byte address'®! Data Description
00h 34h
ot ooh CYPRESS™ Manufacturer ID
02h 6Ah (HL-T)
TBh (HS-T) Interface Voltage Type
03h 00h
18h =256Mb
04h 1Ah=512Mb ) ‘
1Bh = 1024Mb Device Density
05h 00h
06h OFh
o oo Device ID Length
08h 90h ] ]
oh oon Family ID: (HL-T/HS-T Family)
Note

81.Legacy (x1) SPl uses Read Identification (RDIDN_0_0) transaction to read the Device ID. No address is required.
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Table 135 Manufacturer and device ID (x8 HYPERBUS™)

Word address [#2 Data Description
(SA) +0800h 0034h CYPRESS™ Manufacturer ID
006Ah (HL-T,

(SA) +0801h OOTBh((HS:IE Interface Voltage Type

0019h =256Mb
(SA) +0802h 001Ah=512Mb Device Density

001Bh = 1024Mb
(SA) +0803h 000Fh Device ID Length
(SA) +0804h 0090h Family ID: (HL-T/HS-T Family)

Note
82. Address based Instructions - Access Die 1.

9.5 Unique ID
Table 136 Unique ID 83
Byte address (x1 SP1) 84 Word address (x8 HB) [85) Data
00h
(SA) +0200h
01h
02h
(SA) +0201h
03h
Device Dependent
04h
(SA) +0202h
05h
06h
(SA) +0203h
07h
Notes

83. Actual Unique ID is device dependent.
84. Legacy (x1) SPl uses Read Unique ID (RDUID_0_0) transaction to read the Unique ID. No address is required.
85. Address based Instructions - Access Die 1.
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Package diagrams

10 Package diagrams

BlTEe] (o1

(2x)

Vi

TNDEX MARK ‘ E D B A \_
PIN AL AN 8] /A PIN Al

CORNER

CORNER
TOP VIEW —
(2x)
| | BOTTOM VIEW
A 1 | ozo[c
O
AL Ehac]
A SIDE VIEW
24X b
@ 0.15 (Y[c[AB]
@ 0.08 MIC |
DIMENSIONS NOTES:
SYMBOL
MIN. NOM. MAX 1. DIMENSIONING AND TOLERANCING METHODS PER ASME Y14 5M-1994.
A - - 1.00 2. ALL DIMENSIONS ARE IN MILLIMETERS.
M 020 - 3. BALL POSITION DESIGNATION PER JEPSS, SECTION 3, SPP-020
D 8.00B5C
4 e THE SOLDER BALL GRID PITCH
E 6.00BSC
o0 P 5. SYMBOL "MD" IS THE BALL MATRIX SIZE IN THE "D" DIRECTION
= o0DeC SYMBOL "ME" IS THE BALL MATRIX SIZE IN THE "E” DIRECTION.
o 5 N IS THE NUMBER OF POPULATED SOLDER BALL POSITIONS FOR MATRIX SIZE MD X ME.
ME - _é DIMENSION "b" IS MEASURED AT THE MAXIMUM BALL DIAMETER IN A PLANE PARALLEL TO DATUM C.
N 24 A *SD" AND "SE” ARE MEASURED WITH RESPECT TO DATUMS A AND B AND DEFINE THE
go 035 040 045 POSITION OF THE CENTER SOLDER BALL IN THE OUTER ROW.
oE
100Bse WHEN THERE IS AN ODD NUMBER OF SOLDER BALLS IN THE OUTER ROW "SD" OR "SE" = 0.
oD 1.00 BSC
YT WHEN THERE IS AN EVEN NUMBER OF SOLDER BALLS IN THE OUTER ROW, "SD" = eD/2 AND "SE” = 6E/2.
sD
- 00085 8 "+ INDICATES THE THEORETICAL CENTER OF DEPOPULATED BALLS.

A1 CORNER TO BE IDENTIFIED BY CHAMFER, LASER OR INK MARK, METALLIZED MARK INDENTATION
OR OTHER MEANS.
10. JEDEC SPECIFICATION NO. REF: NiA

002-15550 *A

Figure 64 Ball grid array 24-ball 6 x 8 mm (VAA024)
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EOEE! )

@9 1

|

|

|

|

|

‘

|

INDEX MARK 1‘

PIN Al

comiER TOP VIEW

l&PIN Al

CORNER

BOTTOM VIEW

[#]o.20[C]

DIMENSIONING AND TOLERANCING METHODS PER ASME Y14.5M-1994.
ALL DIMENSIONS ARE IN MILLIMETERS.
BALL POSITION DESIGNATION PER JEPS5, SECTION 3, SPP-020.

e” THE SOLDER BALL GRID PITCH.

DIMENSIONS NOTES:
SYMBOL MIN. NOM. MAX. 1.
A - 1.00 2
a1 020 B 5
D 500 BSC .
E 5.00 BSC
D1 4.00 BSC 5
E1 4.00 BSC
MD 5
ME 5 &
N 2 A
@b 035 040 045
oE 1.00 BSC
) 1.00 BSC
sD 0.00 BSC
SE 0.00BSC &

10.

SYMBOL "MD" IS THE BALL MATRIX SIZE IN THE "D" DIRECTION.

SYMBOL "ME" IS THE BALL MATRIX SIZE IN THE "E” DIRECTION

N IS THE NUMBER OF POPULATED SOLDER BALL POSITIONS FOR MATRIX SIZE MD X ME.

DIMENSION "b” IS MEASURED AT THE MAXIMUM BALL DIAMETER IN A PLANE PARALLEL TO DATUM C.
"SD" AND "SE" ARE MEASURED WITH RESPECT TO DATUMS A AND B AND DEFINE THE

POSITION OF THE CENTER SOLDER BALL IN THE OUTER ROW.

WHEN THERE IS AN ODD NUMBER OF SOLDER BALLS IN THE OUTER ROW "SD" OR "SE” = 0.

WHEN THERE IS AN EVEN NUMBER OF SOLDER BALLS IN THE OUTER ROW, "SD" = eDi2 AND "SE" = eE/2.
"+" INDICATES THE THEORETICAL CENTER OF DEPOPULATED BALLS.

A1 CORNER TO BE IDENTIFIED BY CHAMFER, LASER OR INK MARK, METALLIZED MARK INDENTATION
OR OTHER MEANS.

JEDEC SPECIFICATION NO. REF: N/A. 002_22282 *k

Figure 65 Ball grid array 24-ball 8 x 8 mm (VAC024)
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Ordering information

11 Ordering information

The ordering part number is formed by a valid combination of the following:

S26HL
S26Hs 512 T GA B H M 00 0

Packingtypeiss:
0=Tray
3=13"Tape &Reel

Model number

00 =x8 Default Boot, 6 x 8 mm package
01 =x1 Default Boot, 6 x8 mm package
02 =x8 Default Boot, 8 x8 mm package
03 =x1 Default Boot, 8 x8 mm package

————» Temperature range
1 =Industrial (-40°C to +85°C)
V =Industrial Plus (-40°C to +105°C)
A= Automotive, AEC-Q100 Grade 3 (-40°C to +85°C)
B =Automotive, AEC-Q100 Grade 2 (-40°C to +105°C)
M = Automotive, AEC-Q100 Grade 1 (-40°C to +125°C)

—————® Package material
H=Halogen-Free, Lead (Pb)-free

—————— Package type
B =24-ball BGA, 1.0-mm pitch

= Performance
GA=200MHzDDR
FP =166 MHz DDR

Technology
T=45-nm MIRRORBIT™ Process Technology

* Density
256= 256 Mb
512=512Mb
01G=1Gb

Device Family

S26HL 3.0 VSEMPER™ Flash HYPERBUS™ Interface
S26HS 1.8V SEMPER™ Flash HYPERBUS™ Interface

Note
86.See Packing and Packaging Handbook on www.cypress.com for further information.
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111

Valid combinations — standard grade

Table 137 lists configurations planned to be supported in volume for this device. Contact your local sales office
to confirm availability of specific valid combinations and to check on newly released combinations.

infineon

Table 137 Valid combinations — standard
Base ordering N Package and | Temperature Model . Ordering part number .
part number Speed option materials range number Packing type (x = packing type) Package marking
S26HL512TFPBHIO0X 26HL512TPI00
LV a0 0,3
S$26HL512TFPBHVOOx 26HL512TPVO0
S26HL512T FP BH
S26HL512TFPBHIO1x 26HL512TPIO1
LV 01 0,3
S26HL512TFPBHVO1x 26HL512TPVO1
S26HLO1GTFPBHIO2x 26HLO1GTPI02
LV 02 0,3
S26HLO1GTFPBHVO2x 26HLOIGTPVO2
S26HLO1GT FP BH
S26HLO1GTFPBHIO3x 26HLOLGTPIO3
LV 03 0,3
526HLO1GTFPBHVO3x 26HLO1GTPVO3
S26HS512TGABHIO0x 26HS512TAI00
LV 00 0,3
S526HS512TGABHVO0xX 26HS512TAVO0
S26HS512T GA BH
v o 03 S26HS512TGABHIO1x 26HS512TAI0L
’ ! S26HS512TGABHVO1x 26HS512TAV01
S26HSO01GTFPBHIO2x 26HS01GTPIO2
LV 02 0,3
S26HS01GTFPBHVO2x 26HS01GTPVO02
S26HS01GT FP BH
S26HSO1GTFPBHIO3x 26HS01GTPRIO3
LV 03 0,3
S$26HS01GTFPBHVO3x 26HS01GTPVO3
S26HS01GTGABHIOZx 26HS01GTAI02
LV 02 0,3
S26HS01GTGABHVO2Zx 26HS01GTAVOZ
S26HS01GT GA BH
L 0 0z S26HS01GTGABHIO3x 26HS01GTAIO3
! : S26HS01GTGABHVO3x 26HS01GTAVO3
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11.2

Production Part Approval Process (PPAP) support is only provided for AEC-Q100 grade products.

Valid combinations — automotive grade / AEC-Q100

Table 138 lists configurations that are Automotive Grade / AEC-Q100 qualified and are planned to be available in
volume. The table will be updated as new combinations are released. Contact your local sales representative to
confirm availability of specific combinations and to check on newly released combinations.

infineon

Products to be used in end-use applications that require ISO/TS-16949 compliance must be AEC-Q100 grade
products in combination with PPAP. Non-AEC-Q100 grade products are not manufactured or documented in full
compliance with 1ISO/TS-16949 requirements.

AEC-Q100 grade products are also offered without PPAP support for end-use applications that do not require

1SO/TS-16949 compliance.

Table 138 Valid combinations — automotive grade / AEC-Q100[87]
Base ordering . Package and | Temperature Model . Ordering part number .
part number Speed option materials range number Packing type (x = packing type) Package marking

S$26HL512TFPBHAOOX 26HL512TPAQO
A B, M 00 0,3 S$26HL512TFPBHBOOX 26HL512TPBOO
S26HL512TFPBHMO0x 26HL512TPMO0

S26HL512T FP BH
S$26HL512TFPBHAO1x 26HL512TPAOL
A,B,M 01 0,3 S26HL512TFPBHBO1x 26HL512TPBO1
S26HL512TFPBHMO1x 26HL512TPMO1
S26HS512TGABHADOx 26HS512TAAD0
A BM 00 0,3 S26HS512TGABHBOOxX 26HS512TABQO
S26HS512TGABHMOOx 26HS512TAMO0

S26HS512T GA BH
S26HS512TGABHAOLx 26HS512TAADL
A, B,M 01 0,3 S26HS512TGABHBO1x 26HS512TABO1
S526HS512TGABHMO1x 26HS512TAMOL
S26HLO1GTFPBHAD2x 26HLO1GTPAQ2
A BM 02 0,3 S26HLO1GTFPBHBO2x 26HLO1GTPBO2
S26HLO1GTFPBHMO2x 26HLO1GTPMO2Z

S26HLO1GT FP BH
S26HLO1IGTFPBHAO3x 26HLO1GTPAQ3
A, B,M 03 0,3 S26HLO1GTFPBHBO3x 26HLO1GTPBO3
S26HLO1GTFPBHMO3x 26HLO1GTPMO3
S26HSO01GTFPBHAO2x 26HS01GTPAO2
A, B,M 02 0,3 S26HS01GTFPBHBO2x 26HS01GTPBO2
S26HS01GTFPBHMO2x 26HS01GTPMO2

S26HS01GT FP BH
S526HS01GTFPBHAD3x 26HS01GTPAQ3
A B, M 03 0,3 S26HS01GTFPBHBO3x 26HS01GTPBO3
S26HS01GTFPBHMO3x 26HS01GTPMO3
S26HS01GTGABHAOZx 26HS01GTAAQ2
A, B,M 02 0,3 S26HS01GTGABHBO2x 26HS01GTABO2
526HS01GTGABHMO2x(5T! 26HS01GTAMO2

S26HS01GT GA BH
S26HS01GTGABHAO3x 26HS01GTAAO3
A BM 03 0,3 S26HS01GTGABHBO3x 26HS01GTABO3
S26HS01GTGABHMO3x®7! 26HS01GTAMO3

Note

87.The characterization of 125°C, 200MHz, S26HS01GT devices is in progress. Contact your local sales office to confirm availability of these devices.
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on history

Rev. s“b‘;';'ts:'o" Description of change
- 2015-04-27 Initial release
Restructured datasheet.
Updated Features on page 1: Added SPI SDR (1-1-1).
Added Figure 1, Logic Block Diagram on page 4.
Updated Figure 4, Wear Leveling Sector Pool 4KB Parameter Sector Top or
Bottom on page 10.
Updated Table 4, Maximum Operating Frequency for Latency Code Options
on page 17.
- 2015-06-12 Updated Table 19, Volatile Configuration Registers on page 40.
Table 23, VCR1 and NVCR1 Configuration Register Bit Assignments
on page 43: changed xVCR1[2] to Reserved.
Updated Table 29, SEC Register Bit Assignments on page 48
Table 32, ECC Bit Assignments on page 56: removed EECC,
EECCD, ECCDI
Updated Table 47, Command Definitions on page 72: Added Note.
Updated Table 64, Valid Combinations — Forecast on page 101.
Updated Copyright and Disclaimer.
Removed MCPs.
*B 2016-12-21 Added Channel / Bus CRC.
Updated Sales Page and Disclaimer.
*C 2017-03-27 Updated AC/DC Parameters

Added SPI mode.

Updated INT# behavior based on SMC.

*D 2017-06-13 Updated DS behavior based on SMC.

Updated AC parameters based on the new Vih/Vil methodology (xSPI JEDEC).

Updated CYPRESS™ logo, Sales page, and Copyright information.

Added (section 2.7).

Changed tegpy to 6 ns (minimum).

Added Reset, ASO Exit, Status Register Read and Status register Clear commands are globally applicable in all
ASOs (section 18.1).

Added Data out during a Register Read transaction is only valid during the first word output by the device.

E 2017-08-22 Subsequent data values output if CK/CK# continue to toggle while CS# remains Low are undefined (section 5.2)
Added Deep Power Down Upon POR is enabled, CS# must be maintained High during power-up.
Updated Exit from DPD waveform (section 21.7.1).
Added Wrap feature is not available in AutoBoot mode when Reading from the memory array (section 18.1).
Added Interface CRC register Read tcgy, to 20 ns (section 22.2.3).
Updated Part Numbers.
Updated AC/DC parameters.

s 2017-10-31 Updated Section “16. Device ID, Common Flash Interface and Serial Flash Discoverable Parameters (ID-SFDP) ASO
Map*.
Updated Test Specification table.
Updated Figure 35. Input/Output Waveforms and Measurement Levels.

*G 2018-02-08 Changes per EROS Rev *G.

*H 2018-04-06 Updated template.

* 2019-05-08 Preliminary datasheet

Updated Timing parameters.
*J 2018-07-10 Updated SafeBoot.
Updated Interface CRC.

Updated to Infineon template.

Clarification on 4KB Sector endurance cycles.

Removed Status and Configuration register protection password protection scheme.
Included Data Integrity Check Abort recovery flow.

*K 2018-09-24 Updated SafeBoot flow.

Included a clarification on Status Register and INT# value during resets.

Included example for 64-byte wrapped burst address sequence for 20 cycles latency.
Updated default latency to 16 cycles.

Included 1G Thermal resistance values.
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Revision history

Rev. Sub‘l;;i::ion Description of change
Updated AC / DC / Embedded operation specifications.
Updated SFDP.
Added a note in Status Register, Status Register 1, and Status Register 2 tables.
*K 2018-09-24 Updated Performance Summary.
Updated CFR1x[11] bit description.
Updated SPI (15-15-15) Transaction table.
Updated OTP Programming conditions.
Updated SPI 15-15-1S transaction WRARG_4_1 to WRARG_C_1.
*L 2018-10-03 Updated SPI 1S-15-1S transaction RDAY2_4_0 to RDAY2_C_0.
Updated RSTO# signal description.
*M 2018-11-21 Added 256Mb density related information.
Updated tV min and tHO min.
*N 2018-12-17 | Added 3-byte read any register transaction.
Clarified latency information upon configuration corruption and NV configuration register erase operation.
0 2019-02-05 Added clarification in EXIT DPD Mode section.
Updated Copyright information in Sales page.
*P 2019-07-03 Finalizing document for S26HS512T and S26HL512T devices description.
Updated Transaction Table.
Q 2019-09-13

Updated Ordering Information.

Finalizing document for S26HS01GT devices.

Note: The characterization of 125C, 200MHz, S26HS01GT devices is in progress and this document will be updated
accordingly upon characterization completion.

Updated Figure 16.

Added Figure 25.

*R 2019-12-20 Updated Table 3.

Table 7. Device 1D, Table 10. JEDEC SFDP Rev D Header Table (Product Information Notification),

Table 11. JEDEC SFDP Rev D Parameter Table (Product Information Notification),

Table 14. JEDEC SFDP Rev D, Sector Map Parameter Table (Product Information Netification), Table 39, Table 40,
Table 127, Table 129, Table 137, and Table 138.

Corrected typos in Table 67, Table 73, Table 93, Table 98, and Table 107.

Updated Sales information and Copyright year.
Finalizing document for S26HLOLGT devices.

T 2020-03-23 Updated Table 127 based on Final Characterization results.

Updated Table 10, Table 105, and Table 122.

Updated Table 11. JEDEC SFDP Rev D Parameter Table,

Table 14. JEDEC SFDP Rev D, Sector Map Parameter Table, and

Table 16. Command Sequences to Change to Profile 2.0 Mode Parameters (Product Information Notification).
Updated Byte Address, Word Address, DIWORD name, Data, and Description in Table 11.
Removed Sector Map Parameter section.

Updated Byte Address and Word Address in Table 13.

Updated Byte Address and Word Address in Table 14.

Renamed PRNPOR_4_0to RDNPOR_4_0 in Table 45.

Updated PRNPOR_4_0 to Program POR Time Register in Table 52.

v 2020-12-01 Added note in Table 72.

Updated description and note for ASPO[2] in Table 75.

Added POR time register (PORT) (x8) section.

Updated description for CFR3N[7:6], CFR3V[T:6] and added reference in Table 98.

Updated description for ASPO[2] in Table 108.

Updated Input Timing Ref Voltage and Qutput Timing Ref Voltage to 0.5 = Ve in Table 128.
Updated Figure 56, Figure 57, and Figure 58 in Timing reference levels.

W 2021-08-10 Updated DC table.

*S 2020-01-2%

*u 2020-04-22
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Sllb‘?aits:i"" Description of change

Updated to Infineon template.

Updated Table 124: Added Theta JB an Theta JC.

Updated Table 127: Added 256Mb specifications.

Updated Table 128: Added 256Mb specifications.

Updated Table 7: Changed JESD216C to JESD216D

Changed CFR3V[1:0] to CFR3V[T:6] in Read device identification transaction

Y 2022-01-18 | Updated Table 129: Removed 256T /512T / 01GT and updated max value for tpgps

Updated Figure 57 and Figure 58: Changed Pscy to Peg

Updated Table 131: Updated data and description for 12Dh, 12Eh, and 12Fh byte addresses

*X 2021-10-18
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IMPORTANT NOTICE

The information given in this document shall in no
event be regarded as a guarantee of conditions or
characteristics (“Beschaffenheitsgarantie”).

With respect to any examples, hints or any typical
values stated herein andfor any information
regarding the application of the product, Infineon
Technologies hereby disclaims any and all
warranties and liabilities of any kind, including
without limitation warranties of non-infringement of
intellectual property rights of any third party.

In addition, any information given in this document
is subject to customer’s compliance with its
obligations stated in this document and any
applicable legal requirements, norms and standards
concerning customer’s products and any use of the
product of Infineon Technologies in customer’s
applications.

The data contained in this document is exclusively
intended for technically trained staff. It is the
responsibility of customer’s technical departments
to evaluate the suitability of the product for the
intended application and the completeness of the
product information given in this document with
respect to such application.

For further information on the product, technology,
delivery terms and conditions and prices please
contact your nearest Infineon Technologies office
(www.infineon.com).

WARNINGS

Due to technical requirements products may contain
dangerous substances. For information on the types
in question please contact your nearest Infineon
Technologies office.

Except as otherwise explicitly approved by Infineon
Technologies in a written document signed by
authorized representatives of Infineon
Technologies, Infineon Technologies” products may
not be used in any applications where a failure of the
product or any consequences of the use thereof can
reasonably be expected to result in personal injury.



